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***************START OF 1st CHANGE***************
[bookmark: _Toc161928545]6.2.1	AAnF response with UE Identity
…
5.	Once receiving the request from the AF, the AAnF shall send a Nudm_EventExposure_Subscribe request to UDM with SUPI/GPSI to request the RoamingStatusReport from the UDM.
6.	The UDM shall send the Nudm_EventExposure_Subscribe response to the AAnF with the information of roaming status. 
NOTE: Later on, when the roaming status changes, the UDM also sends a notification to the AAnF about the updated roaming information. 
7.	Once the AAnF receives the roaming status from the UDM, it checks the local policy and determines whether to provide service to the UE. If yes, the AAnF derives the AKMA Application Key (KAF) from KAKMA if it does not already have KAF. The AAnF shall store the KAF expiration time as part of UE’s AKMA context.
When UE is dual registered, the UE is treated as roaming if at least one of the serving PLMNs indicates the UE is roaming.
	The key derivation of KAF shall be performed as specified in Annex A.4. 
8.	If  the AAnF determines to provide AKMA service to the UE, the AAnF sends Naanf_AKMA_ApplicationKey_Get response to the AF with SUPI/GPSI, KAF and the KAF expiration time. Whether to send SUPI or GPSI is determined by AAnF based on the local policy. If the AAnF finds that roaming is not allowed, it shall respond the AF containing a failure indication that roaming is not allowed. If AAnF has subscribed the event for RoamingStatusReport, then the AAnF is expected to keep track of the transmitted A-KIDs and the recipient AFs for example via storing a local mapping between A-KIDs and corresponding AF_IDs for the UE. 
NOTE 1: When re-authentication runs and new A-KID is derived, the AAnF still maintains the local mapping between the transmitted A-KIDs and corresponding AF_IDs.
9.	The AF sends the Application Session Establishment Response to the UE. If the information in step 8 indicates failure of AKMA key request, the AF shall reject the Application Session Establishment by including a failure cause. Afterwards, UE may trigger a new Application Session Establishment request with the latest A-KID to the AKMA AF.
***************End OF 1st CHANGE***************
***************START OF 2nd CHANGE***************
[bookmark: _Toc161928557]6.8	Notification about AKMA service disabling
This procedure is used when the AKMA sessions have already been started (before roaming was detected), and as soon as PLMN change is detected at the AAnF, the AAnF may execute this procedure based on the roaming policy.


Figure 6.8.1-1: AAnF notification to AF about AKMA service disable
1.	 UE registers with a (H)PLMN. 
2.	 UE is accessing the AF and key material is provided to AF as described in 6.2.1. While accessing the AAnF, AF may also provide the Notification URI.
3. UE is getting registered in a VPLMN and AAnF detects the PLMN change via the Nudm_EventExposure_Notification received from UDM.
4. AAnF determines if AF(s) have subscribed to receive notifications for AKMA service disabling and roaming policy is configured and restrict the AKMA access in the VPLMN; if yes, steps 6 5 and 7 6 are executed. Otherwise, steps 6 5 and 7 6 are skipped.
5. If AF(s) are determined at step 5, the AAnF shall send notifications to the subscribed AF(s) about AKMA roaming via Naanf_AKMA_ServiceDisableNotification. The A-KID is selected based on local mapping between the transmitted A-KIDs and corresponding AF_IDs, which is stored in step 8 in clause 6.2.1.
67. The AF shall send the response. Based on the notification, the AF may stop the UE service.
***************End OF 2nd CHANGE***************
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