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1
Decision/action requested

This contribution proposes to update the security architecture and assumptions in TR 33.745.

2
References

[1]

3GPP TS 33.501: "Security architecture and procedures for 5G system".

3
Rationale

Update the security architecture and assumptions in TR 33.745. 

The existing CAG mechanism defined for PNI-NPN is re-used for access control without impacts to PNI-NPN. Thus, the security requirements captured in TS 33.501 [1] Annex I.4 “Modification of CAG ID list in the UE” can be security assumptions in this study.
4
Detailed proposal

************* Start of 1st Changes *************

4
Security Architecture and Assumptions

The following architecture and security assumptions are applied to the present document:

- 
The architectural assumptions and principles captured in TR 23.700-45 [3] are used as architecture assumptions in this study.
-
The security architecture defined in clause 4.1 in TS 33.320[2] can be reused as basis for this study. Whether all components are all necessary and what are the function names in 5G will be studied in the present document.
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Figure 4.1: System Architecture of H(e)NB defined in TS 33.320[2]
-
The security requirements captured in TS 33.501 [4] Annex I.4 are used as security assumptions in this study.
************* End of 1st Changes *************
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