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### 5.4.4b UE 5GSM Core Network Capability handling

The UE 5GSM Core Network Capability is included in PDU Session Establishment/Modification Request.

The UE shall indicate in the UE 5GSM Core Network Capability whether the UE supports:

- "Ethernet" PDU Session Type supported in EPC as PDN Type "Ethernet";

- Reflective QoS;

- Multi-homed IPv6 PDU Session (only if the Requested PDU Type was set to "IPv6" or "IPv4v6");

- ATSSS capability (as referred to clause 5.32.2);

- Transfer of Port Management Information containers;

- Support for secondary DN authentication and authorization over EPC (as referred to clause 5.17.2.5);

- Support of IP Packet Filter Set extensions foridentification of multiplexed media flows into a single IP traffic flow (as referred to clause 5.7.6.2).

The 5GSM Core Network Capability is transferred, if needed, from V-SMF to H-SMF during PDU Session Establishment/Modification procedure.

After the first inter-system change from EPS to 5GS for a PDU session established in EPS, the 5GSM Core Network Capability is also included in the PDU Session Modification if the Reflective QoS and/or Multi-homed IPv6 PDU Session is present.

\* \* \* \* Next change \* \* \* \*

#### 5.7.5.1 General

Reflective QoS enables the UE to map UL User Plane traffic to QoS Flows without SMF provided QoS rules and it applies for IP PDU Session and Ethernet PDU Session. This is achieved by creating UE derived QoS rules in the UE based on the received DL traffic. It shall be possible to apply Reflective QoS and non-Reflective QoS concurrently within the same PDU Session.

Editor’s Note: Whether Reflective QoS applies to SDFs which are identified with extensions for multiplexed media in IP Packet Filter Set defined in clause 5.7.6.2 and how is FFS

For a UE supporting Reflective QoS functionality, the UE shall create a UE derived QoS rule for the uplink traffic based on the received DL traffic if Reflective QoS function is used by the 5GC for some traffic flows. The UE shall use the UE derived QoS rules to determine mapping of UL traffic to QoS Flows.

If the 3GPP UE supports Reflective QoS functionality, the UE should indicate support of Reflective QoS to the network (i.e. SMF) for every PDU Session. For PDU Sessions established in EPS and PDU Sessions transferred from EPS without N26 interface, the UE indicates Reflective QoS support using the PDU Session Establishment procedure. After the first inter-system change from EPS to 5GS for PDU Sessions established in EPS and transferred from EPS with N26 interface, the UE indicates Reflective QoS support using the PDU Session Modification procedure as described in clause 5.17.2.2.2. The UE as well as the network shall apply the information whether or not the UE indicated support of Reflective QoS throughout the lifetime of the PDU Session.

NOTE: The logic driving a supporting UE under exceptional circumstances to not indicate support of Reflective QoS for a PDU Session is implementation dependent.

Under exceptional circumstances, which are UE implementation dependent, the UE may decide to revoke previously indicated support for Reflective QoS using the PDU Session Modification procedure. In such a case, the UE shall delete all derived QoS rules for this PDU Session and the network shall stop any user plane enforcement actions related to Reflective QoS for this PDU Session. In addition, the network may provide signalled QoS rules for the SDFs for which Reflective QoS was used before. The UE shall not indicate support for Reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.

If under the same exceptional circumstances mentioned above and while NAS level MM or SM congestion control timer is running, the UE needs to revoke a previously indicated support for Reflective QoS, the UE performs PDU Session Release procedure that is exempt from MM and SM congestion control as defined in clause 5.19.7.

\* \* \* \* Next change \* \* \* \*

#### 5.7.6.2 IP Packet Filter Set

For IP PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:

- Source/destination IP address or IPv6 prefix.

- Source / destination port number.

- Protocol ID of the protocol above IP/Next header type.

- Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

- Flow Label (IPv6).

- Security parameter index.

- Packet Filter direction.

NOTE 1: A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.

NOTE 2: An IP address or Prefix can be combined with a prefix mask.

NOTE 3: Port numbers can be specified as port ranges.

NOTE 4: Type of Service (IPv4)/Traffic class (IPv6) can be used to define packet filters for DSCP and ECN as described in RFC 3168 [193].

- IP Packet Filter Set extensions for the media flows that are transported in (S)RTP and for (S)RTCP which may be multiplexd with other associated protocols that are multiplexed into a single UDP/IP traffic flow as specified in RFC 5761 [x1], RFC 5764 [x2], RFC 7983 [x3], RFC 8872 [x4], RFC 9143 [x5] and RFC 9443 [x6], based on at least any combination of:

- Synchronization Source (SSRC).

- Payload Type (PT).

-

NOTE 5: (S)RTP/(S)RTCP can be differentiated from other protocols multiplexed in the same single UDP/IP traffic flow based on the 1st octet of the UDP Payload as described in RFC 9143 (RFC 9143 updates RFC 7983 and RFC 5764 in aspects of multiplexing)

If the 3GPP UE supports the IP Packet Filter Set extensions for multiplexed media, the UE shall indicate so to the network (i.e. SMF) for every PDU Session.

Editor's note: Further IP Packet Filter Set extensions for identification of multiplexed RTCP packets is FFS depending on input from SA4.

\* \* \* \* Next change \* \* \* \*

### 5.37.1 General

This clause provides an overview of 5GS functionalities for support of XR services (AR/VR applications) and interactive media services that require high data rate and low latency communication, e.g. cloud gaming and tactile/multi-modal communication services according to service requirements documented in TS 22.261 [2]. The standardized 5QI characteristics for such interactive services are provided in Table 5.7.4-1 and TSCAI is used to describe the related traffic characteristics as defined in clause 5.27.2. Further enhancements for these interactive media services are as follows:

- The 5GS may support QoS policy control for multi-modal traffic, see clause 5.37.2.

- The 5GS may support network information exposure which can be based on ECN markings for L4S, see clause 5.37.3 or 5GS exposure API, see clause 5.37.4.

- The 5GS may support PDU Set based QoS handling including PDU Set identification and marking, see clause 5.37.5.

- The 5GS may ensure that the UL and DL packets together meet the requested round trip delay and also update the delay for UL and DL considering QoS monitoring results, see clause 5.37.6.

- The 5GS may perform per-flow Packet Delay Variation (PDV) monitoring and policy control according to AF provided requirements, see clause 5.37.7.

- The 5GC may provide traffic assistance information to the NG-RAN to enable Connected mode DRX power saving, see clause 5.37.8.

- The 5GS may support traffic identification and differentiated QoS Flow mapping for multiplexed media flows in the same transport connection, see clause 5.37.x.

\* \* \* \* Next change \* \* \* \*

### 5.37.x Traffic identification and differentiated QoS Flow mapping for multiplexed media flows

XR and interactive media services can send data traffic of different media components with different QoS requirements. Several media streams could be multiplexed on the same end-to-end transport layer connection. In order to uniquely identify each media flow, IP Packet Filter Set can include multiplexed media specific extensions to differentiate the media flow among multiple media flows that share the same legacy packet filter (see clause 5.7.6.2).

The AF may provide individual QoS requirements for each individual RTP media flow within the multiplexed data flows including the IP Packet Filter Set extensions for multiplexed media streams associated with them within the flow description in the “AF session with the required QoS” procedure specified in clause 4.15.6.6 and 4.15.6.6a in TS 23.502 [3]. The policy control related to “AF session with required QoS” is specified in TS 23.503 [45] clause 6.1.3.22, including how the UE capability to support the IP Packet Filter Set extensions for multiplexed media streams can be used by the PCF to determine PCC rules. The binding of policy rules to QoS Flows is described in TS 23.503 [45] clause 6.3.2.

If a UE supports Packet Filter Set extensions it shall indicate this to the SMF at PDU Session establishment and the SMF provides this UE capability information to the PCF. If the PCF includes Packet Filter Set extensions in the PCC rules, the SMF provides IP Packet Filter Set with extensions to the UPF in the N4 rules and also provides IP Packet Filter Set extensions to the UE in the QoS Rules. The UE uses the IP Packet Filter Set extensions, along rest of the IP Packet Filter Set, for QoS Flow mapping.

\* \* \* \* End of changes \* \* \* \*