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*FIRST CHANGE*

### 5.37.1 General

This clause provides an overview of 5GS functionalities for support of XR services (AR/VR applications) and interactive media services that require high data rate and low latency communication, e.g. cloud gaming and tactile/multi-modal communication services according to service requirements documented in TS 22.261 [2]. The standardized 5QI characteristics for such interactive services are provided in Table 5.7.4-1 and TSCAI is used to describe the related traffic characteristics as defined in clause 5.27.2. Further enhancements for these interactive media services are as follows:

- The 5GS may support QoS policy control for multi-modal traffic, see clause 5.37.2.

- The 5GS may support network information exposure which can be based on ECN markings for L4S, see clause 5.37.3 or 5GS exposure API, see clause 5.37.4.

- The 5GS may support PDU Set based QoS handling including PDU Set identification and marking, see clause 5.37.5.

- The 5GS may ensure that the UL and DL packets together meet the requested round trip delay and also update the delay for UL and DL considering QoS monitoring results, see clause 5.37.6.

- The 5GS may perform per-flow Packet Delay Variation (PDV) monitoring and policy control according to AF provided requirements, see clause 5.37.7.

- The 5GC may provide traffic assistance information to the NG-RAN to enable Connected mode DRX power saving, see clause 5.37.8.

- how The 5GC can handle end to end ciphered XR flows is defined in clause 5.37.X.

*NEXT CHANGE (2)*

### 5.37.X Handling of end-to-end encrypted XR flows

##### 5.37.X.1 General

This clause provides an overview of 5GS functionalities to support of XRM metadata detection by UPF when XR traffic is encrypted between UE and AS using QUIC protocol as defined in [166], SRTP with some RTP Header encryption [RFC 6904], or RTP Crytex [RFC 9335]. In those cases, the UPF can not read XRM metadata from RTP header extension fields.

The mechanisms defined in clause 5.37.X address only UE to XRM server (AS) communication and do not address UE-UE XRM communications. The mechanisms defined in clause 5.37.X address only downlink traffic handling.

The XRM metadata shall be encrypted and integrity protected between the UPF and the AS.

Three mechanisms are defined to carry XRM metadata between the UPF and the AS and further detailed in dedicated subclauses:.

* Use of Media over QUIC (MoQ) [xx1] ,
* Use of Proxy-UDP-in-HTTP/3 [xx2]+QUIC-Aware Proxying[XX3], and
* UDP-option [XX4]

For all these mechanisms once the UPF has retrieved clear text XRM metadata associated with a downlink PDU received over N6, the UPF can use these metadata to have proper QoS applied to this PDU, e.g. PDU Set based QoS marking towards the RAN, as defined in clause 5.37.5.

The 5GC (the UPF) determines which of the 3 mechanisms to apply to the traffic with a given AS based on configuration information e.g. received over the NEF.

##### 5.37.X.2 Usage of UDP-Connect in order to Handle end-to-end encrypted XR flows

##### 5.37.X.3 Usage of Media Over Quic in order to Handle end-to-end ciphered XR flows

##### 5.37.X.4 Usage of UDP options in order to Handle end-to-end ciphered XR flows

*NEXT CHANGE (3)*

# 2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

- For a specific reference, subsequent revisions do not apply.

- For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document *in the same Release as the present document*.

[XX1] IETF draft-ietf-moq-transport: "Media over QUIC Transport".

[XX2] IETF RFC 9298: "Proxying UDP in HTTP".

[XX3] IETF draft-ietf-masque-quic-proxy-03: "QUIC-Aware Proxying Using HTTP".

[XX4] IETF RFC 9297: "HTTP Datagrams and the Capsule Protocol".

[XX5] IETF RFC 6904: "Encryption of Header Extensions in the Secure Real-time Transport Protocol (SRTP)".

[XX6] IETF RFC 9335: "Completely Encrypting RTP Header Extensions and Contributing Sources".

[XX7] IETF draft-ietf-avtcore-rtp-over-quic: "RTP over QUIC (RoQ)".
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*NEXT CHANGE (5)*

*END OF CHANGES*