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26a.2.3
User Identity Profile and its User Identities

The 3GPP system shall be able to store and update a User Profile for a user. 
The User Profile shall include a User Identifier. 

The User Profile may include one or more pieces of the following information: 

-
additional User Identifiers of the user's User Identities and potentially linked 3GPP subscriptions, 

-
used UEs (identified by their subscription and device identifiers), 

-
capabilities the used UEs support for authentication,

-
information regarding authentication policies required by different services and slices to authenticate a user for access to these services or slices.

-
User Identity specific service settings and parameters. 
Those shall include network parameters (e.g. QoS parameters), IMS service settings (e.g. MMTEL supplementary services), SMS settings, and operator deployed service chain settings.

NOTE: the above requirement assumes SMS is used for communication to the user.
-
User Identity specific network resources (e.g., network slice).
The user shall be able to activate, deactivate and suspend, i.e. temporarily deactivate, the use of the User Identifiers per device or UE and the associated settings in its user profile. 
NOTE 1: 
Suspending (temporarily deactivating) a User Identifier on a UE could also be automatically performed by the device on behalf of the user after a period of inactivity of the user at that device. The time period of inactivity of the user at that device after which a device should suspend a User Identifier may depend on home operator policy.
NOTE 2: 
Re-activation of a suspended User Identifier on a UE where it was suspended could involve simplified authentication (e.g. using fingerprint) at the device.   

Subject to operator policy the 3GPP system shall be able to update User Profile related to a User Identifier, according to the information shared by a trusted 3rd party. 
The IMS service settings (e.g. corresponding to a particular IMPU) associated with the newly activated User Identifier should replace any previous IMS service settings associated with the previous active User Identifier. In particular, a user with the new active User Identifier should not be able to access IMS service with other IMS identities from the User Identity Profile that are not active.
26a.2.4
Operator requirements

The operator shall be able to enable or disable the use of a User Identifier in his network.

The 3GPP System shall support operators to act as User Identity provider and to authenticate users for accessing operator and non-operator deployed (i.e. external non-3GPP) services

The operator shall be able to set the boundaries within which the user specific settings are taken into account in his network. The operator shall be able to restrict the feature depending of the provider of the User Identifier, the roaming status of the UE, the service and its specific parameters.

The operator shall be able to set restrictions for devices accessing the network and its services via non-3GPP access with their User Identity linked to a 3GPP subscription. The 3GPP system shall support restrictions based on the User Identity provider, the roaming status of the linked 3GPP subscription, and the network service that is accessed.

The 3GPP system shall be able to support automatically suspending an active User Identity after a certain period of time of user inactivity, e.g. up to one hour, as configured by the operator.

The 3GPP system shall be able to support a fast re-activation for a suspended User Identity, based on MNOs’ configuration.

The 3GPP system shall enable a user to configure, within the boundaries set by the network operator, which services shall be available on a device where this user logs in using a User Identifier. These services include voice, video, and messaging including SMS.

26a.2.5
Privacy requirements

The 3GPP system shall protect the privacy of a user by transferring to a service only User Identity information that is necessary to provide the service and for which this user has consented to when registering for the service. 
The 3GPP system shall be able to protect the privacy of a user when accessing the 3GPP services from a UE which is shared by multiple users, for example, to prevent exposure of this user’s data (e.g. an incoming call’s caller information which is in the user’s phone book information, call and SMS history) to other unauthorized users who use the same device.
