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**** START OF SECOND CHANGE (MAIN DOCUMENT)****
[bookmark: _Toc161438069]6.2.5.3	SMS Message
The IRI-POI in the SMSF shall generate an xIRI containing an SMSMessage record for the following cases:
SMS-MO case:
-	When a target UE originates an SMS message or when any UE originates an SMS message destined to a target non-local ID.
SMS-MT case:
-	When an SMS message delivery to a target UE is attempted or when an SMS message delivery originated from a target non-local ID is attempted to any UE.
-	When an SMS message is successfully delivered to a target UE or when an SMS message originated from a target non-local ID is successfully delivered to any UE.
The SMS-MT case can also apply to the scenario when a receipt of SMS delivery from the far end is delivered successfully to the target UE or when a receipt of SMS delivery from a target non-Local ID is successfully delivered to the originating UE.
The IRI-POI present in the SMSF shall generate the xIRI containing the SMSMessage record when it detects following events:
-	The SMSF receives an SMCP message CP-DATA_RP-DATA [SMS-SUBMIT, SMS-COMMAND] (via AMF in Nsmsf_SMService_UplinkSMS message) from a target UE.
-	The SMSF receives an SMCP message CP-DATA_RP-DATA [SMS-SUBMIT] (via AMF in Nsmsf_SMService_UplinkSMS message) from any UE with TP-DA field within the SMS-SUBMIT containing a target non-Local ID and SMSF returns the SMCP: CP-ACK to that originating UE.
-	The SMSF receives an SMCP message CP-DATA_RP-DATA [SMS-COMMAND] (via AMF in Nsmsf_SMService_UplinkSMS message) from any UE with TP-DA field within the SMS-COMMAND containing a target non-Local ID and SMSF returns the SMCP: CP-ACK to that originating UE.
-	The SMSF receives a TCAP message MAP MT-FORWARD-SHORT-MESSAGE Request [SMS-DELIVER, SMS-STATUS-REPORT] destined to a target UE.
-	The SMSF receives a TCAP message MAP MT-FORWARD-SHORT-MESSAGE Request [SMS-DELIVER] destined to any UE with the TP-OA field within the SMS-DELIVER containing a target non-Local ID.
-	The SMSF receives a TCAP message MAP MT-FORWARD-SHORT-MESSAGE Request [SMS-STATUS-REPORT] destined to any UE with the TP-RA field within the SMS-STATUS-REPORT containing a target non-Local ID.
The IRI-POI present in the SMSF shall generate the xIRI containing the SMSReport record when it detects following events:
-	The SMSF sends a SMCP message CP-DATA_RP-ACK [SMS-SUBMIT-REPORT] (via AMF in Namf_ Communication_N1N2MessageTransfer message) in response to a previously intercepted CP-DATA_RP-DATA.
-	The SMSF sends a SMCP message CP-DATA_RP-ERROR [SMS-SUBMIT-REPORT] (via AMF in Namf_ Communication_N1N2MessageTransfer message) in response to a previously intercepted CP-DATA_RP-DATA.
-	The SMSF sends a TCAP message MAP MT-FORWARD-SHORT-MESSAGE Response [SMS-DELIVER-REPORT] in response to a previously intercepted MAP MT-FORWARD-SHORT-MESSAGE Request.
NOTE 1:	In the above-mentioned descriptions, the requirements of target Non-Local ID do not apply when both originating and terminating users of an SMS message are served by the same CSP. The method used to identify a target non-Local ID is different from the method used to identify a local target ID.
If the IRI-POI is provisioned with the TruncateTPUserData parameter included and the IRI-POI is generating xIRI for the SMS-SUBMIT type (TS 23.040 [18] clause 9.2.2.2) or SMS-DELIVER type (TS 23.040 [18] clause 9.2.2.1) TPDUs, the IRI-POI shall use the sMSTPDUData.truncatedSMSTPDU choice (as described in table 6.2.5-7), otherwise, the IRI-POI shall use the sMSTPDUData.sMSTPDU choice.
Table 6.2.5-5: Payload for SMSMessage record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	originatingSMSParty
	SMSParty
	1
	Identity of the originating SMS party. See NOTE 2.
	M

	terminatingSMSParty
	SMSParty
	1
	Identity of the terminating SMS party. See NOTE 3.
	M

	direction
	Direction
	1
	Direction of the SMS with respect to the target. See NOTE 4.
	M

	linkTransferStatus
	SMSTransferStatus
	1
	Indicates whether the SMSF sent the TPDU to the next network element. See NOTE 5.
	M

	otherMessage
	SMSOtherMessageIndication
	0..1
	In the event of a server-initiated transfer, indicates whether the server will send another SMS. May be omitted if the transfer is target-initiated. See NOTE 6.
	C

	location
	Location
	0..1
	Location information associated with the target sending or receiving the SMS, if available and authorised. See NOTE 7.
Shall be encoded using the Location.locationInfo.userLocation parameter. If available, other parameters reportable via Location shall be included.
	C

	peerNFAddress
	SMSNFAddress
	0..1
	Address of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available.
	C

	peerNFType
	SMSNFType
	0..1
	Type of the other network function (SMS-GMSC/IWMSC/SMS-Router) involved in the communication of the SMS, if available.
	C

	sMSTPDUData
	SMSTPDUData
	0..1
	See table 6.2.5-7. Shall be provided. This parameter is conditional only for backwards compatibility.
	C

	messageType
	SMSMessageType
	0..1
	See table 6.2.5-8. Shall be provided. This parameter is conditional only for backwards compatibility. 
	C

	rPMessageReference
	SMSRPMessageReference
	0..1
	The SM-RL Message Reference of the message per TS 24.011 [46] clause 7.3. Shall be provided. This parameter is conditional only for backwards compatibility.
	C



The sMSTPDU field shall always be used for the sMSTPDUData field of the SMSReport record.
Table 6.2.5-6: Payload for SMSReport record
	Field name
	Type
	Cardi
nality
	Description
	M/C/O

	location
	Location
	0..1
	Location information associated with the target sending or receiving the SMS, if available and authorised. See NOTE 7.
	C

	sMSTPDUData
	SMSTPDUData
	1
	SMS TPDU, encoded as per TS 23.040 [18] clause 9.
	M

	messageType
	SMSMessageType
	1
	See table 6.2.5-8.
	M

	rPMessageReference
	SMSRPMessageReference
	1
	The SM-RL Message Reference of the message per TS 24.011 [46] clause 7.3.
	M



Table 6.2.5-7: Choices for SMSTPDUData field
	Field name
	Type
	Description

	sMSTPDU
	SMSTPDU
	SM-TL PDU encoded per the PDUs defined in TS 23.040 [18] clause 9.2.2. Shall be chosen if the TruncateTPUserData Parameter is absent.

	truncatedSMSTPDU
	TruncatedSMSTPDU
	[bookmark: _Hlk52815998]SM-TL PDU encoded per the PDUs defined in TS 23.040 [18] clause 9.2.2 but truncated to remove TP-User-Data (TS 23.040 [18] clause 9.2.3.24). Shall be chosen if the TruncateTPUserData Parameter is set. This method was superseded by the redactedSMSTPDU option described below and is included only for backwards compatibility.

	redactedSMSTPDU
	SMSTPDU
	SM-TL PDU redacted as described in clause 7.4.5.2 of the present document and encoded as per the PDUs defined in TS 23.040 [18] clause 9.2.2. Shall be chosen if the TruncateTPUserData Parameter is set.

	threeGPP2SMSTPDU
	ThreeGPP2SMSUserData
	3GPP2 SMS Transport Layer Message PDU encoded per the PDUs defined in 3GPP2 C.S0015-A [Ref] clause 4.5.2.

	Redacted3GPP2SMSTPDU
	ThreeGPP2SMSUserData
	3GPP2 SMS Transport Layer Message PDU redacted as described in clause 7.5.4.2 of the present document and encoded per the PDUs defined in 3GPP2 C.S0015-A [Ref] clause 4.5.2.



Table 6.2.5-8: SMSMessageType values
	messageType value
	RP MTI Value
	RP Message Type
	TP-MTI Value
	SMS TPDU Message Type

	deliver
	001
	RP-DATA (networkUE)
	00
	SMS-DELIVER

	deliverReportAck
	010
	RP-ACK (UEnetwork)
	00
	SMS-DELIVER-REPORT

	deliverReportError
	100
	RP-ERROR (UEnetwork)
	00
	SMS-DELIVER-REPORT

	statusReport
	001
	RP-DATA (networkUE)
	10
	SMS-STATUS-REPORT

	command
	000
	RP-DATA (UEnetwork)
	10
	SMS-COMMAND

	submit
	000
	RP-DATA (UEnetwork)
	01
	SMS-SUBMIT

	submitReportAck
	011
	RP-ACK (networkUE)
	01
	SMS-SUBMIT-REPORT

	submitReportError
	101
	RP-ERROR (networkUE)
	01
	SMS-SUBMIT-REPORT

	reserved
	
	Reserved
	11
	Reserved



The IRI-POI in the SMSF shall populate the messageType field with the values listed in table 6.2.5-8 based on the SMS TPDU message type (see TS 23.040 [18] clause 9.2.2) and the RP Message Type (see TS 24.011 [46] clause 8.2.2) that triggered the generation of the xIRI. The SMS TPDU Message Type is indicated by the value of the TP-Message Type Indicator (TP-MTI) (see TS 23.040 [18] clause 9.2.3.1) as described in TS 23.040 [18] clause 9.2.3.1. The RP Message Type is indicated by the value of the RP MTI (See TS 24.011 [46] clause 8.2.2).
NOTE 2:	For the SMS-MO case, the originating party is the address of the UE from which the SMSF receives the CP-DATA_RP-DATA [SMS-SUBMIT, SMS-COMMAND] message (via AMF in the Nsmsf_SMService_UplinkSMS). The GPSI is one of the data fields used in the Nsmsf related messages (see TS 29.540 [21]). Alternatively, the SMSF may find the originating party address in the same way it finds the address when generating charging records. For SMS-MT case, this is derived from TP-OA field (TS 23.040 [18]) for SMS-DELIVER TPDUs or the TP-RA field (TS 23.040 [18]) for SMS-STATUS-REPORT TPDUs. In cases where the originatingSMSParty is not a GPSI, PEI, or SUPI, the sMSAddress parameter is populated with the octets received in the field used to derive the address (as per TS 23.040 [18] clause 9.1.2.5).
NOTE 3:	For SMS-MT case, the terminating party is the address of the UE to which the SMSF sends the CP-DATA_RP-DATA [SMS-DELIVER, SMS-STATUS-REPORT] message (via AMF in Namf_Communications_N1N2MessageTransfer). The GPSI is one of the data fields used in the Namf related messages (TS 29.518 [22]). Alternatively, the SMSF may find the terminating party address in the same way it finds the address when generating charging records. For SMS-MO case, this is derived from the TP-DA field (TS 23.040 [18]). In cases where the terminatingSMSParty is not a GPSI, PEI, or SUPI, the sMSAddress parameter is populated with the octets received in the field used to derive the address (as per TS 23.040 [18] clause 9.1.2.5).
NOTE 4:	For the SMS-MO case, for SMS originated from the target UE, the value fromTarget is used and for SMS destined to target Non-local ID, the toTarget is used. For SMS-MT case, for SMS terminated to the target UE, the value toTarget is used and for SMS originated from a target Non-local ID, the fromTarget is used.
NOTE 5:	This field is set to transferSucceeded or transferFailed as follows:
-	SMS-MO case:
-	To transferSucceeded: when the IRI-POI in the SMSF detects that SMSF sends the MO-FORWARD-SHORT-MESSAGE-Request [SMS-SUBMIT] message to the SMS-IWMSC.
-	To transferFailed: when the IRI-POI in SMSF detects the scenarios where SMSF cannot send the MO-FORWARD-SHORT-MESSAGE-Request [SMS-SUBMIT] to the SMS-IWMSC, but still generates an xIRI containing the SMSMessage record.
-	SMS-MT case:
-	To transferSucceeded: when the IRI-POI in the SMSF detects that SMSF sends the MT-FORWARD-SHORT-MESSAGE-Response [SMS-DELIVER-REPORT] message to the SMS-GMSC.
-	To transferFailed: when the IRI-POI in SMSF detects the scenarios where SMSF cannot send the MT-FORWARD-SHORT-MESSAGE-Response [SMS-DELIVER-REPORT] to the SMS-GMSC, but an xIRI containing the SMSMessage record is still generated.
NOTE 6:	This is only applicable to the SMS-MT case and can be derived from the TP-MMS (More Message to Send) field present in the SMS-DELIVER sent to the UE (via AMF in the Namf_Communications_N1N2MessageTransfer).
NOTE 7:	This is derived from the ueLocation field of SmsRecord IE received from the AMF in the Nsmsf_SMService_UplinkSMS message (TS 29.540 [21]). For the SMSMessage record, the SMCP message is CP-DATA_RP-DATA [SMS-SUBMIT, SMS-COMMAND] and for the SMSReport record, the SMCP message is CP-DATA-RP-ACK [SMS-DELIVER-REPORT]. Shall be encoded using the Location.locationInfo.userLocation  Location.locationInfo.userLocation parameter. If available, other parameters reportable via Location shall be included.
**** END OF SECOND CHANGE (MAIN DOCUMENT)****
**** START OF THIRD CHANGE (MAIN DOCUMENT)****
[bookmark: _Toc161438328]7.4.5.2	SMS Redaction
7.4.5.2.1	3GPP SMS Redaction
When the removal of the short message (SM) portion of an 3GPP SMS message is required, the SM portion of the TP-User-Data (TS 23.040 [18] clause 9.2.3.24) shall be replaced by the equivalent of "Space" in the original encoding for the total length of the SM portion as determined by the TP-User-Data-Length field (TS 23.040 [18] clause 9.2.3.16), and accounting for the Length of the User Data Header (UDHL) field (TS 23.040 [18] clause 9.2.3.24) if the latter is present as indicated by the TP-User-Data-Header-Indicator field (TS 23.040 [18] clause 9.2.3.23). While replacing the SM data, the Data Coding Scheme (TS 23.038 [123] clause 4) shall be considered.
If the TP-User-Data-Header-Indicator indicates the TP-User-Data Header is present, the Header shall be rewritten so that each of the Information Elements that are not classified as "SMS Control" in TS 23.040 [18] clause 9.2.3.24 shall be converted to a Filler Information Element per TS 23.040 [18] clause 9.2.3.24.17.
In any case, the overall length of the TP-User-Data, and if present, the overall length of the TP-User-Data Header, shall not be changed.
7.4.5.2.2	3GPP2 SMS Redaction
When the removal of the User Data portion of a 3GPP2 SMS message is required, the CHARi portion of the User Data subparameter (3GPP2 C.S0015-A [Ref] clause 4.5.2) shall be replaced by the equivalent of "Space" in the original encoding for the total length of the CHARi portion as determined by the NUM_FIELDS field (3GPP2 C.S0015-A [Ref] clause 4.5.2).
If the HEADER_IND identifier (3GPP2 C.S0015-A [Ref] clause 4.5.1) is set to indicate that a header is contained in the User Data subparameter, the Header shall be rewritten using the same method as the TP-User-Data-Header as described in clause 7.4.5.2.1.

**** END OF MAIN DOCUMENT CHANGES ****
**** START OF FIRST CHANGE (ATTACHMENTS) ****
---a/33128/r18/TS33128Payloads.asn
+++b/33128/r18/TS33128Payloads.asn
@@ -3184,12 +3184,17 @@ SMSRPMessageReference ::= INTEGER (0..255)
3184	3184		
3185	3185		SMSTPDUData ::= CHOICE
3186	3186		{
3187		-	    sMSTPDU [1] SMSTPDU,
3188		-	    truncatedSMSTPDU [2] TruncatedSMSTPDU
	3187	+	    sMSTPDU              [1] SMSTPDU,
	3188	+	    truncatedSMSTPDU     [2] TruncatedSMSTPDU,
	3189	+	    redactedSMSTPDU      [3] SMSTPDU,
	3190	+	    threeGPP2SMSTPDU     [4] ThreeGPP2SMSTPDU,
	3191	+	    redacted3GPP2SMSTPDU [5] ThreeGPP2SMSTPDU
3189	3192		}
3190	3193		
3191	3194		SMSTPDU ::= OCTET STRING (SIZE(1..270))
3192	3195		
	3196	+	ThreeGPP2SMSTPDU ::= OCTET STRING
	3197	+	
3193	3198		TruncatedSMSTPDU ::= OCTET STRING (SIZE(1..130))
3194	3199		
3195	3200		-- ===============
@@ -7444,7 +7449,8 @@ PredefinedPayloadModification ::= ENUMERATED
7444	7449		    rCSTextContentRemoval(11),
7445	7450		    rCSSubjectContentRemoval(12),
7446	7451		    rCSGeolocationPUSHContentRemoval(13),
7447		-	    rCSFileURLContentRemoval(14)
	7452	+	    rCSFileURLContentRemoval(14),
	7453	+	    threeGPP2SMSUserDataRedaction(15)
7448	7454		}
7449	7455		
7450	7456		PayloadModificationDescription ::= SEQUENCE

**** END OF FIRST CHANGE (ATTACHMENTS) ****
**** END OF ALL CHANGES ****
