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1. Introduction
According to the SID [1], RF requirements for Ambient IoT need to be analyzed, in this contribution, we analyze the potential RF requirements of A-IoT device.
2. Potential RF requirements of A-IoT device
In the SID [1], the RF requirements objectives for Ambient IoT can be seen below:
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception









A-IoT device includes D2R backscattering signal transmitter, CW2D receiver and R2D interrogation signal receiver, CW is transmitted to device 1 or device 2a.
In this contribution, we only analyze potential requirements of device 1 and device 2a, requirements of device 2b will be analyzed later. We analyze A-IoT requirements based on RFID standard [2] and regulation[3], NB-IoT UE standards[4], as well as A-IoT topology, scenario deployment, device architecture, etc.[5]. 
1. 
2. 
2.1 A-IoT device potential Tx requirements
Table 1: A-IoT device potential Tx requirements
	No.
	ISO-IEC 18000-6C Tag RF Tx requirements
	RFID   EN 302 208 
Tag transmitter conformance requirements
	NB-IoT UE RF Tx requirements
	A-IOT Device potential Tx requirements

	1
	Max EIRP
	Radiated power (e.r.p.)
	UE maximum output power
	Radiated power dynamic range

	2
	
	
	Minimum output power
	

	3
	
	
	Transmit OFF power
	According to how the D2R signal is generated, not necessary to define these requirements

	4
	
	
	ON/OFF time mask
	

	5
	
	
	Power Control
	

	6
	
	
	Frequency error
	

	7
	
	
	EVM
	

	8
	
	
	Carrier leakage
	

	9
	
	
	In-band emissions
	

	10
	Occupied bandwidth
	
	Occupied bandwidth
	

	11
	Spectrum masks
	Unwanted emissions: 
Spectrum mask
	Spectrum emission mask
	RAN4 needs further analysis

	12
	
	
	ACLR
	Not necessary

	13
	Spurious emissions
	
	Spurious emissions
	Spurious emissions

	14
	
	
	Transmit intermodulation
	Not necessary

	15
	
	
	
	Device backscatter loss is needed to be analysed.


A-IoT device potential Tx requirements are shown in table 1. According to how the D2R signal is generated, not necessary to define No.3~No.10, No.12 and No.14 requirements, but device backscatter loss is needed to be analysed.
Observation 1: Potential Tx requirements of device 1 or device 2a are shown in Table 1. 
2.2 A-IoT device CW2D potential Rx requirements
In order to calculate power level of D2R signal, input signal power range requirement of CW2D Rx is necessary.
Proposal 1: Input signal power range requirement of CW2D Rx is necessary.
2.3 A-IoT device R2D potential Rx requirements
Table 2: A-IoT device R2D potential Rx requirements
	No.
	NB-IoT UE RF Rx requirements
	A-IOT Device R2D potential Rx requirements

	1
	Reference sensitivity power level
	Input signal power dynamic range

	2
	Maximum input level
	

	3
	Adjacent Channel Selectivity 
	Adjacent Channel Selectivity 

	4
	In-band blocking
	In-band blocking

	5
	Out-of-band blocking
	Out-of-band blocking

	6
	Spurious response
	Not necessary

	7
	Intermodulation characteristics
	Not necessary

	8
	Spurious emissions 
	Not necessary


A-IoT device R2D potential Rx requirements are shown in table 2. ACS and In-band blocking requirements are important for A-IoT systems to be implementable and coexist with other systems, out-of-band blocking need to be filtered out to ensure receiver performance, so they are needed to be defined. Considering the receiver architectures and costs of device 1 and device 2a, not necessary to define No.6~No.8 requirements. 
Observation 2: Potential R2D Rx requirements of device 1 or device 2a are shown in Table 2.
2.4 RF filter
RF BPF is operating frequency selective filter, which can supply suppressions to frequency bands out of the operating frequency band. Firstly, it ensures that the devices of the receiving path will not be blocked or damaged due to too large input power of interference signals. In addition, it is needed to provide certain suppressions to the frequency bands which will finally enter the wanted band through envelope detector. RF BPF is needed to guarantee the receiver performance in the presence of in-band and out-of-band interference signals.
In A-IoT device receiver path, RF BPF can suppress the interference signals before the RF envelope detector, it can select detection frequency band and improve the detection accuracy. Interference signals may include NR, LTE BSs and UEs transmit signals, etc. The performance requirement of the RF BPF can be derived by analysing the reception capability deterioration limits in the presence of interference signals, the receiver architecture, wanted signal power range, interference signal power and frequency, bandwidth, waveform, etc..
In theory, the transition band of RF LC filter is relatively wide, it is challenging to design narrow-bandwidth RF bandpass filters with LC, for example, BPF with a centre frequency of 900MHz and a bandwidth of 5MHz is difficult to design with LC. Even for the 20MHz pass band case, the transient band will be multiple times of the 20MHz if a good rejection performance is needed.
Observation 3: It’s very challenging to design good performance narrow-bandwidth RF bandpass filters with LC.
Proposal 2: The feasibility and the performance for the RF BPF filter before the RF envelope detector should be studied in RAN4.
Some assumptions are needed for the further study of the BPF filter.
Proposal 3: The following assumptions should be aligned for the RF BPF filter study:
Operating frequency, cutoff frequency, performance assumption, etc.
3. Summary
This contribution provides our preliminary analysis for RF requirements of A-IoT device. We have the following observations and proposals.
Observation 1: Potential Tx requirements of device 1 or device 2a are shown in Table 1. 
Proposal 1: Input signal power range requirement of CW2D Rx is necessary.
Observation 2: Potential R2D Rx requirements of device 1 or device 2a are shown in Table 2.
Observation 3: It’s very challenging to design good performance narrow-bandwidth RF bandpass filters with LC.
Proposal 2: The feasibility and the performance for the RF BPF filter before the RF envelope detector should be studied in RAN4.
Proposal 3: The following assumptions should be aligned for the RF BPF filter study:
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