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1. Introduction
In the last RAN2 meeting [1], some agreements have been reached on random access on ambient IoT:
	Agreement
1	RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2	We will study the support for access triggering for a single device, group of devices, or all devices, RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3	Random Access is triggered by the reader 
4	Reader provides the information that the device needs to respond to the random access trigger. FFS what those parameters are.
5	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure. FFS the details on each procedure and how we call it.
6	Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access. FFS details
7	For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).


Some details on trigger message, access procedures and device id will be discussed in this contribution and some potential solution for efficiency is offered in the last part.

2. Discussion

2.1 A-IoT Random Access Trigger Message
As our last contribution [1] suggested, it is already agreed that slotted-ALOHA is the baseline for Ambient IoT. There can be at least two trigger messages for slotted-ALOHA. One trigger message indicates the start of a whole slotted-ALOHA access/inventory procedure. And the other trigger message indicates the start of each slot or access occasion in the slotted-ALOHA access procedure, since Ambient IoT device is not capable of maintain an accurate timing based on RAN1’s agreements.
Observation 1: Reader should be able to indicate device the start of a whole slotted-ALOHA procedure and the start of each slot in slotted-ALOHA due to the lack of accurate timing for device. Hence there will be at least two trigger messages.
As our last contribution suggests, the two terminologies, i.e., access occasion and access round should be adopted for RAN2, which stands for a whole slotted-ALOHA procedure and each time slot with in the whole slotted-ALOHA procedure. The following is an example of access occasion and access round,


Figure 1: Example of Access Round and Access Occasion
The A-IoT paging message is the start message of an access round, and A-IoT device can initiate random access procedure in every access occasion.
Proposal 1.1: The terminology of ‘access occasion’ refers to each occasion(slot) for device to initiate CBRA or CFRA access in slotted-ALOHA 
Proposal 1.2: The terminology of ‘access round’ refers to a whole access procedure which consist of multiple access occasions.
With the introduction of access occasion and access round, at least two corresponding trigger messages are necessary. The message that triggers the device(s) to be prepared for a new access round and the message that triggers the device to initiate random access procedure in the time slot or access occasion.
For the trigger message for access round, at least the number of access occasion within the access round should be captured, otherwise the device will not know when this slotted-ALOHA access round ends and the device cannot select its access occasion. The device should be ready to initiate random access procedure after receiving access round trigger message
And for the trigger message for access occasion, since the sole purpose of access occasion trigger is to provide a rough timing or boundaries of each access occasion, there is no further essential information is observed to be captured. Some auxiliary information, i.e., SN of slot, might be helpful for energy harvest or power saving.
Considering that FDM may be supported, some additional information on frequency might be necessary. But it’s not in RAN2’s scope. RAN2 can capture such addition information based on other WGs input.
Proposal 2.1: The trigger message of access round should at least capture resource allocation indication (e.g., Number of access occasions) and RA type. FFS what other parameters to be captured, e.g. device/mask id, TDM/FDM/CDM related information or other WGs input.
Proposal 2.2: The trigger message of access occasion should at least indicate the boundaries of access occasion. FFS what other parameters to be captured, e.g., reader specified parameter or other WGs input.
Proposal 3: A-IoT paging message can be the trigger message of access round. RA type can be captured in A-IoT paging message.
With the reception of trigger message of access round and access occasion, device can initiate random access based on slotted-ALOHA without accurate timing capability. 
2.2 Details on CFRA and CBRA
In our last contribution, we proposed a 2-step CFRA and a 4-step CBRA procedures for Ambient IoT device, on the basis of two common use case, which are CBRA for common inventory (reader expects multiple unknown devices to response) and CFRA for device command and dedicated inventory (reader has the pre-knowledge of device, e.g., unique device ID).
Both RA procedures contains an R2D Msg0 that triggers a new random access occasion, a D2R Msg1 that contains a temporary device ID and an R2D Msg2 which is the ACK/NAK of Msg1 reception. 4-step CBRA will have an additional D2R Msg3 which contains a unique or permanent device ID in case Msg1 is collided, and also an additional Msg4, which is the ACK/NAK of Msg3.
The temporary device id here can be comparable to the RN16 in EPC C1G2, and the unique device id can be comparable to EPC or TID in EPC C1G2.
The following is a illustration of 2-step and 4-step random access procedure.


Figure 2: Example of 4-step CBRA and 2-step CBRA/CFRA for Ambient IoT
Basically, the 2-step CBRA/CFRA is a short version of 4-step CBRA and the Msg1 in CFRA will not be collided since there will be only one device response for CFRA. We would like to reuse random access messages as many as possible for both CBRA and CFRA to reduce device complexity, and thus the cost of ambient IoT devices.
Observation 2: Reusing message for CFRA and CBRA is helpful to reduce the complexity and cost of ambient IoT device.
Based on the agreement of last meeting, one access round may be participated by a) single device, b) group of devices and c) all devices. 
However, we think that difference of CFRA and CBRA is not only the device population but also whether reader has pre-knowledge on device to be expected to initiate random access procedure at least for inventory use case.
If the reader already knows all the unique device ID(s) to be inventoried or commanded, it is possible for reader to perform CFRA even for multiple devices e.g., reader can indicate device to select access occasion based on the unique device ID, and thus no contention or collision. If the reader has no pre-knowledge and is not sure whether there will be only single device replies, reader can only use CBRA.
Proposal 4: For inventory use case, CFRA can be applied for the following 2 cases:
Case 1: reader is sure that there will only be single device to initiate random access 
Case 2: reader knows unique device IDs or equivalents for target devices.
But for command use case, it’s quite different. For reader-like use case, where devices will send data (not device ID) to the reader, it is the same with inventory use case. For write-like use case, if there is no security issue, which is depending on SA3, reader can just broadcast a message or utilize paging function to indicate device to write its memory and no random access is needed. It is suggested to deprioritize the discussion on random access for command use case before RAN2 has solid agreement on inventory use case or A-IoT paging function, or other WGs input, maybe.
Proposal 5: For command use case, it is suggested for RAN2 to deprioritize the discussion on random access before RAN2 has further agreement on paging functionality or random access for inventory use case.
When A-IoT random access procedure is initiated, due to the lack of accurate timing capability of A-IoT device, a message should be introduced to provide the timing or the start of the access occasion. Since this message hold no further meaning or information but just the boundary of access occasions, it reasonable to leave this message apart from random access procedure. It is preferred to name this message as A-IoT Msg0.
Please kindly notice that Msg0 will be send multiple times during access round (at least equals to the amount of A-IoT device), it would save more signaling and  if Msg0 can be very short.
Proposal 6: Introduce an R2D A-IoT Msg0, which provides the boundaries of a new access occasion. A-IoT Msg0 is the first message in of an access occasion. A-IoT Msg0 is mandatory. A-IoT Msg0 can be the trigger message of access occasion.
After A-IoT device detects A-IoT Msg0, device can be ready to send its identification to reader. This identification can be a unique id or a temporary id based on the type of random access procedure. A temporary id is a relatively shorter id compared to the unique device id, can be comparable to the RN16 in EPC C1G2. The unique device id can be comparable to the EPC or TID, which is 96, 128 or 256 bits.
If it’s a CBRA, device should send its temporary id due to that there can be multiple devices for a single occasion, using the unique ID can be inefficient. And if it’s a CFRA, device can send either temporary id or unique id since reader may be aware of the device id.
The length of temporary device ID is a more complicated issue, we will discuss it in chapter 2.3.
Proposal 7: Introduce a D2R A-IoT Msg1, in which A-IoT device at least provides a unique device id for 2-step CFRA and 2-step CBRA or temporary device ID for 4-step CBRA. A-IoT Msg1 is the subsequent message of A-IoT Msg0. A-IoT Msg1 is mandatory.
Then, after reader receive Msg1, reader should send an ACK/NAK as Msg2 to the device indicating whether it receives the device id correctly and whether to send further information, continue or abort random access procedure.
The content of Msg2 can be at least a 1 bit indication only or the device ID in Msg1.1 bit indication is more efficient and require less energy to decode but the device ID contains more information (e.g., multiple devices send Msg1 then the 1-bit indication in Msg2 will confuse the devices). There are benefits on both sides.
Msg2 is helpful for device on its failure handling and state transition. The absence of Msg2 can be an implicit indication of ACK or NAK for efficiency.
Proposal 8: Introduce an R2D A-IoT Msg2, which provides the ACK/NAK of A-IoT Msg1. A-IoT Msg2 is the subsequent message of A-IoT Msg1. FFS A-IoT Msg2 is mandatory or optional.
CFRA can be ended in Msg2 since there are much fewer device for CFRA, maybe only one device for most CFRA use cases, but for CBRA, Msg2 can only solve the contention partially due to device may generates the same temporary device id. And if the same temporary device id is reported by multiple devices, reader may not be able to distinguish that there are multiple devices, this contention will need subsequent message from reader. An Msg3 indicating whether reader decode the unique device id correctly is needed.
Certain data may also be captured in Msg3, but unique device ID should be at least captured.
Proposal 9: Introduce a D2R A-IoT Msg3 for 4-step CBRA, which provide at least the unique device ID. A-IoT Msg3 is the subsequent message of A-IoT Msg2. A-IoT Msg3 is mandatory for 4-step CBRA.
Likely, the subsequent Msg4 indicting the correct decoding of Msg3 may be also necessary. The absence of Msg4 can also be an implicit indication of ACK or NAK for efficiency.
Proposal 10: Introduce an R2D A-IoT Msg4 for 4-step CBRA, which provides the ACK/NAK of A-IoT Msg3, A-IoT Msg4 is the subsequent message of A-IoT Msg3. FFS A-IoT Msg4 is mandatory or optional.
With the above A-IoT random access messages, at least the random access procedure is useable. Further enhancement or improvement can be discussed based on this scheme.

2.3 Temporary Device ID
In chapter 2.2, it is proposed that a temporary device id is used to resolve the contention of A-IoT random access. Hence how A-IoT device generates this temporary device id and the length of temporary id will be an issue.
In other similar technology, e.g., UHF RFID and EPC C1G2, device can be asked to use a random number generator (RNG) to generate device id. Certain requirements may be proposed for RNG, which can be discussed in stage-3. For the convince of discussion, RNX stands for a random number with X bits length will be used in the following random access procedure.
Proposal 11: The temporary device id used in random access procedure is a random number generated by A-IoT device.
If the devices generate the same temporary device id, and reported in the same slot or access occasion, reader will not be able to distinguish that there are multiple devices but mistakenly there are only one device. Hence whether device generating temporary device id and device selecting access occasion is decoupled will have impacts on random access procedure.
Also, since the slotted-Aloha is guaranteed as the baseline solution, A-IoT device will random select an access occasion or slot for its random access procedure. Therefore, how device to randomly select access occasion will also be a critical issue, which might be oversighted in former discussion.
Observation 3: For slotted-ALOHA, A-IoT device can select access occasion randomly to avoid collision by using temporary device id (1-step randomization) or using another independent random number (2-step randomization).
For Alt1, device has to generate 2 independent random numbers (RNX), where one random number is used as temporary device id, the other can be used to determine the access occasion or slot in slotted-ALOHA. With 2 independent random numbers, the possibility of two or device in the same access occasion has the same temporary device id can be very rare, based on our simulation, which is 2000ppm for 8bit and 200ppm for 12bit. 
And the contention probability is also not affected by the device amount, which is also a good feature since the length of RNX can be fixed.
The main challenges of Alt1 are that 1) RNG requirements are higher since the 2 RNX should be ideally independent 2) power consumption of storing and generating 2 RNX within short time interval. There are also some minor challenges on RNG design and implementation.
Please note that we suppose the number of access occasion is exactly equal to the number of A-IoT device in our simulation for all alternatives. Otherwise, the result will be affected and a fair setting is used in our simulation.
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Figure 3: Probability of at least 2 devices generate a same RNX using 2-step Randomization
For Alt2, device only generate 1 random number (RNX), and select the access occasion based on RNX, e.g., exacting the lowest or highest subset bits from RNX. Lowest X bits is used for the simulation since it is the simplest way. Alt2 is much simpler than Alt1. The requirement on RNG is also more modest.
However, the probability of 2 or more devices generating the same RNX is much higher than Alt1 since devices with the same temporary device id or RNX will report it to reader in the same access occasion, which is the main shortcoming of Alt2. And compared to Alt1, the probability of generating the same RNX and contention goes higher when there are more A-IoT devices.
Therefore, a variable length of RNX for Alt2 can be introduced. It can reduce the power consumption of A-IoT device since it only has to send the necessary bits based on device amount or population.
For example, if there are more than 953 A-IoT devices, there is a >99.9% probability that at least two devices will generate the same 16-bit random number and send temporary device id in the same slot. Hence Msg3 and Msg4 is definitely more common if Alt2 is adopted. But if reader can adjust RNX length based on device amount, it is more efficient for both energy saving and information transmission.
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Figure 4: Probability of at least 2 devices generate a same RNX using 1-step Randomization
With the RNX contention probability affected by device amount, for energy saving and efficiency the length of RNX may be determined by the device amount or population. Hence a variable length of RNX might be supported for Alt2.
As to Alt3, the performance and complexity is based on the rule or configuration provided by reader, hence it’s hard to evaluate, we think it is an option but may require more discussion on it.
Proposal 12: RAN2 is kindly asked to discuss the following options for access occasion selection and temporary device id:
Opt. 1: Selecting access occasion independently from the fixed temporary device id, e.g., 2 independent random number for access occasion selection and temporary device id. 
Opt. 2: Selecting access occasion based on the variable or fixed temporary device id, e.g., exacting highest or lowest subset of temporary device id for access occasion selection.
Opt. 3: Selecting access occasion based on reader configuration and temporary device id to lower the possibility that multiple devices report same temporary device id in same occasion.
Further analysis can be provided if RAN2 could draw some conclusion on access occasion selection and temporary device id.

2.4 Random Access Failure handle
In our proposed detailed CBRA procedure, Msg3 and Msg4 are introduced to solve the contention when multiple A-IoT device generates the same temporary device id. In this case, there can be only one device can successfully resolve contention.
If there is a NAK in Msg4 or the Msg4 signals an unmatched unique device id, A-IoT device can consider this random access as failure. How to handle access failure is also within the scope of RAN2.
For failure handling, there are at least 2 options, as illustrated in the following:


Figure 5: Example of Next Round and Next Occasion Failure handling for Ambient IoT
The “Next Round Failure handling” means that the access failure should be handled in the next access round. The device will keep some information for the failure handling in next access round, e.g., SN of access occasion until next access round, while other devices will not be affected. Also, A-IoT paging should captured related information.
The “Next Occasion Failure handling” means that the access failure should be handled in the next access occasion. The device that failed to access may not need to keep any information for failure handling. But the other device which waits for next access occasion may need to wait more time since failure handling may occupy certain access occasions.
For the comparison, next round approach needs one more A-IoT paging and the failed device may record the failure state in non-volatile memory. Next occasion failure handling may not need device to record anything but the delay for subsequent device may increase due to that no subsequent device is permitted to access until current failure handling ends. However, the overall delay is not increased since the main difference is just when to handle access failure.
These 2 approaches have no significant performance difference and benefits are on both sides. It is suggested to study both approaches in SI.
Proposal 13: RAN2 is kindly asked to discuss the following 2 options for A-IoT access failure handling:
Opt. 1: Next round failure handling, where reader can initiate a new access round for access failure handling
Opt. 2: Next occasion failure handling, where the failed device can re-access in the next occasion.
Next occasion failure handling is slightly appreciated since it’s hard to determine how long the failure state or failure access occasion should be keep in device memory. And writing non-violent memory will consume more energy.
2.5 Efficiency enhancement for Ambient IoT random access
Since it’s the very beginning stage of Ambient IoT SI, there are many basic scheme and problem to be discussed. Premature optimization is the root of all evil. But if there are chances to discuss enhancement for efficiency, device population estimation for privacy-critical use case and slotted-ALOHA efficiency, enhancement for slotted-ALOHA, and other candidate access procedure should be considered. Since these 3 issues can improve the efficiency of A-IoT random access based on our analysis and simulation.
Proposal 14: RAN2 is suggested to study device population estimation for slotted-ALOHA efficiency enhancement and privacy-critical use case.
Proposal 15: RAN2 is suggested to study ambient IoT device grouping for ambient IoT random access to achieve higher efficiency.
Proposal 16: RAN2 is suggested to study tree-based algorithm as a candidate for random access or supplements for slotted-ALOHA.
The details can be found in our R2-2402548 contribution for RAN2-125bis
3. Conclusion
Since it is the second meeting of RAN2 on ambient IoT, it is suggested for RAN2 to decide the basic random access procedure and direction of enhancement for random access, we propose that,
Trigger Message aspect:
Observation 1: Reader should be able to indicate device the start of a whole slotted-ALOHA procedure and the start of each slot in slotted-ALOHA due to the lack of accurate timing for device. Hence there will be at least two trigger messages.
Proposal 1.1: The terminology of ‘access occasion’ refers to each occasion(slot) for device to initiate CBRA or CFRA access in slotted-ALOHA 
Proposal 1.2: The terminology of ‘access round’ refers to a whole access procedure which consist of multiple access occasions.
Proposal 2.1: The trigger message of access round should at least capture resource allocation indication (e.g., Number of access occasions) and RA type. FFS what other parameters to be captured, e.g. device/mask id, TDM/FDM/CDM related information or other WGs input.
Proposal 2.2: The trigger message of access occasion should at least indicate the boundaries of access occasion. FFS what other parameters to be captured, e.g., reader specified parameter or other WGs input.
Proposal 3: A-IoT paging message can be the trigger message of access round. RA type can be captured in A-IoT paging message.
CBRA and CFRA aspect:
Observation 2: Reusing message for CFRA and CBRA is helpful to reduce the complexity and cost of ambient IoT device.
Proposal 4: For inventory use case, CFRA can be applied for the following 2 cases:
Case 1: reader is sure that there will only be single device to initiate random access 
Case 2: reader knows unique device IDs or equivalents for target devices.
Proposal 5: For command use case, it is suggested for RAN2 to deprioritize the discussion on random access before RAN2 has further agreement on paging functionality or random access for inventory use case.
Access Procedure aspect:
Proposal 6: Introduce an R2D A-IoT Msg0, which provides the boundaries of a new access occasion. A-IoT Msg0 is the first message in of an access occasion. A-IoT Msg0 is mandatory. A-IoT Msg0 can be the trigger message of access occasion.
Proposal 7: Introduce a D2R A-IoT Msg1, in which A-IoT device at least provides a unique device id for 2-step CFRA and 2-step CBRA or temporary device ID for 4-step CBRA. A-IoT Msg1 is the subsequent message of A-IoT Msg0. A-IoT Msg1 is mandatory.
Proposal 8: Introduce an R2D A-IoT Msg2, which provides the ACK/NAK of A-IoT Msg1. A-IoT Msg2 is the subsequent message of A-IoT Msg1. FFS A-IoT Msg2 is mandatory or optional.
Proposal 9: Introduce a D2R A-IoT Msg3 for 4-step CBRA, which provide at least the unique device ID. A-IoT Msg3 is the subsequent message of A-IoT Msg2. A-IoT Msg3 is mandatory for 4-step CBRA.
Proposal 10: Introduce an R2D A-IoT Msg4 for 4-step CBRA, which provides the ACK/NAK of A-IoT Msg3, A-IoT Msg4 is the subsequent message of A-IoT Msg3. FFS A-IoT Msg4 is mandatory or optional.
Device ID aspect
Proposal 11: The temporary device id used in random access procedure is a random number generated by A-IoT device.
Observation 3: For slotted-ALOHA, A-IoT device can select access occasion randomly to avoid collision by using temporary device id (1-step randomization) or using another independent random number (2-step randomization).
Proposal 12: RAN2 is kindly asked to discuss the following options for access occasion selection and temporary device id:
Opt. 1: Selecting access occasion independently from the fixed temporary device id, e.g., 2 independent random number for access occasion selection and temporary device id. 
Opt. 2: Selecting access occasion based on the variable or fixed temporary device id, e.g., exacting highest or lowest subset of temporary device id for access occasion selection.
Opt. 3: Selecting access occasion based on reader configuration and temporary device id to lower the possibility that multiple devices report same temporary device id in same occasion.
Failure handling aspect
Proposal 13: RAN2 is kindly asked to discuss the following 2 options for A-IoT access failure handling:
Opt. 1: Next round failure handling, where reader can initiate a new access round for access failure handling
Opt. 2: Next occasion failure handling, where the failed device can re-access in the next occasion.
Efficiency enhancement aspect
Proposal 14: RAN2 is suggested to study device population estimation for slotted-ALOHA efficiency enhancement and privacy-critical use case.
Proposal 15: RAN2 is suggested to study ambient IoT device grouping for ambient IoT random access to achieve higher efficiency.
Proposal 16: RAN2 is suggested to study tree-based algorithm as a candidate for random access or supplements for slotted-ALOHA.
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