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1. Introduction
In this paper, we discuss some of the remaining RILs for LTM.
2. Discussion
2.1. [bookmark: _Hlk117151813][bookmark: _Hlk149925043][E231] Include the applied LTM candidate configuration ID with in the RRCReconfigurationComplete message
In the last meeting, it was agreed that UE would include the applied LTM candidate configuration identifier within the RRCReconfigurationComplete message upon an LTM cell switch[1]. 
· Upon an LTM cell switch, the UE includes the applied LTM candidate configuration identifier within the RRCReconfigurationComplete message.

However, this may not work in some cases. For example, when LTM and CHO are configured for the same candidate cell and both attemptLTM-Switch and attemptCondReconfig are configured, UE may perform LTM fast recovery or CHO fast recovery after RLF based on UE implementation according to TS 38.331. In this case, UE will not change the security key when performing the LTM fast recovery, while changing the security key when performing CHO fast recovery (e.g., the network will always provide a new NCC for the CHO candidate cell configuration to avoid keystream reuse). However, the PDCP entity of the target cell cannot know which key should be used to perform deciphering and integrity verification for the first UL message, i.e. RRCReconfigurationComplete message.
Observation 1: In case LTM and CHO are configured for the same cell, and both attemptLTM-Switch and attemptCondReconfig are configured, the PDCP entity of target cell is not able to differentiate whether the  first UL message, i.e. RRCReconfigurationComplete message is for LTM fast recovery or CHO fast recovery. As a result, it is not able to determine which security key should be used to decipher the first UL message . 
One approach to solve this problem is for the PDCP entity of the target cell to attempt deciphering and integrity verification for the RRCReconfigurationComplete message using both the key for LTM candidate configuration and the key for CHO candidate configuration. Once the network has determined which configuration the UE has applied, it can perform the corresponding L2 reset operation.
We believe that it would be beneficial to add a note to TS 38.331 to clarify on how to resolve this issue in such cases.
Proposal 1: Add a note in TS 38.331 to clarify that it’s up to network implementation to ensure the correct security key is applied during and after UE access to the target cell if LTM and CHO are configured for the target cell with different security keys.
The corresponding TP is provided in Annex.
Proposal 2: If P1 is agreeable, RAN2 to adopt the TP provided in Annex.
2.2. [E240] Presence of RA-RNTI over F1AP
In RAN2#124 meeting, RAN2 agreed to send an LS to RAN3 for defining the necessary F1 signalling for early RACH procedure[2]. In the current TS 38.473, RA-RNTI is provided together with the TA value in the F1AP signalling for the S-DU to differentiate the RACH resources used by UE[3].
In the previous meeting, some companies proposed that the RA-RNTI has no use for the S-DU and should be removed from the F1AP signalling. However, from our perspective, it is essential for the target DU to provide the RA-RNTI to the source DU. This is because the preamble ID alone can only distinguish the preamble used by the UE. There are cases where the S-DU triggers early RACH for different UEs with the same preamble ID and different RACH occasions in one Radio Frame. In these cases, S-DU needs to distinguish which UE the TA value corresponds to through RA-RNTI. Therefore, RA-RNTI should not be removed from the F1AP. 
Proposal 3: RAN2 confirms that RA-RNTI needs to be provided when the candidate DU provides the TA value to the S-DU.
3. Conclusion
In this contribution, we have discussed some of the remaining RILs for LTM and propose the following:
Observation 1: In case LTM and CHO are configured for the same cell, and both attemptLTM-Switch and attemptCondReconfig are configured, the PDCP entity of target cell is not able to differentiate whether the  first UL message, i.e. RRCReconfigurationComplete message is for LTM fast recovery or CHO fast recovery. As a result, it is not able to determine which security key should be used to decipher the first UL message . 
Proposal 1: Add a note in TS 38.331 to clarify that it’s up to network implementation to ensure the correct security key is applied during and after UE access to the target cell if LTM and CHO are configured for the target cell with different security keys.
Proposal 2: If P1 is agreeable, RAN2 to adopt the TP provided in Annex.
Proposal 3: RAN2 confirms that RA-RNTI needs to be provided when the candidate DU provides the TA value to the S-DU.
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Annex: TP for TS 38.331
[bookmark: _Toc162894166]5.3.7.3	Actions following cell selection while T311 is running
Upon selecting a suitable NR cell, the UE shall:
1>	ensure having valid and up to date essential system information as specified in clause 5.2.2.2;
1>	stop timer T311;
1>	if T390 is running:
2>	stop timer T390 for all access categories;
2>	perform the actions as specified in 5.3.14.4;
1>	stop the relay (re)selection procedure, if ongoing;
1>	if the cell selection is triggered by detecting radio link failure of the MCG or re-configuration with sync failure of the MCG or mobility from NR failure, and
1>	if attemptCondReconfig is configured; and
1>	if the selected cell is not configured with CondEventT1, or the selected cell is configured with CondEventT1 and leaving condition has not been fulfilled; and
1>	if the selected cell is one of the candidate cells for which the reconfigurationWithSync is included in the masterCellGroup in the MCG VarConditionalReconfig and the condExecutionCondPSCell is not configured for the corresponding condReconfigId in the MCG VarConditionalReconfig:
2>	if the UE supports RLF-Report for conditional handover, set the choCellId in the VarRLF-Report to the global cell identity, if available, otherwise to the physical cell identity and carrier frequency of the selected cell;
2>	apply the stored condRRCReconfig associated to the selected cell and perform actions as specified in 5.3.5.3;
NOTE 1:	It is left to network implementation to how to avoid keystream reuse in case of CHO based recovery after a failed handover without key change.
1>	if the cell selection is triggered by detecting radio link failure of the MCG or re-configuration with sync failure of the MCG or mobility from NR failure; and
1>	if attemptLTM-Switch is configured; and
1>	if the selected cell is one of the LTM candidate cells in the LTM-Candidate IE within ltm-Config associated with the MCG:
[bookmark: _GoBack]2>	perform the LTM cell switch procedure for the selected LTM candidate cell according to the actions specified in 5.3.5.18.6;
NOTE 2:	In case both attemptCondReconfig and attemptLTM-Switch are configured, it is left to the UE implementation which procedure to execute.
NOTE 3:	In case both attemptCondReconfig and attemptLTM-Switch are configured, it is left to the network implementation to ensure the correct security key is applied during and after UE access to the selected cell.
