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1. Introduction
Regarding the ambient IoT SID [1], RAN2#125bis meeting reached below agreements [2] for the general aspects:
	Agreements
1. Unless explicitly stated all agreements apply to all device types and for both topologies.  
1. From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
1. RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
1. Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
1. We will study the support of both “inventory” and “command” in the same procedure.  
1. FFS if Initial Trigger Message can also include “command”.  
1. RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input. 


In this contribution, we will discuss the overall procedure/message flow for ambient IoT.
2. Discussion
2.1 Terminologies 
RAN2 has agreed that “RAN2 will support two use cases, “inventory” and “command”. The definition, detailed wording is FFS.”. To make the discussion easier to proceed, a clear definition is essential for common understanding of different use cases and the follow-up signalling procedure design.
In RAN3 discussion [3], inventory and command are called AIoT services. According to the solutions in SA2 TR 23.700-13 [4], some terms are used for AIoT:
	-	Inventory: filter and/or discover one or multiple Ambient IoT device(s).
-	Command: e.g. read, write, control, enable or disable one or multiple Ambient IoT device(s).


Likewise, RAN2 may define the “inventory” and “command”, i.e., inventory and command are AIoT services, RAN2 definition should be aligned with other WGs understanding, thus, simply “inventory” and “command”, can be defined specifically as:
-	Inventory: filter and/or discover one or multiple Ambient IoT device(s).
-	Command: read, write, enable or disable Ambient IoT device(s), etc.
Therefore, we propose that:
Proposal 1. [bookmark: _Ref166220758]Inventory and command are AIoT services defined as:
· Inventory: filter and/or discover one or multiple Ambient IoT device(s).
· Command: read, write, enable, or disable Ambient IoT device(s).
Regarding the Initial Trigger Message, RAN3 has achieved below agreement [3]:
	AIoT Paging can be used to reach one or more devices for identified AIoT services (e.g., inventory, command).


We suggest to align terminology for describing step A of the above Baseline procedure, i.e., use AIoT paging message instead of the Initial Trigger Message.
Proposal 2. [bookmark: _Ref166220846]AIoT Paging message is used as the initial trigger message. 
2.2 Use Cases
In the RAN2#125bis meeting, RAN2 agreed on the Baseline procedure, and three different cases are mentioned in different companies’ contributions: “inventory only”, “inventory and command”, “command only”.  Below potential procedure for these cases are discussed one by one.
· Use Case 1: Inventory only


Figure 1. AIoT procedure for “inventory only” use case
Based on the Baseline procedure, we may consider the procedure for inventory service as shown in Figure 1:
· Step A: Based on the service request, the reader sends the AIoT Paging Message indicating device(s) that need to respond for inventory service. The service request may include some selection information for inventory.
· Step B: Triggered device(s) performs the random access-like procedure, if needed; 
· Step C: The AIoT device performs the data communication with the reader, here, the AIoT device sends device information for inventory purpose, e.g., a device ID like EPC or upper layer temporary identifier. The inventory response may include device information from one or multiple AIoT devices.
Proposal 3. [bookmark: _Ref166220881]The “inventory only” use case is supported by the Baseline procedure via step C, in which the AIoT device reports its device information including a device ID like EPC or upper layer temporary identifier. Details are up to SA2. 

· Use Case 2: Inventory and command


Figure 2. AIoT procedure for “inventory and command” use case
Regarding the procedure for “inventory and command” use case, the detailed steps are as shown in Figure 2 as: 
· Step A: Based on the service request, the reader sends the AIoT Paging Message indicating device(s) that need to respond for inventory service. The service requests may include some information for inventory and optional command. However, the AIoT Paging Message is triggered for the inventory service first.
· Step B: Triggered device(s) performs the random access-like procedure, if needed; 
· Step C1: The AIoT device performs the data communication with the reader, here, the AIoT Device sends device information for inventory purpose first. This step is the same as Step C of Use Case 1.
· Step C2: The reader sends R2D data to the specific AIoT device for command service after receiving the command request from CN/AppServer. 
· Step C3: The reader receives D2R data from the AIoT device, and then sends command response to CN/AppServer.
Proposal 4. The “inventory and command” use case is supported by the baseline procedure via step C1, C2 and C3, where:
· Step C1: The same as Step C of “inventory only” procedure, i.e. the AIoT device performs the data communication with the reader, here, the AIoT Device sends device information for inventory purpose first.
· Step C2: The reader sends R2D data to the specific AIoT device for command service after receiving the command request from CN/AppServer. 
· Step C3: The reader receives D2R data from the AIoT device, and then sends command response to CN/AppServer.
· Use Case 3: Command only
In our understanding, the motivation of “command only” use case is for efficient communication e.g., skipping inventory related steps. However, for the possibility to directly include command data in the Initial Trigger Message, we think it is highly related to whether and how the device context is stored and managed by reader and CN. From RAN2 perspective, we may discuss the below three options for the detailed procedure to support the “command only” case, in terms of different assumption of whether and how the device context is stored and managed:
· Option 1: with RAN-level device context (e.g., including RN16) at reader side, with CN-level device context (e.g., including security context) at CN/AppServer side
Basically, we think Option 1 is beneficial when the service arrival is predictable or periodical service within limited time. With AIoT device context maintained in Reader and CN/AppServer, the RAN and CN can trigger the command service towards specific AIoT device(s) via step C directly. The AIoT device can also directly send the command response to the CN/AppServer via step C. In such a way, the communication efficiency can be improved a lot since the AIoT access procedure (step B) can be skipped. 
Assuming Option 1 is applied to the baseline procedure framework, the “command only” use case may be supported as Figure 3 shows: 


Figure 3. AIoT procedure for “command only” use case (Option 1)
· Option 2: No RAN-level device context (e.g., including RN16) at reader side, with CN-level device context (e.g., including security context) at CN/AppServer side.
Compared with Option 1, with AIoT device context maintained in CN/AppServer, but not in reader, an identifier in CN is required to reach the AIoT device. Moreover, the AIoT paging and access procedure are needed to support this command service since no AIoT device context is kept in the reader.
Assuming Option 2 is applied to the baseline procedure framework, the “command only” use case may be supported as Figure 4 shows:

 
Figure 4. AIoT procedure for “command only” use case (Option 2)
· Option 3: No RAN-level device context at reader side, No CN-level device context at CN/AppServer side
Without AIoT device context maintained in reader, the reader should discover the AIoT device first. And without the security context maintained in CN/AppServer, the “command” can only be in clear text if sent in the Initial Trigger Message. Option 3 may raise security risks in case there is a malicious reader nearby initiating the “command” service compared to the other options.
Assuming Option 3 is applied to the baseline procedure framework, the “command only” use case may be supported as Figure 5 shows: 


Figure 5. AIoT procedure for “command only” use case (Option 3)
Given that the device context management procedure is under the study of RAN3 and SA2, and the security issue also involves SA3 further study, the feasibility of each option should be checked with them first. Based on the above analysis, we suggest RAN2 to further study the “inventory only”, “inventory and command” use cases for the time being. And study the “command only” use case only after relevant WGs (SA3, SA2, RAN3) confirm the feasibility of the “command only” use case.
Proposal 5. [bookmark: _Ref166220927]RAN2 to focus on studying “inventory only” and “inventory and command” use cases. Send LS to consult relevant WGs (SA3, SA2, RAN3) regarding the feasibility of “command only” use case.
3. Conclusion
Based on the discussion, we have the following proposals:
Proposal 1	Inventory and command are AIoT services defined as:
· Inventory: filter and/or discover one or multiple Ambient IoT device(s).
· Command: read, write, enable or disable Ambient IoT device(s).
Proposal 2	AIoT Paging message is used as the initial trigger message. 
Proposal 3	The “inventory only” use case is supported by the Baseline procedure via step C, in which the AIoT device reports its device information including a device ID like EPC or upper layer temporary identifier. Details are up to SA2.
Proposal 4	The “inventory and command” use case is supported by the baseline procedure via step C1, C2 and C3, where:
· Step C1: The same as Step C of “inventory only” procedure, i.e. the AIoT device performs the data communication with the reader, here, the AIoT Device sends device information for inventory purpose first.
· Step C2: The reader sends R2D data to the specific AIoT device for command service after receiving the command request from CN/AppServer. 
· Step C3: The reader receives D2R data from the AIoT device, and then sends command response to CN/AppServer.
Proposal 5	RAN2 to focus on studying “inventory only” and “inventory and command” use cases. Send LS to consult relevant WGs (SA3, SA2, RAN3) regarding the feasibility of “command only” use case.
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