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[bookmark: _Ref488331639]Introduction
[bookmark: _Ref178064866]This paper intends to discuss the controversial issues for data collection for UE side model training, following the outcome of the email discussion in [POST125bis][020][AI/ML PHY] UE side data collection.

Discussion
Background 
During the study of AIML air interface within Rel-18, the following UE data collection mechanisms were  identified by RAN2 and captured in section 7.2.1.3.2 of TR 38.843:
Solution 1. UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1a)	OTT (Transparent)
1b)	OTT (non-Transparent)
Solution 2. UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.
Solution 3. UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
However, during the study at Rel-18, RAN2 did not study or analyse these proposals and did not agree to any requirements or recommendations, due to lack of time.
Location of the OTT server
During the email discussion, the location of the OTT server for UE-side data collection relative to the MNO’s network., i.e. inside MNO network or outside of MNO network was discussed but there are different understandings among the companies. 
In our understanding, for solution 1a, the OTT server for UE-side data collection is outside of MNO’s network and is therefore classified as an OTT server. For solution 1b, the OTT server for UE-side data collection should be inside of MNO’s network. With this said, the difference from the solution 1a) is the OTT server is “inside” MNO’s network and solution 1b is that the server is “outside” MNO’s network. Hence we do not think there is an option for solution 1b to have the OTT server outside of MNO’s network. 
For solutions 2, the server for UE-side data collection can be either inside or outside MNO’s network. 
For solutions 3, it is a bit unclear if the UE-side data collection should be inside or outside MNO’s network the server for UE-side data collection can be either inside or outside MNO’s network.
Proposal-1: For solution 1b, the OTT server can be only “outside” of MNO’s network.

Controllability for the collected data transfer 
During the email discussion, it was discussed that the controllability of data transfer for UE-side data collection means the MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer to and from the server for UE-side data collection. However, there were different understanding on the controllability and also the companies want to discuss the necessity of the Controllability for the collected data transfer. In general, there are three aspects that can be discussed in this regard:
· The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer
· The specific entity within the MNO to control the data transfer for UE-side data collection.  
· The protocols and methods utilized by the MNO to control the data transfer 
Then for solution 1a), we understand that MNO has no specific controllability for transfer of the collected data for UE-side data collection as it is done in a transparent manner. However, for solution 1b, the MNO should be able to have control/management over the data collection for UE-side data collection. We see that there should be some sort of CN control, but the details of CN implementation to achieve the control can be discussed by SA2. 
For solution 2, the MNO’s control over the data collection for UE-side data collection can be characterized by controllability. What RAN2 can clarify is the CN control is suitable for this solution, but the details of CN implementation can be discussed by SA2. In addition , we think the potential control methods for solution-2 can be also appliable to solution-1b. From signaling perspective, we believe, NAS is the natural candidate for CN-centric approach and then the NAS layer signalling should be prioritized.
Proposal-2: For both solution 1b and solution 2, the CN control can be assumed for the control of data collection. 
Proposal-3: For both solution 1b and solution 2, NAS signaling is assumed for the control of data collection.
Proposal-4: For both solution 1b and solution 2, detailed CN control can be liaisoned to SA2. 

For solution 3, the MNO’s control over the data collection for UE-side data collection is characterized by controllability, which means it can be managed by OAM. However we think that what RAN2 can clarify is the OAM control for this solution, but the details of OAM implementation can be discussed by SA5. Meanwhile, it should be noted that the interface between OAM and RAN is non standardized interface so far. It would be helpful to clarify how the OAM manage the data collection procedure through RRC signaling via RAN node. We assume that the OAM management can reuse the MDT framework. The OAM triggers the UE-side data collection via RAN (RRC signalling). The detail is different from MDT but the triggering and request the RAN node to do/signal something to the UE will be similar. We may consider this as a baseline, then can discuss further, e.g. whether new framework is needed or not.
Proposal-5: For solution 3, the OAM control can reuse the MDT framework as a baseline.
Protocol layer for Data Transfer
During the email discussion, it was also discussed which protocol layer should be used for the Data Transfer for UE side model data collection. 
For both solution 1a and 1b, the OTT server for UE-side data collection receives data from the UE through the application layer, utilizing a UP tunnel for transmission.
For solution 2, the UE can collect the training data and transfers it to the CN, which then forwards the data to the UE-side server. As a basic approach, we understand that the data transfer from the UE to the CN can be done through the NAS layer using CP channel. In the current stage, RAN2 should keep the UP tunnel possibility on the table which is pending on SA2 discussion. The feasibility of support a UP tunnel falls under the scope of SA2.

Proposal-6: For solution 2, the data transfer from the UE to the CN can be done through the NAS layer signalling at CP. Meanwhile, RAN2 should keep the UP tunnel possibility on the table which is pending SA2 discussion.

For solution 3, the UE can collect the training data and transfers it to the OAM, which then forwards the data to the UE-side server. We understand that the straightforward approach here is to use RRC layer CP signalling to do the data transfer from the UE to the OAM via RAN node.


Conclusion and Proposal
We have the following proposals:
Proposal-1: For solution 1b, the OTT server can be only “outside” of MNO’s network.
Proposal-2: For both solution 1b and solution 2, the CN control can be assumed for the control of data collection. 
Proposal-3: For both solution 1b and solution 2, NAS signaling is assumed for the control of data collection.
Proposal-4: For both solution 1b and solution 2, detailed CN control can be liaisoned to SA2. 
Proposal-5: For solution 3, the OAM control can reuse the MDT framework as a baseline.
Proposal-6: For solution 2, the data transfer from the UE to the CN can be done through the NAS layer signalling at CP. Meanwhile, RAN2 should keep the UP tunnel possibility on the table which is pending SA2 discussion.
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