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	Reason for change:
	When N19-based forwarding is used, group level N4-session is involved and the traffic fowarding between two UEs within a 5G VN is as follows:
    UE1->RAN1->UPF1(UE level)->UPF1(group level)
                                                          | (N19)
    UE2<-RAN2<-UPF2(UE level)<-UPF2(group level)

Based on clause 5.23, the traffic forwarding within the 5G VN group (e.g.from UPF1 UE level to group level) is realized by a two-step detection and forwarding process:
[bookmark: _GoBack]In the first step, the packets received from any 5G VN group member (via it's PDU Session, via N6 or via N19) are forwarded to the UPF internal interface (i.e. Destination Interface set to "5G VN Internal"). In the second step, PDRs installed at the UPF internal interface (i.e. Source Interface set to "5G VN Internal") detect the packet and forward it to the respective 5G VN group member (via it's PDU Session, via N6 or via N19). 

However, in the first step, there is no appropriate Destination Interface Type for FAR with Destination Interface set to "5G VN Internal". 

Similarly, in the second step of traffic forwarding from UPF2 group level to UE level, there is no appropriate Source Interface Type for PDR with Source Interface set to "5G VN Internal". 


	
	

	Summary of change:
	Add a new 3GPP Interface Type “Internal” corresponding to Source/Destination Interface set to "5G VN Internal". 

	
	

	Consequences if not approved:
	No appropriate interface type can be carried when Source/Destination Interface set to "5G VN Internal”. No accurate performance measurements can be applied for traffic forwarding within the 5G VN group. 
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* * * First Change * * * *
[bookmark: _Toc19717463][bookmark: _Toc27490964][bookmark: _Toc27557257][bookmark: _Toc27724174][bookmark: _Toc36031248][bookmark: _Toc36043168][bookmark: _Toc36814493][bookmark: _Toc44689351][bookmark: _Toc44924105][bookmark: _Toc51861075][bookmark: _Toc57930846][bookmark: _Toc57931476][bookmark: _Toc155291948][bookmark: _Toc162347076]8.2.118	3GPP Interface Type
The 3GPP Interface Type IE shall be encoded as shown in Figure 8.2.118-1. It indicates the 3GPP interface type of the Source Interface within the PDR IE, or the 3GPP interface type of the Destination Interface within the FAR IE.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 160 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Spare
	Interface Type value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


[bookmark: _CRFigure8_2_1181]Figure 8.2.118-1: 3GPP Interface Type
The 3GPP Interface Type value shall be encoded as a 6 bits binary integer as specified in in Table 8.2.118-1.
[bookmark: _CRTable8_2_1181]Table 8.2.118-1: Interface Type value
	Interface value
	Values (Decimal)

	S1-U
	0

	S5 /S8-U (NOTE 1)
	1

	S4-U
	2

	S11-U
	3

	S12
	4

	Gn/Gp-U (NOTE 2)
	5

	S2a-U
	6

	S2b-U
	7

	eNodeB GTP-U interface for DL data forwarding
	8

	eNodeB GTP-U interface for UL data forwarding
	9

	SGW/UPF GTP-U interface for DL data forwarding
	10

	N3 3GPP Access
	11

	N3 Trusted Non-3GPP Access
	12

	N3 Untrusted Non-3GPP Access
	13

	N3 for data forwarding
	14

	N9 (or N9 for non-roaming, see NOTE 3)
	15

	SGi
	16

	N6
	17

	N19
	18

	S8-U
	19

	Gp-U
	20

	N9 for roaming
	21

	Iu-U
	22

	N9 for data forwarding
	23

	Sxa-U
	24

	Sxb-U
	25

	Sxc-U
	26

	N4-U
	27

	SGW/UPF GTP-U interface for UL data forwarding
	28

	N6mb/Nmb9
	29

	N3mb
	30

	N19mb
	31

	Internal
	x

	Spare
	32 y to 63

	NOTE 1:	If separation of roaming and non-roaming traffic is desired this value should only be used for the S5-U interface and "S8-U" (decimal 19) should be used for the S8-U interface.
NOTE 2:	If separation of roaming and non-roaming traffic is desired this value should only be used for the Gn-U interface and "Gp-U" (decimal 20) should be used for the Gp-U interface.
NOTE 3: If separation of roaming and non-roaming traffic is desired, this value should only be used for N9 non-roaming interfaces and (decimal value "21") should be used for N9 roaming interfaces.



* * * End of Changes * * * *


