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1. Introduction
An example of mobile metaverse scenario with multiple sessions involved has been captured as part of Key Issue #5 as shown below. 



The figure also clarifies that digital representation (e.g. avatar) session endpoints are logically linked to resources on client and server sides or on two clients. In general, the application refers to the local resource for communication (i.e. application flow) or non-communication purposes (e.g. resolution of graphics).
In metaverse multiple applications, hosted potentially on multiple entities, provide services based on the same digital representation. In practice, this is realized by maintaining synchronized copies of the representation or parts thereof.
Sessions dedicated to synchronizing digital representation resources have QoS requirements tied to the digital representation, rather than to application communication flow. 
Therefore, the use of SEALDD sessions for avatar communication/ synchronization offloads and optimizes the synchronization process for multiple metaverse applications.
2. Reason for Change
The contribution proposes the use of SEALDD sessions for avatar (and broader digital asset) communication support. The SEALDD sessions are configured and maintained using communication information provided as policies, together with the digital representation .
3. Proposal
It is proposed to agree the following changes to 3GPP 23.700-21 V0.3.0.
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7.y	Solution #y: Metaverse digital asset synchronization QoS control
7.y.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 and Key Issue #5 for QoS control for avatars as digital assets.
Preconditions:
0.  A digital asset (e.g.  avatar representation) has been created (e.g. as element in MDRB) and MMEL policies have been associated .
NOTE 1: This solution is described using terminology from clause 6.1 with the architecture option 1 and examples related to frameworks introduced by other solutions but can be adapted to other architectural options.



Figure 7.y.1.1 – Overall Procedure
1. A VAL server  and/or VAL client  triggers the creation of a digital asset synchronization session creation request to a MMESor MMEC to establish end-to-end connections for the coordinated exchange of digital asset information with required session information (e.g. QoS) between VAL client(s) and VAL server(s) for the purpose of synchronization. The request contains information pertaining to the digital asset synchronization session requirements, e.g. VAL client and VAL server endpoint information and required QoS for each end-to-end connection of the digital asset synchronization session.
NOTE 2: Alternatively, the same VAL layer request targets the SEALDD layer, and the SEALDD layer resolves the digital asset synchronization session parameters by querying MMEL. In this alternative, digital asset synchronization session policies and information are assumed to be available to both SEALDD layer and MMEL and the flow continues with step 4.
2. The MMEC and/or MMES determine applicable digital asset synchronization session policies. This is done, in addition to the information already available in the policies established at precondition, on the session requirements provided in step 1. 
3. The MMES interacts with the SEALDD server to determine and configure additional communication requirements, e.g.  MMES sends SEALDD connection establishment requests to SEALDD server. 
4. Based on  interactions from the previous steps, the SEALDD layer creates or updates SEALDD flows to support the digital asset synchronization session based on the requirements provided.
5. Once SEALDD flows have been established for the digital asset synchronization ,  MMECs and MMES begin exchanging application traffic (via the SEALDD flows ) as required by the application for the purpose of digital asset synchronization.   
6. For each SEALDD flow configured with MMEL support, state information may be maintained by MMES and/or MMEC. The collected state and corresponding measurements performed are based on the configured policies or management requests.
7. MMEL state and/or monitoring information may be used to enable notifications to be sent to the VAL layer and enable adaptive functionality in the VAL layer.
8. When the digital asset synchronization session is no longer needed, the VAL client or server sends a request to MMEC or MMES to tear down the digital asset synchronization session and associated SEALDD flow.

7.y.2	Architecture Impacts
Editor's note:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.
7.y.3	Corresponding APIs
Table 7.y.3-1 details digital asset synchronization session communication parameters received in steps 1- 2 at the SEALDD layer from the VAL Server (directly or via MMES). 
Table 7.y.3-1: Digital asset synchronization session communication parameters
	Information element
	Status
	Description

	List of digital assets
	M
	A list of individual digital assets associated with this synchronization session. Each digital asset requiring a synchronization session has client-side and server-side representations. 

	   > Server-side endpoint ID
	M
	The unique identifier (e.g., URI) of the VAL server-side endpoint of the synchronization session for this digital asset. 

	   > Client-side endpoint ID
	M
	The unique identifier (e.g., URI) of the VAL client-side endpoint of the synchronization session for this digital asset. 

	   > Hosting UE ID 
	M
	Identifier of the UE hosting the VAL client-side of this digital asset 

	   > QoS info
	M
	QoS requirements for the digital asset synchronization session supporting this digital asset, e.g. required bandwidth, latency, jitter, reliability, schedule.



Editor’s Note:  Table 7.y.3-1 provides digital asset synchronization session communication parameters only. Additional parameters are necessary to describe the one or more messages to be detailed in this clause for steps 1-2.  
7.y.4	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution addressing KI# x. 


*** End Changes ***
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