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1. Introduction
This pCR proposes the solution of supporting virtual number in MMTel call
2. Reason for Change
Contribution with new solution solving KI#5.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-92 v0.5.0.


* * * First Change * * * *
8.X	Solution #X: Supporting virtual number in MMTel call
8.X.1	Description
This solution resolves Key Issue #5: Support of virtual number. 
The user or Application Server configures the virtual number and related use mode on eMMTel Enabler Server. The eMMTel Enabler Server acts as DC Application Server and subscribes the call events related to the real number and virtual number of the user or Application Server on IMS AS via NEF as specified in 3GPP TS 23.228. If the eMMTel Enabler Server finds that the virtual number is needed to be used when a mmtel call event is notified, the eMMTel Enabler Server invokes the IMS session modification APIs provided by IMS AS to request the IMS AS to modify the number(s) in the mmtel call session. 
Editor's note:	the IMS session modification APIs are developing in the Rel-19 NG_RTC_Ph2, e.g. solution#6 of 3GPP TS 23.700-77 [19]. Whether enhancement of these APIs is needed is FFS. Coordination with SA2 is needed.

8.x.2	Procedures
8.x.2.1	Virtual number configuration
Figure 8.x.2.1-1 illustrates the procedure of a user or Application Server configuring the virtual number.
Pre-conditions:
1.	The Application Server has connected to the serving network successfully. Both the Application Server and eMMTel Enabler Server have been configured with the necessary credentials to enable authenticating one another.
2.	The eMMTel Client in the UE has connected to the serving network successfully. Both the eMMTel Client and eMMTel Enabler Server have been configured with the necessary credentials to enable authenticating one another.



Figure 8.x.2.1-1: Virtual number configuration
1a.	The eMMTel Client in the UE sends a Set virtual number request to the eMMTel Enabler Server; or
1b	The Application Server sends a Set virtual number request to the eMMTel Enabler Server. 
The request message in step 1a and 1b include information elements as specified in Table 8.x.2.2-1.
Table 8.x.2.2-1: Information elements in Set virtual number request
	Information element
	Status
	Description

	Originating ID (see NOTE)
	M
	The identifier of the UE or Application Server which requests the virtual number

	Virtual number requirements template
	O
	A virtual number requirements template that contains  the requirements of using virtual number(s) from originating UE or Application Server, e.g. how to use the virtual number, when the virtual number is intended to be used, etc.
If this IE is absent, the eMMTel Enabler Server will assign a virtual number to the Originating UE or Application Server based on the default service policy.

	>required use mode of virtual number
	O
	The use mode of virtual number required by the UE or Application Server.

	> Specific Callee ID(s) (see NOTE)
	O
	One or multiple identifier(s) of the terminating UE(s) or Application Server(s) which the virtual number is intended to be used.

	> Virtual number valid time
	O
	The time period when the virtual number is intended to be used.

	NOTE:	The Originating ID and  Specific Callee ID may be UE ID, e.g. IMPU, IMPI, IMSI or MSISDN, specified in 3GPP TR 23.700-77 [19]. One of the Originating ID or Specific Callee ID may also be a private identifier in the Application domain. If Originating ID or Specific Callee ID is not UE ID specified in 3GPP TR 23.700-77 [19], the eMMTel Enabler Server will translate it to a UE ID in the IMS domain and record the mapping relationship between the Originating ID/Specific Callee ID and the UE ID.


Editor's note 1:	whether more information elements are needed to be included in Table 8.x.2.2-1 is FFS.
2.	The eMMTel Enabler Server verifies that the sender is authorized to request the virtual number.
3.	If the sender is authorized to request the virtual number, the eMMTel Enabler Server assigns the virtual number(s) to the originating UE or Application Server and decides how to use the virtual number(s), i.e. use mode, based on the Virtual number requirements template. The eMMTel Enabler Server stores the virtual number(s) and related use mode.
4a.	The eMMTel Enabler Server sends a Set virtual number response to the eMMTel Client in the UE; or
4b.	The eMMTel Enabler Server sends a Set virtual number response to the Application Server.
The response message in step 1a and 1b include information elements as specified in Table 8.x.2.2-2.
Table 8.x.2.2-2: Information elements in Set virtual number response
	Information element
	Status
	Description

	Result
	M
	Indication if the Set virtual number is success or failure

	Virtual number (see NOTE 1)
	O
	The virtual number(s) used by the originating UE or Application Server in the mmtel call session.

	>Virtual number valid time
	O
	The time period when the virtual number is allowed to be used.

	>Virtual number use mode
	O
	The use mode of virtual number.

	Failure Cause (see NOTE 2)
	O
	The reason for failure

	NOTE 1:	This IE shall only be present when the Set virtual number is Success.
NOTE 2:	This IE shall only be present when the Set virtual number is Failure.


Editor's note 2:	whether more information elements are needed to be included in Table 8.x.2.2-2 is FFS.
5.	The eMMTel Enabler Server Updates the subscriber’s data of the originating UE or Application Server to the IMS by invoking the IMS Services provided by SBI capable HSS specified in Annex AA.2.1 of 3GPP TS 23.228 [3].
NOTE:	The subscriber’s data of the originating UE or Application Server is needed to be updated to both the IMS serves the real number and virtual number of the originating UE or Application Server.
6.	The eMMTel Enabler Server subscribes call event related to the real number and virtual number of the originating UE or Application Server by invoking the IMS AS Services specified in Annex AA.2.4 of 3GPP TS 23.228 [3].
Editor's note 3:	Whether the APIs provided by IMS used in step 5 and step 6 are needed to be enhanced is needed is FFS. Coordination with SA2 is needed.

8.x.2.2	Establishment of MMTel call session using virtual number 
Figure 8.2.2.2-1 illustrates how to establish MMTel call session using virtual number.



Figure 8.x.2.2-1: Establishment of MMTel call session using virtual number
1.	A mmtel call session related to real number or virtual number goes to IMS AS and the IMS AS notifies the eMMTel Enabler Server which acts as DC Application Server as specified in Annex AA.2.4of 3GPP TS 23.228 [3].
2.	The eMMTel Enabler Server checks whether virtual number is needed to be used in this mmtel call session and decides how to use the virtual number.
3.	The eMMTel Enabler Server invokes the IMS session modification APIs provided by IMS AS to request the IMS AS to modify the number(s) in the mmtel call session.
4.	The IMS AS to modify the number(s) in the mmtel call session and the mmtel call session is established by the IMS using the numbers provided by the eMMTel Enabler Server.
NOTE:	The mmtel call session establishment procedures specified in 3GPP TS 23.228 [3] apply to step 4.

8.2.3	Impacts on Existing Nodes and Functionality
In this solution, the APIs and procedures use the basic capability exposured by IMS core which is under studied by SA2.


oleObject1.bin

image1.emf
ApplicationServer

eMMTel Enabler 

Server

1a. Set virtual number request 

1b. Set virtual number request 

2. Authorization

4a. Set virtual number response 

3. Assigns the  virtual number(s) and stores 

the virtual number(s) and related use mode 

IMS Core

4b. Set virtual number response 

6. subscribes call event related to the real 

number and virtual number of the 

originating UE or Application Server

eMMtel Client

UE

5. Updates the subscriber

’

s data


oleObject2.bin
3. IMS session modification (Caller number, Callee number)



image2.emf
ApplicationServer

eMMTel Enabler 

Server

4. Session creation

2. virtual number 

handling

IMS Core UE 2

1. Call event notification (Caller number, 

Callee number)

3. IMS session modification (Caller number, 

Callee number)

UE 1


