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	Reason for change:
	SIP layer information is needed to allow registration to the SIP core of the primary MC system to be done by:
1. MC client hosted by non-3GPP devices utilizing non-3GPP access (without UICC card, e.g., control rooms). In alignment with 3GPP TS 23.203 clause 4.3.3.1 “For UEs supporting only non-3GPP accesses or UEs accessing IMS via SNPN, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC.” the IMS Credentials (IMC) include the necessary IMS credentials to register at the SIP core. 
SA3 has already considered this use case in TS 33.180 in clause 6.2.1: “Alternatively non-3GPP-only MC UEs not equipped with UICC may consider the IMC mechanism that is specified in clause 9 in 33.203 [6] for SIP Core access authentication.”

2. MC client hosted by non-3GPP device behind MC gateway UE. For this case, in alignment with the agreed S6-241364, the sentence “The configuration data defined in Annex A is needed in the MC client and the UE that is hosting the MC clients, i.e., either non-3GPP device or MC gateway UE, to access the MC service.” is added to clause 11.2.0 to include configurations (including initial configuration) for MC clients hosted by a non-3GPP device. Furthermore, as described in clause 11.3.2 of 3GPP TS 23.280, the IMS credentials (IMC), i.e., SIP layer information are needed to be configured for MC clients. 

Therefore, this CR includes the SIP layer information in annex A.6 for MC clients mentioned in the two scenarios above. 

	
	

	Summary of change:
	Including SIP layer information in A.6 for MC clients are hosted by non-3GPP devices, either utilizing non-3GPP access or utilizing MC gateway UE. The included information is aligned with 3GPP TS 23.203 and 3GPP TS 23.228.
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The initial MC service UE configuration data is essential to the MC service UE to successfully connect to the MC system. The initial MC service UE configuration data can be the same or different across MC service UEs.
Data in table A.6-1 is provided to the MC service UE’s clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client) during the bootstrap process (see subclause 10.1.1), and can be configured on the MC service UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client’s provisioning on the UE, using a device management procedure. 
Table A.6-1: Initial MC service UE configuration data (on-network)
	Reference
	Parameter description

	Subclause 10.1.1
	PDN connectivity information

	
	> HPLMN ID and optionally VPLMN ID to which the data pertains

	
	> MC services PDN

	
	>> APN

	
	>> PDN access credentials

	
	> MC common core services PDN

	
	>> APN

	
	>> PDN access credentials

	
	> MC identity management service PDN

	
	>> APN

	
	>> PDN access credentials

	Subclause 10.1.1
	Application plane server identity information

	
	> Identity management server

	
	>> Server URI

	
	> Configuration management server

	
	>> Server URI

	
	> Key management server

	
	>> Server URI (also known as KMSUri for security domain managed by KMS)

	
	> Indication of whether the UE shall use Ipv4 or Ipv6 for on-network MCPTT

	
	> MCPTT Server

	
	>> Server URI

	
	> Indication of whether the UE shall use Ipv4 or Ipv6 for on-network MCData

	
	> MCData Server

	
	>> Server URI

	
	> Indication of whether the UE shall use Ipv4 or Ipv6 for on-network MCVideo

	
	> MCVideo Server

	
	>> Server URI

	
	> Location management server

	
	>> Server URI

	Subclause 10.1.1
	Operational information

	
	> MC service UE label (see NOTE)

	Subclause 10.1.1
	SIP layer registration information 

	
	> IMS private user identity (IMPI)

	
	> IMS public user identities (IMPUs)

	
	> Authentication key

	
	> SIP core domain name

	
	>Fully Qualified Domain Name (FQDN) of the SIP proxy

	NOTE:	The MC service UE label is optional.
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