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1
Decision/action requested

The group is asked to discuss and approve.
2
References

[1]
3GPP TR 28.869 v0.3.0 Study on cloud aspects of management and orchestration
3
Rationale
This contribution adds a new use case description and requirements related to cloud-native VNF traffic management in clause 5.1.1. Solutions are being proposed in separate contributions.
4
Detailed proposal

It proposes to make the following changes to TR 28.869 [1].
	1st Change


5.1.x
Use case #x: Cloud-native VNF Traffic management
5.1.x.1
Description
Effective traffic management for cloud-native functions is essential to ensure high quality of service levels. Nevertheless, especially in containerized deployments additional challenges need to be considered since many OS containers realizing the cloud-native VNF instances are usually deployed per host, while OS containers are often created and destroyed rapidly, requiring the network to adapt quickly to topological changes. In the context of a cloud-native VNF, traffic management includes controlling the inbound/outbound traffic to, from and within the cloud-native VNF instance.

. Traffic management actions to be considered in a 3GPP management system context are, for example, controlling the rate of incoming requests to prevent overloading services and directing traffic to different VNFCs realizing a cloud-native VNF. These actions can surge in the context of diverse OAM procedures
 of maintenance, re-configuration, and upgrade of NFs, etc. managed through the 3GPP management system.
The 3GPP management system needs to be able to support an operator to manage and orchestrate the traffic management actions for cloud-native VNF instances. 
5.1.x.2 
Potential requirements

REQ-CVNF_TM-1: The 3GPP management system should have the capability to support traffic management of cloud-native VNF instances.

REQ-CVNF_TM
-2: The reference point between
 3GPP management system and external OAM entity should have the capability enabling the 3GPP management system to interact with external (non-3GPP) traffic management entities for the purpose of performing traffic management for cloud-native VNF instances. 

5.1.x.3
Potential solutions
5.1.x.3.y
Control
 Loops for traffic management
The present solution is based on the Control Loops specified in TS 28.535 as part of the 3GPP management system. The basic principle of any control loop is to adjust the value of a measured or observed variable (expressed as for example an attribute) to equal the value of a desired goal (expressed as for example an attribute). As stated in clause 4.2.4.2 of TS 28.535, the control loop can check and evaluate the differences between the current traffic data and the data taken before the execution of an action. The Control Loops therefore can equip the 3GPP management system with the capability to determine when traffic management of cloud-native VNF instances needs to be performed. 

For performing traffic management, the 3GPP management system can interact with the Traffic Enforcer defined in ETSI GS NFV-IFA 049 [2].
The present solution addresses the potential requirement REQ-CVNF_TM-1.
	End of Changes


�Removed to simplify the text, as it was kind of duplication.


�Addition to put more in context the traffic management procedures for 3GPP management.


�This potential requirement is backed up by the solution provided in tdoc S5-244117 (and revisions).


�Changes address the comment to put requirement not on the consumer but rather on the reference point. It also makes the potential requirement generic for “any external (non-3GPP) entity”, thus various solutions, if needed, can be mapped/address the potential requirement.


�This solution is newly added to address the comments that we need “solutions” to back up the potential requirements.





