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1
Decision/action requested

The group is asked to discuss and approve.
2
References

[1]
3GPP TR 28.869 v0.3.0 Study on cloud aspects of management and orchestration
3
Rationale
This contribution adds solutions and evaluation for Use case #1: Cloud-native VNF configuration management in clause 5.1.1. 
4
Detailed proposal

It proposes to make the following changes to TR 28.869 [1].
	1st Change
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	2nd Change


5.1.1
Use case #1: Cloud-native VNF configuration management

5.1.1.1
Description

Besides allocation and configuration of the necessary resources, to bring up a cloud native VNF into operation, i.e., full instance provisioning and configuration of the corresponding VNF instances needs to take place. Configuration actions can also be performed during the cloud native VNF instance operation. 

An operator needs to be able to manage and orchestrate through the 3GPP management system the configuration of the cloud native VNF instances. The operator needs to be able to perform through the 3GPP management system, operations like set and query configuration information.

5.1.1.2 
Potential requirements

REQ-CVNF_CM-1: The 3GPP management system should have the capability to configure cloud-native VNF instances.
REQ-CVNF_CM-x: The reference point between 3GPP management system and the platform providing VNF generic OAM and other PaaS Services should have the capability enabling the 3GPP management system interactions with VNF generic OAM functions and other PaaS Services defined in ETSI GS NFV-IFA 049 [2] for the purpose of configuring cloud-native VNF instances. 

REQ-CVNF_CM-y: The 3GPP management system should have the capability to provide configuration data to configuration files used for Day-0 configuration of a cloud-native VNF.
REQ-CVNF
_CM-z: The 3GPP management system should have the capability to orchestrate the management of configuration data for cloud-native VNF instances according to the configuration scope and functionality offered by the platform providing VNF generic OAM and other PaaS Services.
5.2.1.3 Potential solutions
5.2.1.3.x
VNF Configuration Manager function

This solution proposes the use of the VNF Configuration Manager function defined in ETSI GS NFV-IFA 049 [2]. Some key functionalities supported by the VNF Configuration Manager function are the capability to convey configuration information to one or more VNF/VNFC instances, the capability to perform pre-configuration actions (e.g. create configuration backup) and post-configuration actions (e.g. rollback running configuration) and the capability to query configuration information of VNF/VNFC instances. 

Configuration information includes virtualization-dependent configurations and virtualization-independent configurations.  

The VNF Configuration Manager does not understand the semantics of the configuration information that is conveyed to the VNF/VNFC instances.

5.2.1.3.y
Network Configuration Manager function

This solution considers the use of the Network Configuration Manager function defined in ETSI GS NFV-IFA 049 [2]. The Network Configuration Manager function can be used to set network configuration information related to one or more VNF/VNFC instances. For example, the Network Configuration Manager can be used to configure the VNF Connection Points (CPs), VNF networking for VNF instances in a service mesh, etc.

5.2.1.3.z
Configuration Server

This solution proposes the use of a Configuration Server introduced in ETSI GR NFV-EVE 022 [ref-eve022]. The Configuration Server can be understood as a logically centralized storage for configuration. In addition, Configuration Server services can be used to store and fetch configuration data, convert configuration data formats, validate configuration data schema and apply version control for configuration data. The interface exposed and operations supported by the Configuration Server are defined in ETSI GS ISG NFV-IFA 049 [2].
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Figure 5.2.1.3.z-1: Examples of consumers of the Configuration Server services
As depicted in Fig 5.2.1.3.z-1, a consumer of the Configuration Server interfaces could be other VNF generic OAM function such as the VNF Configuration Manager defined in ETSI GS NFV-IFA 049 [2] or an interacting MnF residing inside SBMA.

5.2.1.3.m
Day-0 Configuration for cloud-native VNFs

This solution is about Day-0 configuration for cloud-native VNFs. Typically, Day-0 configuration refers to configuration that needs to be applied before completing the instantiation process of the VNF (either VM-based or container-based). An example is the address of the VNF management entity (e.g., VNFM) since this is not typically provided in the VNFD and needs to be configured by other means. Typically, such configurable properties are declared in a configuration file inside the VNF Package.

For example, in the case of ETSI NFV for containerized cloud-native VNFs, configurable properties can be included in a configuration file in the Managed Container Infrastructure Object Package (MCIOP), whose actual values can be provided by another artifact file, while for VM-based solutions configuration data can be specified in the boot data attribute of the VNFD pointing to an initialization file contained in the VNF package.

Regarding the entity providing the actual data, different options regarding Day-0 configuration for cloud-native VNFs have been investigated in ETSI GR NFV-EVE 022 [ref-eve022]. For example, the VNFM performs the mapping between the configurable properties (in the VNFD) and the corresponding items in the configuration files. VNFM can receive the actual values from NFVO or OSS/EMs during or before the instantiation request of the cloud-native VNF.

5.2.1.4
Evaluation of solutions

Orchestration and management systems like NFV-MANO are used to hide the complexity through abstractions of the underlying infrastructure, regarding resource management and VNF LCM operations from OSS. Nevertheless, in cloud-native environments, operations related to cloud-native VNF configuration can be highly complex due to the different dimensions and scopes of configuration to be considered, such as virtualization
-dependent configuration, virtualization-independent configuration, network connectivity configuration, etc. 

In this regard the solutions presented (i.e., VNF Configuration Manager function, Network Configuration Manager, function, Configuration Server, Day-0 configuration) are not alternative to each other and can work in conjunction to support cloud-native VNF configuration. This implies that consumers of such functionalities, like the 3GPP
 management system, need to orchestrate the process of configuration for cloud-native VNF instances when leveraging such solutions. 

EXAMPLE 1:
The VNF Configuration Manager function can store and retrieve configuration data to/from the Configuration Server. 

EXAMPLE 2:
A Day-0 configuration mechanism is used to connect VNF to VNFM. After VNF instantiation, the Network Configuration Manager configures the VNF connection points (CPs) with the appropriate IP addresses. 

	End of Changes


�This requirement is added to better relate with the “multiple solutions” and the evaluation. The different solutions provide different scopes of configuration, e.g., some tailored to network connectivity, others to virtualization dependent/independent, repository of data, etc. See also the changes in the evaluation.


�Clarification added about the “complexity”, i.e., various kinds of configuration.


�Considering different solutions, 3GPP management system can play a role in orchestrating the various aspects of configuration.
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