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	[bookmark: _Hlk162616034]1st Change


[bookmark: _Toc162535752][bookmark: _Toc166259398]5.4.2.1	Explicit media session handling initiation/termination
Media session handling of a new media delivery session may be explicitly initiated by a Media-aware Application or Media Access Function by invoking an appropriate API method on the Media Session Handler at reference points M6 or M11, respectively.
-	 An external service identifier shall be provided as an input parameter to the API method.
-	A Media Entry Point URL, for instance obtained from the Media Application Provider at reference point M8, may optionally be provided as an input parameter in order to initiate media delivery.
In response, the Media Session Handler shall allocate a globally unique media delivery session identifier for use by the Media Client in its subsequent interactions with the Media AF and Media AS.
If it does not already have a fresh copy cached, Tthe Media Session Handler shall attempt to acquire full Service Access Information for the specified external service identifier from the Media AF using the operation defined in clause 5.3.2.3 and, if successful, shall return the media delivery session identifier to the invoker of the API method.
If invoked by a Media-aware Application at reference point M6, the Media Session Handler shall initialise a new Media Access Function instance on behalf of the invoker, and shall initiate media delivery by passing it the Media Entry Point URL.
Subsequent interactions bybetween the Media-aware Application withand the Media Session Handler at reference point M6 shall cite the relevant media delivery session identifier.
a)	If it initiates media delivery, the Media-aware Application shall also pass this media delivery session identifier to the Media Access Function at reference point M7 for subsequent use in interactions between the Media Access Function and the Media Session Handler at reference point M11.
b)	Alternatively, if media delivery is initiated by the Media Session Handler on behalf of the Media-aware Application, the media delivery session identifier shall instead be passed to the Media Access Function at reference point M11 for use in subsequent interactions between them at this reference point.
Subsequent interactions between the Media-aware Application and the Media Access Function at reference point M7 shall cite the relevant media delivery session identifier.
Subsequent interactions between the Media Session Handler and the Media Access Function at reference point M11 shall cite the relevant media delivery session identifier.
Subsequent interactions by the Media Access Client with the Media AS at reference point M4 shall cite the relevant media delivery session identifier to enable media access logged by the Media AS to be correlated with media session handling operations logged by the Media AF.
The Media-aware Application or Media Access Function may explicitly terminate media session handling of the media delivery session by invoking an appropriate API method on the Media Session Handler at reference point M6 or M11, respectively, citing the target media delivery session identifier as input parameter.
14


3GPP
	2ndChange


10	UE media session handling APIs
[bookmark: _Toc162535753][bookmark: _Hlk143245421]10.1	Introduction
This clause defines the abstract client APIs exposed by the Media Session Handler to the Media-aware Application at reference point M6 and to the Media Access Function at reference point M11. The APIs may be used to query a subset of information from Service Access Information and its updates as well as to control the life-cycle of a media delivery session and to receive notifications of various events occurring during that media delivery session.
NOTE:	Client-driven management of edge processing resources via reference point M6EDGE‑5 is not specified in this release.	Comment by iraj (2024-3-22): 723 addresses this note.
[bookmark: _Toc162535754][bookmark: _Toc68899681][bookmark: _Toc71214432][bookmark: _Toc71722106][bookmark: _Toc74859158][bookmark: _Toc151076696]10.2	Media Session Handler client API
[bookmark: _Toc162535755]10.2.1	Media Session Handler internal properties
The Media Session Handler maintains internal properties as defined table 10.2.1-1. Note that the parameters are conceptual and internal. They serve only for the purpose of defining the media session handling APIs.	Comment by Richard Bradbury (2024-04-10): Need feedback from Thomas on changing this fundamental principle of this API.
Table 10.2.1-1: Parameters of Media Session Handler internal data model
	States and Parameters
	Definition

	_Configuration[externalServiceId]
	The Media Session Handler maintains a separate configuration for each set of Service Access Information it has knowledge of, indexed by its external service identifier or 3GPP Service URL.

	
	_streamingAccess
	Streaming access configuration.

	
	_rtcClient
	RTC Client configuration.

	[bookmark: _Hlk166499683]
		Comment by Richard Bradbury (2024-05-22): Not part of the configuration.
There could be more than one media delivery session for each external service identifier. This current session identifiers are the index of the _status array below.
	

	
	_networkAssistance
	Network Assistance configuration.

	
	_policyTemplate
	Policy Template configuration.

	
	_consumptionReporting
	Consumption reporting configuration.

		Comment by Richard Bradbury: It is not appropriate to expose the raw Service Access Information to an application: this breaks the abstraction.
	_metricsReporting	Comment by Iraj (for MPEG#146): Why not to have SAI resource instead of specific field?
	Metrics reporting configuration.

	
	_edgeResources
	Edge resources configuration.

	_status[mediaDeliverySessionId]
	The Media Session Handler maintains a separate status record for each currently active media delivery session, indexed by media delivery session identifier.

	
	_generalStatus
	General status information. (See table 10.2.3‑1.)

	
	_dynamicPolicyStatus
	Dynamic Policy status information. (See table 10.3.2-1)

	
	_networkAssistanceStatus
	Network Assistance status information. (See table 10.4.2-1)

	
	_consumptionReportingStatus
	Consumption Reporting status information. (See table 10.5.2‑1.)

	
	_metricsReportingStatus
	Metrics Reporting status information. (See table 10.6.2‑1.)



A subset of the above information which is needed by the Application and/or Media Access Function is accessible through reference point M6 and M11, respectfully using the methods specified in the following clauses. 


10.2.2	General Media Session Handler methods
[bookmark: _Hlk157015190][bookmark: _Toc68899683][bookmark: _Toc71214434][bookmark: _Toc71722108][bookmark: _Toc74859160][bookmark: _Toc151076698]10.2.2.1	Starting and Stopping a Media Session HandlerCreate a media delivery session
There are different ways to start a Media Session Handler. The most typical one is that the start is bound to the call of a Media Player with an MPD URL. That start method offers a client–server like interface realized by M6d. The service is bound such that the Media Session Handler communicates back to the Media Player.
[bookmark: _Toc162535757]A 3GPP Service URL (see clause 6) may be used to implicitly trigger the creation of a new media delivery session with the Media Session Handler.
The Media Session Handler also offers the explicit createMediaDeliverySession() method, which is used to create a new media delivery session in the Media Session Handler.
The input parameters of the method are specified in table 10.2.2.1‑1:
Table 10.2.2.1‑1: Input parameters for createMediaDeliverySession() method
	Name
	Type
	O
	Description

	serviceId
	string
	M
	The external service identifier (see table 8.2.3.1‑1) of the Provisioning Session that this media delivery session pertains to.

	entryPoint
	Url
	O
	The location of a Media Entry Point document or media resource.

	domainNames
	array(string)
	O	Comment by Iraj (for MPEG#146): Where does the app get the domain name? and how does the MSH use this value?	Comment by Richard Bradbury (2024-05-22): The domain name can be passed in the application flow description as a traffic filtering parameter when creating a dynamic policy or Network Assistance Session.	Comment by Richard Bradbury (2024-05-22): On balance, I think we can make it optional, but I worry that the Media Session Handler won't know how to populate the application flow description.	Comment by Richard Bradbury: I think this needs to be mandatory.
The only other way of specifying a traffic filter in an M5 DynamicPolicy is a packet filter. One of these two must be provided, an the domain name seems the one most appropriate for the client API here.
	A set of Fully-Qualified Domain Name (FQDN) of the Media AS endpoint(s) supporting the media delivery session at reference point M4.

	accessToken
	string
	O
	An access token that the Media Session Handler presents to the Media AF to authorise invocation of media session handling operations at reference point M5.



If it does not already have a fresh copy cached, the Media Session Handler shall attempt to retrieve a copy of the full Service Access Information from the Media AF at reference point M5 using the procedure specified in clause 5.3.2.
If successful, the Media Session Handler shall assign a new media delivery session identifier to the media delivery session and shall create an entry in its _status array indexed by the media delivery session identifier.
If the entryPoint input parameter is provided, the Media Session Handler shall attempt to initialise the Media Access Function using an appropriate method, and shall pass the Media Entry Point URL to it (as well as the media delivery session identifier) in order to initiate media access.
If the entryPoint input parameter is provided, and indicates a Service Operation Point, the Media Session Handler shall create a Dynamic Policy Instance using the procedure specified in clause 5.3.3 using the Service Operation Point reference as the external reference. The Dynamic Policy Instance shall include a Policy Template binding for each of the domain names listed in the domainNames input parameter, if present.
If all of the above actions are successful, the Media Session Handler shall set sessionHandlingState to ACTIVE (see table 10.2.3‑1) and shall send a SESSION_‌HANDLING_‌ACTIVATED notification (see table 10.2.3‑2). If any of the above actions fail, the Media Session Handler shall set sessionHandlingState to ERRORED (see table 10.2.3‑1).



The return value of the method is specified in table 10.2.2.1‑2.
Table 10.2.2.1‑2: Return value for createMediaDeliverySession() method
	Type
	Description

	string
	The media delivery session identifier.



10.2.2.2	Destroy a media delivery session
The destroyMediaDeliverySession() method is used to end the media delivery session and release the allocated resources by the Media Session Handler. With this method, the Media Session Handler does not maintain the internal properties corresponding to the media delivery session identifier. The input parameters of the method are specified in table 10.2.2.2-1.
Table 10.2.2.2-1: Input parameters for destroyMediaDeliverySession() method
	Name
	Type
	Description

	mediaDeliverySessionIdentifier
	string
	The media delivery session identifier.



The Media Session Handler shall remove the entry from its _status array indexed by the media delivery session identifier.
The Media Session Handler shall send a SESSION_‌HANDLING_‌TERMINATED notification (see table 10.2.3‑2).
	Comment by Richard Bradbury (2024-05-22): Remove for the sake of simplicity.
(Left to implementation.)
	
	

	
	



10.2.3	General Media Session Handler information
Table 10.2.3-1 specifies the status information that can be obtained from the Media Session Handler through reference points M6 and M11.
Table 10.2.3-1: General Media Session Handler Status Information
	Status
	Type
	Parameter
	Definition

	sessionHandlingState
	string enum
	Media delivery session identifier
	The status of media delivery session:
ACTIVE: The media delivery session is being handled by the Media Session Handler.

ERRORED: An error has occurred and the Media Session Handler is no longer able to handle it.



Table 10.2.3-2 provides a list of general notification events exposed by the Media Session Handler through reference points M6 and M11.
Table 10.2.3-2: General Media Session Handler Notification Events
	Event
	Definition
	Payload

	SESSION_HANDLING_ACTIVATED
	Triggered when media session handling was activated for a specific Media Entry Point.
	Media delivery session identifier,
Media Entry Point URL.

	SESSION_HANDLING_STOPPEDTERMINATED
	Triggered when media session handling stoppedis terminated for a specific Media Entry Point.
	Media delivery session identifier,
Media Entry Point URL.

	STREAMING_ACCESS_UPDATED
	Triggered when an update to the stream access is available for the Provisioning Session associated with the external service identifier supplied when the media delivery session was created (see clause 10.2.2.1).
	Media delivery session identifier,
Streaming access.

	RTC_CLIENT_CONFIGURATION_UPDATED
	Triggered when an update to the RTC Client configuration is available for the Provisioning Session associated with the external service identifier supplied when the media delivery session was created (see clause 10.2.2.1).
	Media delivery session identifier,
RTC Client configuration.



[bookmark: _Hlk163065987]Table 10.3.3-3 provides a list of general error events exposed by the Media Session Handler through reference points M6 and M11.
Table 10.2.3-3: General Media Session Handler Error Events
	Status
	Definition
	Payload

	ERROR_SESSION_HANDLING
	Triggered when there is an error in the media session handling.
	Media delivery session identifier.
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[bookmark: _Toc166259559][bookmark: _Toc68899685][bookmark: _Toc71214436][bookmark: _Toc71722110][bookmark: _Toc74859162][bookmark: _Toc151076700]10.3	Dynamic Policy client API
[bookmark: _Toc166259560]10.3.1	Dynamic Policy methods
[bookmark: _Toc166259561][bookmark: _Hlk163836620]10.3.1.1	Retrieve Background Data Transfer information
The getBDTInfo() method is used to retrieve information about the next Background Data Transfer opportunity window at one of the Service Operation Points that are available in the context of a particular media delivery session.
The input parameters of the method are specified in tables 10.3.1.1-1.
Table 10.3.1.1-1: Input parameters for getBDTInfo() method
	Name
	Type
	Description

	sessionId
	string
	The media delivery session identifier (as specified in clause 7.3.2) of an initialised media delivery session in the Media Session Handler.

	serviceOperationPointReference
	string
	The external reference identifier of a Service Operation Point that uniquely identifies a Policy Template within the context of sessionId.



The return value of the method is specified in table 10.3.1.2-1.
[bookmark: _MCCTEMPBM_CRPT71130577___7][bookmark: MCCQCTEMPBM_00000043]Table 10.3.1.2-1: Return value for getBDTInfo() method
	Type
	Description

	object	Comment by Richard Bradbury: More detail needed.
	Information about a Background Data Transfer opportunity.
The object shall contain the time window start and end times and the maximum allowed data volume in bytes.



[bookmark: _Toc166259562]10.3.1.2	Activate Dynamic PolicyRequest Background Data Transfer	Comment by Richard Bradbury: Do we really want to give applications the power to explicitly instantiate dynamic policies?
The requestBDTactivatePolicy() method is employed to request an opportunity for Background Data Transfer at a particular Service Operation Point in the context of a particular media delivery sessionthe application of a dynamic policy to a media delivery session that is configured at the Media Session Handler. The scope of the dynamic policy is all application flows that match the application identifier or Media AS domain name declared when the media delivery session was created (see table 10.2.2.1 1). The application may also provide the estimated transfer volume if the media delivery session is expected to be within the bounds of a Background DataTransfer time window. The Media Session Handler conveys the request to the Media  AF and provides the corresponding response to the invoker of the method. The input parameters of the method are specified in table 10.3.1.2‑1.
Table 10.3.1.2-1: Input parameters for requestBDTactivatePolicy() method
	Name
	Type
	Optionality
	Description

	sessionId
	string
	M
	The media delivery session identifier (as specified in clause 7.3.2) of an initialised media delivery session in the Media Session Handler.

	serviceOperationPointReference
	string
	M	Comment by Richard Bradbury: This is the only way for an application to identify the dynamic policy.
	The external reference identifier of a Service Operation Point that uniquely identifies a Policy Template within the context of sessionId.

	estimatedTransferVolume
	integer
	C
	The estimated volume of data to be transferred, expressed in bytes.
Minimum value 1 byte.
Required to be populated when the Policy Template corresponding to the referenced Service Operation Point declares a Background Data Transfer policy.



The return value of the method is specified in table 10.3.1.2‑2.
Table 10.3.1.2-2: Return value for requestBDTactivatePolicy() method
	Type
	Description

	object
	The granted timed window and maximum downlink and uplink bitrates for Background Data Transfer.

	
	recommendedDownlinkBitRate
	The recommended downlink bit rate for the requested Service Operation Point.

	
	recommendedUplinkBitRate
	The recommended uplink bit rate for the requested Service Operation Point.

	
	backgroundDataTransferActivated
	Indicates whether Background Data Transfer has been successfully activated for the media delivery session for the duration of the indicated time window.



Table 10.3.2-2 provides a list of general notification events exposed by the Media Session Handler through reference points M6 and M11 in relation to Dynamic Policies.
Table 10.3.2-2: Notification Events relating to Dynamic Policies
	Event
	Definition
	Payload

	POLICY_ACTIVATED
	Triggered when a new Dynamic Policy is successfully activated for the media delivery session.
	Media delivery session identifier,
Recommended downlink bit rate,
Recommended uplink bit rate.

	POLICY_DEACTIVATED
	Triggered when the Dynamic Policy for this media delivery session is deactivated.
	Media delivery session identifier.

	BACKGROUND_DATA_TRANSFER_OPPORTUNITY
	Triggered when a new Background Data Transfer opportunity window opens.
	Media delivery session identifier,
Service Operation Point reference,
Opportunity windows start date–time,
Opportunity windows end date–time,
Data volume quota,
Maximum uplink bit rate,
Maximum downlink bit rate.

	BACKGROUND_DATA_TRANSFER_WINDOW_START
	Notification of the start of a Background Data Transfer time window.
	Media delivery session identifier,
Service Operation Point reference

	BACKGROUND_DATA_TRANSFER_WINDOW_END
	Notification of the end of a Background Data Transfer time window.
	Media delivery session identifier,
Service Operation Point reference



Table 10.3.3-3 provides a list of general error events exposed by the Media Session Handler through reference points M6 and M11 in relation to Dynamic Policies.
Table 10.3.2-3: Error Events relating to Dynamic Policies
	Status
	Definition
	Payload

	ERROR_INVALID_‌SERVICE_‌OPERATION_‌POINT
	Triggered when the provided Service Operation Point reference is not valid for the media delivery session.
	Media delivery session identifier,
Service Operation Point reference.

	ERROR_UNAUTHORISED
	Triggered when the application is not authorised to instantiate a dynamic policy for the provided Service Operation Point reference.
	Media delivery session identifier,
Service Operation Point reference.

	ERROR_BACKGROUND_DATA_TRANSFER
	Triggered when there is an error during a Background Data Transfer, for example if it is cancelled before the end of the advertised opportunity window.
	Media delivery session identifier,
Error reason.
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