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1
Decision/action requested

It is proposed to approve this contribution as conclusion.
2
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3
Rationale

It is proposed to approve this conclusion.

4
Detailed proposal

**** Start of Changes****

7
Conclusions

In order to specify the usage of 256-bit symmetric algorithms in 5GS, the following implementations are to be considered for the normative work:

To correctly indicate the supported algorithms, identifiers shall be assigned for the introduced 256-bit encryption and integrity protection algorithms.
 When the network and the UE agree on using 256-bit encryption and integrity protection algorithms for AS/NAS protection, the key truncation in key hierarchy for both network side and UE side shall be removed to derive 256-bit AS/NAS keys.
**** End of Changes****

