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Abstract of the contribution: This paper proposes a new solution for KI#1.
Discussion
In 5G, when there is a handover to a CAG cell of 5G, the source NG-RAN node rejects if none of the CAG Identifiers supported by the CAG cell are part of the UE's Allowed CAG list according to the Mobility Restrictions received from the AMF.
In LTE, when there is a handover to a CSG cell of 4G, the UE report includes CSG and CSG membership information. If the CSG membership information is negative, then the source E-UTRAN node does not trigger/send Handover required message towards the source MME. If the CSG membership information is positive, the source E-UTRAN node provides the CSG ID as part of Handover Required message and then the source MME performs access control to validate UE-provided CSG membership information and then proceeds or rejects the handover depending on whether the UE is allowed to access to CSG cell of 4G or not.
Looking at a solution which has no UE impact, similar solution as the above cannot therefore be used for the 4G to 5G direction. Instead, a similar solution as handover to a CAG cell in 5G can be applied in the 4G to 5G direction without UE impact. Such solution is described below which has source RAN node impact but no UE impact.  
NOTE: there are no workable solution (i.e. which does not lead to frequent handover failures) which has both no UE impact and no source RAN impact. 
Proposal
A new solution is proposed for KI#1 for incorporation in the FS_5G_Femto TR 23.700-45.
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[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148498832]6.X	Solution #X: Handover from/to CSG cell to/from CAG cell based on configuration available at RAN node
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc148498834]6.X.1	Description
This solution addresses the handover from CSG/macro cell of 4G to CAG cell of 5G and CAG/macro cell of 5G to CSG cell of 4G.
In this solution, the handover from/to CSG cell to/from CAG cell of 5G Femto is provided with an assumption that the CAG concept as defined for PNI-NPN is re-used for 5G Femto deployments. This solution proposes:
· to reuse the existing access control mechanisms at the source side based on a CSG ID (for the mobility from a CSG cell to a CAG cell of 5G Femto), and based on a CAG ID (for the mobility from a CAG cell of 5G Femto to a CSG cell); and
· to support access control for the moving UE at the source cell in order to mitigate any unnecessary signalling that may happen if the UE is not allowed to access the target CSG or CAG cell. 
· This is achieved based on the PCI to HeNB ID and CSG/CAG ID encoding information available at the RAN node. The allowed CAG IDs as part of the Mobility Restriction List can be used along with the CSG/CAG ID encoding information.
· to mitigate UE to read SIB1 for retrieving CAG/CSG ID during handover.

Similar to Solution #5, the benefit of the proposed solution is that it enables to support the mobility from/to LTE Femto CSG cells in a system which already supports CAG access control (due to NPN or access to CAG cell of 5G ) without any further impacts than provisioning of a dedicated partition of CAG IDs (CSG/CAG ID encoding) – the 5G source system is required to reserve CAG IDs with the leftmost five bits set to zeros, for supporting mobility from/to a CSG cell.
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6.x.2.1 5GS to EPS Handover
The proposed procedure is based on the existing steps in clause 4.11.1.2.1 of TS 23.502 [3] with the following differences:
· In step 1, while NG-RAN node decides that the UE should be handed over to the E-UTRAN, the NG-RAN node uses the pre-configured information on PCI to CSG/CAG ID encoding. The pre-configured information is used to perform access control at the source NG-RAN node in a way that CAG ID retrieved from the PCI to CSG/CAG ID encoding is checked against the allowed CAG IDs as part of the Mobility Restriction List. This is only used to decide whether the handover trigger (i.e., to send handover required message to AMF) is required or not. Therefore, the target cell ID to CSG/CAG ID encoding does not impact the existing RAN procedures.
· In step 3, when AMF sends a Forward Relocation Request message to target MME (which is selected in step 2 based on the existing procedures), the AMF includes the CSG ID that is obtained based on the pre-configured information on HeNB ID to CSG/CAG ID encoding.
· It is assumed that the same pre-configuration information is available at both NG-RAN and AMF. This assumption mitigates a need for a new IE signalling (i.e., CSG ID) from NG-RAN to AMF.
6.x.2.2 EPS to 5GS Handover
The proposed solution is to apply same principles as the 5G to 4G solution.
When the CSG to CAG HO is supported, MME is configured to include in the HO Restriction list sent to the eNB the UE Allowed CSG IDs list containing the CSG IDs that are mapped from UE Allowed CAG IDs.
When source eNB receives the PCI from UE, it does access control based on the configured mapping table (target PCI, target cell ID, target CAG ID (or target mapped CSG ID)).
If the access control is negative then handover is not triggered, otherwise handover is triggered. If Handover triggered the source MME does not do access control and proceeds with the existing steps in 4.11.1.2.2 of TS 23.502 [3].

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc148498836]6.X.3	Impacts on services, entities and interfaces
-	NG-RAN – configuration of PCI to HeNB ID and CSG/CAG ID encoding information. 
- 	E-UTRAN
- 	configuration of PCI to Global RAN Node ID and CSG/CAG ID encoding information. 
- 	receive HO restriction list with UE Allowed mapped CSG IDs and do access control
- 	MME
- 	providing HO restriction list to E-UTRAN node with UE Allowed mapped CSG IDs
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