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Abstract of the contribution: This contribution proposes KI#4 Conclusions of traffic detection for multiplexed data flows.  

1. Discussion
In KI#4, data flows with different QoS requirements could be multiplexed on the same transport layer connection, thus IP layer information e.g. IP 5-tuple is not enough to identify the data flows. Several solutions are proposed to leverage other layer information to identify the multiplexed data flows:
· Sol#9: when MoQ is used, Track ID(also called sub-flow ID in sol#29) can be used as additional info together with the IP filter to identify the multiplexed data flows.
· Sol#14: when QUIC is used, Connection ID which is unencrypted in the QUIC header can be used as additional info together with the IP filter to identify the multiplexed data flows.
· Sol#29: when RTP/SRTP is used, Application Layer Packet Filter e.g. “rtp-ssrc”, “rtp-pt” can be used as additional info together with the IP filter to identify the multiplexed data flows.
[bookmark: _Hlk99100636]Applications may use various types of upper layer protocols, from 3GPP perspective we cannot restrict the protocol used by applications. In this paper we propose to adopt a general name “additional Packet Filter” to be used together with the IP filter to identify the multiplexed data flows. The “additional Packet Filter” could be Track ID/ sub-flow ID/ QUIC Connection ID/ “rtp-ssrc”, “rtp-pt” according to the upper layer protocol used by different applications.
2.	Text proposal
It is proposed to agree the following changes to TR 23.700-70:
* * * 1st  change (all new text)* * * 
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]8.X	Key Issue #4 Interim conclusions 
The following conclusion principles are agreed for key issue #4.
1.	AF may provide additional Packet Filter in the "AF session with required QoS" procedure to the NEF/PCF. The additional Packet Filter is used together with the legacy IP Packet Filter to differentiate the multiplexed data flows. The additional Packet Filter could be:
a) 	For the flows that are transported in RTP or SRTP, the Synchronization Source (SSRC) and Payload Type (PT) header fields.
b)	For the flows that are transported by QUIC, the Connection ID which is unencrypted in the QUIC header.
c)	For the flows that are transported by MoQ, the Track ID in the metadata of MoQT (MoQ Transport).
d)	For the flows that are transported by other protocols, sub-flow ID if can provided by AF according to the protocol used.
    
2. 	The PCC rule and N4 rules are enhanced to support the additional Packet Filter.
3. 	The existing QoS flow binding mechanism is used to bind the data flow onto QoS Flows.

* * * End of change * * * 
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