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Abstract of the contribution: This paper proposes evaluation and conclusions for MO/MT data transport support.

1
Proposal

This contribution provides initial evaluation and conclusions of solutions for MO/MT data transport (part of KI#2).

It is proposed to agree the proposed changes for inclusion in TR 23.700-29.

*** BEGIN CHANGES ***

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.2
Evaluation of Solutions for Key Issue #2: Support of Store and Forward Satellite operation
7.2.x
Evaluation of Solutions for MO/MT data transport 
Solutions #11, #15, #16 #18, #19, #20, #21, #22, and #44 address support for MO/MT data transport. Below is a table of short summary of the solutions:

Table 7.2.x-1
	Solution #11

	The solution assumes a split MME on the satellite, with a MME-NT on the satellite and a MME-T on the ground. 

For MO data transport, the UL data is encrypted in NAS PDU and relayed to the MME-NT. MME-T performs integrity check and encryption / decryption of UL / DL data.

For MT data transport, the procedure is similar to the second half of the MO.

	Solution #15
	The solution assumes a split core network (CN) functions between the satellite and the ground, the subset of the C-SGN functions on board and the remaining subset of the C-SGN functions deployed on ground.

MO user data transfer, the NAS PDU carries the EPS Bearer ID and encrypted UL Data.

Using the ESM data transport mechanism to optimize data transfer under CP CIoT EPS. Encapsulating user data within the User Data Container IE, then using the new IE to handle S&F data transfer aspects such as S&F data quotas, delivery priority levels and providing information on expected delivery times.
The C-GCN-SAT checks the integrity of the incoming NAS PDU and decrypts the encapsulated data.

	Solution #16
	The solution assumes to activate the entire C-SGN on board, the C-SGN incorporates the functionalities of MME, S-GW, and P-GW. 

For MO data transmission, UP CIoT optimizaitions, the path is: UE(RAN(S-GW. CP CIoT optimizations, the path is: UE(RAN(MME(S-GW;S-GW stores the UL data and then forwards the stored data to P-GW when feeder link is available. 

For MT data transmission, when the delay-tolerant service is UP CIoT optimizaitions, the path is: CIoT service server (SCEF(P-GW(S-GW. For CP CIoT optimizations, the path is: CIoT service server (P-GW(S-GW;

S-GW stores the DL data and then forwards the stored data to RAN when service link is available.

	Solution #18
	The solution assumes the eNB, MME and HSS are placed on board. 

UL: The NAS PDU carries the EPS Bearer ID and encrypted UL Data. The UL data is relayed to the MME. The MME checks the integrity of the incoming NAS PDU and decrypts the data. 

DL: P-GW sends DL data to the MME via the S-GW. After receiving the DL data, the MME encrypts and integrity protects the DL data.

	Solution #19
	The onboard satellite CN includes a UDM or HSS and has an on board endpoint proxy. Each MO transaction is sent to the onboard endpoint proxy which stores transaction data (e.g. SMS, data, voice, HTTP queries) and associated protocol. The satellite (or the onboard endpoint proxy) transfers all of the stored data for the UE MO transactions to a ground based server when the feeder link is available. A UE proxy in SSFC forwards the voice or data for each MO transaction to the associated remote endpoint. Then the remote endpoint receives and store the voice or data for MT transactions, until a satellite later indicates delivery of the MT transactions to the UE.

	Solution #20
	Only eNB is embedded and the eNB can buffers data for S&F operation.

MT Data delivery: for the UE that operates in UP CIoT EPS Optimisations. S-GW receives and buffers a DL data packet. The DL buffering duration time is determined by the MME based on the TAU timer. 

UP CIoT, when the feeder link is available,The MME sends S1-AP message to the eNB, the S1-AP message include the buffering data. If the eNB serves the area corresponding to the UE location information in the received S1-AP message, so the eNB paging the UE and the UE initiated Connection or the eNB sends UE Context Resume Request message to the MME to re-activate the S1-U bearers. When the satellite covers the TA where the UE is located, the eNB sends paging request to send stored data to the UE.
Stored DL data in the satellite is forwarded to the UE by UP or CP using a NAS PDU in this DL S1-AP message.

CP CIoT, The S-GW sends Buffered DL data to the MME and the MME encrypts and integrity protects Downlink data.The MME includes Downlink data using a NAS PDU in this Downlink S1-AP message.

MO Data delivery
UP: The UE establishes RRC connection including an integrity protected NAS PDU. The NAS PDU carries the EPS Bearer ID and encrypted UL Data. The UE sends UL data to the satellite. After feeder link become available, the eNB forwards the stored UL data to the S-GW. For the DL data, it can be transferred from the S-GW to the satellite and the satellite stores the DL data until the service link is available again.

CP: The NAS PDU is relayed to the MME. The MME checks the integrity of the incoming NAS PDU and decrypts the data it contains.Then the MME forwards the stored UL data to the S-GW and S-GW forward it to the P-GW.

	Solution #21
	ALL EPC functionality are deployed on the ground.
MO data transmission: the NAS PDU carries the EPS bearer ID and encrypted UL Data. The store of the NAS DATA PDU based on the data storage quota. The forward of the stored NAS DATA PDU based on the data forward priority.

The MME checks the integrity of the incoming NAS PDU and decrypts the data. 

	Solution #22
	The solution assumes a MME on the satellite.

MT data transmission: the S-GW determines whether the DL data can be sent to on-board MME based on the stored availability communication information of MME. If the on-board MME is unavailable the S-GW should buffer the DL data.

MME determines whether the DL data can be handle, if no, the MME responds to the S-GW with a DL Buffering Duration time.S-GW sends the buffered DL data to the MME after the bearer modification procedure is performed.The MME can determine the paging time and sends the DL data to UE.
MO data transmission: the MME receives UL data from UE. When the feeder link is available, MME sends the UL data to S-GW.

	Solution #44
	The solution assumes a MME on the ground. 

MT CP data transfer, the MME encrypts and integrity protects DL data and selects the most suitable eNodeB on board to deliver the DL NAS PDU. After all the stored downlink delivered, the RRC Connection will be release and send the UE a Sleep indicator.

MO CP data transfer, as the feeder link is disconnected, the eNodeB stores the UL NAS PDU,  releases the RRC Connection and sends the UE a Sleep indicator. When the feeder link becomes available, the NAS PDU is sent to the MME. The UL NAS PDU is decrypted, verified and then sent to the P-GW via the S-GW.


Based on the solution summary in Table 7.2.x, the following solution cases are considered for further evaluation:

For MO data transport, the MME-NT receives and stores the NAS PDU from UE, MME-T performs integrity check and NAS PDU decryption. The MME-T sends UL data to the P-GW via the S-GW. For MT data transport, the MME-T receives DL data from the P-GW via the S-GW. The MME-T ciphers and integrity protects the DL data. The MME-T stores the DL message until it find suitable MME-NT.

For MO data transport, after the MME on-board receives the NAS PDU from UE, the MME on-board checks the integrity of the NAS PDU and deciphers the data it contains. The MME on-board stores the UL data. After the Bearer Modification, the MME on-board sends UL data to the P-GW via the S-GW. For MT data transport, the MME on-board receives DL data from the P-GW via the S-GW. The MME on-board ciphers and integrity protects the DL data, and store the DL data until the service link is available.

For MO data transport, the NAS PDU is relayed to the MME on-ground by the eNB on-board, then the MME checks the integrity of the incoming NAS PDU and deciphers the data it contains. The MME forwards the stored UL data to the S-GW and S-GW forward it to the P-GW. For MT data transport, the S-GW receives a DL data packet for a UE. The DL data is sent by the S-GW to the MME on-ground, then the MME on-ground encrypts and integrity protects DL data. The MME on-ground includes DL data using a NAS PDU in the DL S1-AP message. When the service link is available, the MME on-ground sends the DL data to UE via eNB on-board.
Consider of the complexity of split MME(case A) or the energy consumption of a whole MME on-board(case B)， a MME on-ground(case C) has the least system impact.
*** NEXT CHANGE ***

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

8.2
Conclusions for Key Issue #2: Support of Store and Forward Satellite operation
8.2.x
Conclusions for MO/MT data transport support

Editor's note:
To be completed.

Based on the evaluation in clause 7.2.x the following interim conclusions are agreed for the baseline functionality:

-
For MO/MT data transport support in satellite access for S&F operation, the following principles are agreed:

-
For MO/MT data transport support can be based on multiple architectures，
a split MME, MME-NT (MME on-board satellite) and MME-T (MME terrestrial),

a MME on-board

a MME on-ground 

-
MO/MT data transport is supported in both Control Plane and user plane:

When the delay-tolerant service is CP CIoT optimizations, for MO data transport, the path is: UE(RAN(MME(S-GW; for MO data transport, for MT data transport, the path is: : P-GW(S-GW(MME.
   When the delay-tolerant service is UP CIoT optimizaitions or non-IP data, for MO data transport, the path is: UERANS-GW; for MT data transport, the path is: P-GWS-GWRAN. 
*** END CHANGES ***
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