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The following provides a combined evaluation of solutions for Key Issue 1 (identifying a user) and Key Issue 2 (authorisation of a user and restriction of user)

The main open questions that need to be addressed are the following
-	User Identity Profile Management (e.g. how a user profile is created)
-	There are solutions where the user profile is created via app-layer mechanisms (e.g. solution 7, 18,19) and provisioned to the network via an Nnf/Nnef service or via OAM procedures (e.g. solution 10)
-	Both options can be consider into the normative phase, however, the OAM procedures are out of scope of SA2. It is proposed to support solution in the normative phase where a User Profile may be provided by AF via a nwe Naf/Nnef service
-	Proposed Principle 1: User Profile may be provided by AF via a new Naf/Nnef service
-	Linking 3GPP subscription to a user profile
-	There are solutions where linking of 3GPP subscirption to a user profile is carried out via app-lay procedures where the AF indicates how user profile is assocociated to a 3GPP subscription or via OAM procedures. Other solutions propose the linking/unlinking to be carried out via NAS procedures (e.g. Solution 22)
-	It is proposed to minimise the impacts on the NAS layer and support solutions where the AF (or via OAM) includes the association of a 3GPP subscription to a user profile
-	Proposed Principle 2: AF indicates how a user profile is associated to a 3GPP subscription via an Naf/Nnef service
-	User Profile storage
-	Most solutions propose the User Profile information to be stored in the UDR (either via AF indication or OAM configuration). Some solutions propose that no information need to be stored in the UDR and relay on existing Naf/nef service to apply a QoS for a specific user.
-	It is proposed to support the approach for a User .Profile stored in the UDR as such approach will provide flexibility to fine tune user-specific policies.
-	Proposed Principle 3: User Profile information is stored in the UDR
-	User Identify Profile Contents
-	There are many proposals in solutions on what user profile can include ranging from information on AM policies, SM policies, QoS information, IMS settings etc.
-	It is proposed to proceed in the normative phase that the User Profile contains at least specific QoS settings for a user. Whether additional information can be included can be decided during normative phase taking into account decisions made for Key Issue 4 (for example if there is the need to indicate in the user profile if a user is authorised to access the network via a specific device). 
-	Proposed Principle 4: User Profile information contains at least specific QoS settings for a user (e.g. default 5QI for a user on per DNN/S-NSSAI basis)
-	Network awareness of an active user 
-	There are solutions that allow the network to be informed of an active user information via NAS signalling (e.g. by providing a user id) or via information from the AF (e.g. the AF indicates active user information). On the NAS signalling approach there are different alternatives on whether NAS-MM or NAS-SM is used to indicate user information. Which ever approach is used it is the UDM that needs to be informed of the active user.
-	In order to allow a flexible solution that can be re-used by additional features (e.g. knowledge of user of an application) it is proposed to support user identification via NAS-SM (i.e. PDU session establishment/modification request). 
-	Proposed principle 5: User Identification is included within NAS-SM message
-	User authentication/authorisation
-	Based on proposed principle 5 user authentication and authorisation can be carried out using existing secondary PDU session authentication/authorisation principle
-	Proposed principle 6: User authentication/authorisation is supported using secondary authorization/authentication by an DN-AAA Server during a PDU session request.

2		Proposal
The following changes are proposed in TR 23.700-32 
******************************** First change  *******************************
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Editor's note:	This clause will capture conclusions for the study.
The following principles are proposed as a basis for normative work:
-	Principle 8.1: User Profile may be provided by AF via a new Naf/Nnef service
-	Principle 8.2: AF indicates how a user profile is associated to a 3GPP subscription via an Naf/Nnef service
-	Principle 8.3: User Profile information is stored in the UDR
	Principle 8.4: User Profile information contains at least specific QoS settings for a user (e.g. default 5QI for a user on per DNN/S-NSSAI basis
-	Principle 8.5: User Identification is included within NAS-SM message
-	Principle 8.6: User authentication/authorisation is supported using secondary authorization/authentication by an DN-AAA Server during a PDU session request.
******************************** End of change *******************************
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