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Abstract: This paper proposes conclusion update for KI#3. 
1. Introduction
This contribution proposes conclusion update for KI#3 on how to route EC traffic between local DN and central DN.
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-49.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc165010187]8.3	Conclusion for KI#3
Interim conclusionThe following principles are concluded for the normative work:
-	UL CL UPF is enhanced to support classifying and routing downlink traffic from PSA UPF to L-PSA UPF based on the Source IP address/Source Port number of the downlink traffic.
-	The traffic routing rule at UL CL UPF to route traffic between local DN and central DN should be controlled by SMF, which can be influenced by AF.
-	The requirement of establishing connectivity for traffic routing between local DN and central DN should be provided by AF.
-	QoS should be supported for the traffic routed between local DN and central DN.
-	Charging should be supported for the traffic routed between local DN and central DN, any charging issue should be verified with SA WG5.
NOTE 1: EAS is configured to know traffic belonging to some applications needs to be further processed in a central AS, as such the EAS can send the traffic back to UL CL UPF with the Destination IP address pointing to the central AS after initial processing at the EAS.
NOTE 2:	For the UL traffic forwarded to the local EAS, if the Destination IP address of the packet is a central AS IP address and the traffic is encrypted, the local EAS may not be able to process the traffic and will send the encrypted traffic back to UL CL, then the UL CL sends the traffic to the central AS over PSA UPF. If the Destination IP address of the UL packet is targeting the local EAS, even the traffic is encrypted by UE, the EAS is able to decrypt the traffic, as such there is no issue for the EAS to process the received traffic and send the traffic to the central AS for further processing.

* * * * End of changes * * * *
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