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1. Introduction/Discussion
Ahead of SA2#163, 22 solutions are proposed for KI#2 in the TR. This document provides evaluations for the 22 proposed solutions in the TR. The issues are summarized below with an associated review of the solutions for each topic, as well as an evaluation and a way forward proposal.
-  Support of roaming: The support for roaming is necessary. As S&F are meant to serve UEs in remote location where the satellite do not have ground station connectivity (no feeder link). It is not always possible for H-PLMN operator to provide satellite coverage for entire duration.
-  Support of multiple satellites: A user device must be able to do initial access (attach/registration, service request/extended service request) using multiple satellite to lower the amount of time to register to network and access service.
-  Support of delay tolerant services: The S&F is meant to provide delay tolerant service via satellite. The SMS, C-plane CIoT are the suitable services to be categorised as delay tolerant service without adding any additional complication and keeping resource utilization to minimum at satellite.
-  Delay in network attach and availing of services: The delay in attach procedure is not important in-order to avoid impact to UE, inter-PLMN communication and CN nodes on the ground. The use of multiple satellite for both attach and availing services such SMS, CIoT significantly reduces UE’s wait time.
-  Compute and storage requirements: The Regen architecture has the gNB taking up significant chunk of satellite resources. As the S&F feature is meant to serve remote places, where satellite loses connectivity to ground, it is helpful to use minimal CN functionality to enable this functionality.
-  Security aspects: The S&F must not change the existing security aspect affecting UE, USIM or inter-PLMN communication for roamer UEs. It might delay the overall progress of the study conclusion due to dependencies on SA3.
-  Split MME and interoperable interface: It is clear from the proposed solution in TR and NWM discussion, both the part MME on-board satellite and MME on ground are useful for S&F operation and inter-PLMN procedure. It is also good to keep the interface standardize for interoperability and scale of deployment.  
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7.x	Evaluation for KI#2 Support of Store and Forward Satellite operation
7.x.0	Overview
For KI#2 the criteria are described which provide a framework to document the evaluation of each or group of solutions with in clause 7.x.1, followed by grouping of solutions in clause 7.x.2 and then an overall evaluation of the solutions or groups of solutions is in clause 7.x.3 matching them to the criteria.
7.x.1	Evaluation criteria and related aspects
The principles or criteria that the solutions or architectures (or groups of) for KI#2 used to describe and evaluate to are based on NWM observation and existing solution in TR 23.700-29:
7.x.2	Evaluation of proposed solution
7.x.2.0	Overview
The conclusion is based on the solutions proposed in 23.700-29 and the questions discussed further in NWM.
7.x.2.1	Aspect 1: Support of Roaming
	 Solution #
	Support of roaming 

	Solution #11
	Yes, the HSS is placed in H-PLMN and MME split operators in V-PLMN. There is no change from MME to HSS interaction for authentication/security.

	Solution #12
	Yes, Same situation as above.

	Solution #13
	Yes

	Solution #14
	Yes, but it requires changes in existing authentication procedure between V-PLMN MME and H-PLMN HSS.

	Solution #15 
	Yes, but the key sharing requires proprietary interface from ground to satellite. How it is synced in not clear.

	Solution #16
	Yes, but not efficiently, as the MME on-board satellite needs S6a routing to H-PLMN. Whether the ground station can manage inter-PLMN routing is to be studied.

	Solution #17
	No, as part of the subscription data needs to be stored in Satellite.

	Solution #18
	May be, as the HSS is on-board satellite, which can only serve H-PLMN UEs. roaming UEs will require additional synchronization at HSS.

	Solution #19
	No, as the UE can only be authenticated in HSS on-board. Partner PLMN can not be served. 

	Solution #20
	Yes, as the MME is on the ground (V-PLMN). The S&F operation dependent on RAN.

	Solution #21
	No, As the inter-PLMN procedure is modified. It needs partner PLMN to support any proposed modification.

	Solution #22
	Yes, but the routing issue is same as Soln #16 & 17.

	Solution #23
	Yes

	Solution #24
	Option 1; Yes, but RAN cannot handle NAS messages as proposed.
option 2: NO, as UDM on-board can only serve H-PLMN UEs.

	Solution #25
	Yes, URE can be places in V-PLMN to help V-PLMN to determine suitable satellite access for S&F. 

	Solution #26
	No, not suitable to drive S&F related parameters from H-PLMN, as it is V-PLMN’s purview to maintain S&F related parameters. Overall provisioning is not necessary in roaming scenario, especially involving UDM. 

	Solution #27
	NA 

	Solution #37
	Yes, same as Soln #11.

	Solution #38
	NA 

	Solution #39
	Yes, but not suitable as explained in Soln#26.

	Solution #44
	NA, represents UE power saving and it not essential in this release.

	Solution #45
	Yes, but efficient to put SMSC-onboard, as it is not optimizing any SMS delivery or delivery reporting without the ground SMSC. Better to have only SMSC preferably at ground.



[bookmark: _Hlk162365420]7.x.2.2	Aspect 2: Multiple Satellite vs single satellite-based S&F

	 Solution #
	Support of multiple satellites

	Solution #11
	Yes

	Solution #12
	Yes

	Solution #13
	No

	Solution #14
	Yes

	Solution #15 
	Yes, but introduces proprietary interface to sync security and UE context among multiple satellites.

	Solution #16
	No

	Solution #17
	No

	Solution #18
	Yes, but not suitable, as the LSS requires constant sync with HSS on ground. There might be sync issues if multiple LSS keeps the location update information.

	Solution #19
	Not clarified, but the fact of existence of HSS onboard together with the proprietary SSFC at the ground, make more challenging after the subscription the UE to use more than one satellites, the UE proxy may not have the right encryption keys to send or receive NAS encrypted packet, especially when there is change of satellite.

	Solution #20
	No, UE can only be attached using single satellite.

	Solution #21
	No

	Solution #22
	No for scenario 1. Yes, for scenario 2 but it requires context synchronization which is not detailed out.

	Solution #23
	Yes

	Solution #24
	No

	Solution #25
	Yes, URE is proposed to handle multiple satellite scenario.

	Solution #26
	NA

	Solution #27
	Yes, but requires frequent updating of N4 rules in I-UPF.

	Solution #37
	Yes

	Solution #38
	NA

	Solution #39
	No, for scenario 1, scenario 2 is on the basis of Soln 11.

	Solution #44
	Yes

	Solution #45
	Yes, but selection of SMS-GMSC on-board satellite is not clear.



7.x.2.3	Aspect 3: Support of services (SMS, CIoT, etc.)

	 Solution #
	Support of SMS service, CIoT CP

	Solution #11
	Yes

	Solution #12
	Yes, but no services are described except for soln 45 with SMS

	Solution #13
	Yes, but no services are described except for soln 45 with SMS

	Solution #14
	(theoretically yes, although not described)

	Solution #15 
	NA, no services are described

	Solution #16
	Yes, CP-CIoT, UP-CIoT and SMS

	Solution #17
	Yes, CP-CIoT, UP-CIoT (NIDD)

	Solution #18
	Yes, CP-CIoT, UP-CIoT

	Solution #19
	Yes, all services including IMS

	Solution #20
	Yes, all services

	Solution #21
	Yes, CP-CIoT, UP-CIoT

	Solution #22
	Yes, SMS only

	Solution #23
	Yes, SMS only

	Solution #24
	Yes, all services

	Solution #25
	Yes, additional feature to enable SMS, CIoT delivery

	Solution #26
	NA

	Solution #27
	Yes, normal U-plane

	Solution #37
	Yes

	Solution #38
	NA

	Solution #39
	Yes, all services

	Solution #44
	Yes, CIoT CP

	Solution #45
	Yes, SMS only



7.x.2.4	Aspect 4: Delay for a UE to complete the attach procedure and for a registered UE to access service

	 Solution #
	Maximum time for attach/registration and availing service.

	Solution #11
	Attach procedure via 4 satellite to avoid any inter-PLMN signalling for roaming UEs. the maximum time will depend on the number of satellites and number of ground stations near the UE’s location.

	Solution #12
	Attachment via 2 satellites assuming changes in S6a interface to handle authentication and location update without waiting for authentication to succeed.

	Solution #13
	Same as above

	Solution #14
	Attachment via 2 satellites, but it has impact same as Soln 12 towards S6a.

	Solution #15 
	Attachment via 3 satellites, but again impact to s6a.

	Solution #16
	Attachment via 3 iterations with same satellite - long delay

	Solution #17
	Attachment takes place with one satellite, and optional is authentication or security with the ground network. Security keys are stored in satellite.

	Solution #18
	Attachment takes place with one satellite, and two iterations are needed

	Solution #19
	Attachment takes place via one satellite (since CN is onboard), although the detailed attachment is not described

	Solution #20
	4 iterations with the same satellite

	Solution #21
	At least two iterations are needed (with same satellite), but step 6 in Figure 6.21.2-1 may require additional iterations with the satellite (e.g., security establishment) that are not described in the figure or in the text. Also, at least two iterations are needed for MT data transmission.

	Solution #22
	Difficult to estimate since for the multi-satellite case they assume to use the attachment based on Solution 11 (4 iterations) or solution 12(2 iterations).

	Solution #23
	N/A

	Solution #24
	not explicitly described, but since it is based on follow Registration procedures defined in clause 4.2.2.2 of TS 23.502, it should be 4

	Solution #25
	N/A 

	Solution #26
	N/A

	Solution #27
	It is not easy to derive a conclusion, since the description is not detailed out for the attach procedure and service request. 

	Solution #37
	Same as Solution 11

	Solution #38
	N/A

	Solution #39
	Not described

	Solution #44
	It is not "fragmented" to a specific number. But for sure more than 2 connections with satellites are needed.

	Solution #45
	N/A



7.x.2.5	Aspect 5: 3GPP procedures which would require change or new definition

	 Solution #
	3GPP Procedures impacted

	Solution #11
	Attachment procedure is modified due to split of MME at the Satellite and the Ground, without radically modifying the UE behaviour in the attachment procedure.

	Solution #12
	Attach procedure is modified due to MME at satellite and as well as on ground, the changes are required for combining authentication procedure and location update in one go. Which might impact the roaming case. 

	Solution #13
	Attach procedure is modified due to MME at both satellite and on the ground, causing more changes to the UE behaviour in the attachment procedure. 

	Solution #14
	Attachment procedure is modified due to split of MME at the Satellite and the Ground, causing more changes to the UE behaviour in the attachment procedure. 

	Solution #15 
	proposes implementation dependent interface between C-SGN-SAT and C-SGN-GND

	Solution #16
	Impact on MME, S-GW and modifications on attachment procedure as well as on CIoT optimization

	Solution #17
	Introduces new function at the Satellite (S&F Control function) and the impact that this creates on the existing procedures, especially, for caching S&F UE subscription information, and executing security related operations.

	Solution #18
	Impact at the MME and also HSS and LSS (New function) to synchronize onboard HSS with ground network.

	Solution #19
	Introduces SSFC at the Ground network and the interface between SSFC and the respective client at the Satellite is proprietary

	Solution #20
	Attachment procedure is modified due to split of MME at the Satellite and the Ground, without radically modifying the UE behaviour in the attachment procedure.

	Solution #21
	Enhancements on existing procedures; it should be noted that it is not discussed the impact of potential UE mobility on attachment and service request procedures, since it is assumed that a single/same satellite hanldes all requests.

	Solution #22
	Requires changes at HSS, S-GW, MME. Specifically, the support of multiple satellites per UE it is proposed "UE context synchronization among multiple satellites (MMEs) can be achieved through a synchronization system e.g. OAM, which is out of scope of 3GPP.", something that is not that efficient and may have security issues

	Solution #23
	MME-related enhancements due to the proposed split architecture.

	Solution #24
	Option 1 proposes a combination of registration and PDU establishment, which requires a new message to be introduced. Option 2 thar CN is onboard reuses existing signalling/protocols, enhanced with S&F requirements.

	Solution #25
	N/A

	Solution #26
	Enhancement on existing interface

	Solution #27
	The focus of the solution is not enhancements on the registration or service request procedures, but mainly on the prioritization of data traffic stored at the satellite I-UPF and the ground UPF entity.

	Solution #37
	Attachment procedure is modified due to split of MME at the Satellite and the Ground, without radically modifying the UE behaviour in the attachment procedure.

	Solution #38
	Enhancement on existing interface

	Solution #39
	Different deployment options are considered, but the proposed procedures are not described in detailed to assess the required changes, in many cases other solutions of the TR are reused.

	Solution #44
	Enhancements on existing procedures are proposed, but the in the attachment the Satellite/BS need to select/identify the next target satellite(s), make the selection not efficient, since several factors may impact the selection and then consequently the UE behaviour (e.g., storage capabilities of the next selected next satellite, UE’s mobility etc).

	Solution #45
	Based on existing procedures to support SMS transmission



7.x.2.6	Aspect 6: Proprietary NFs needed to support SSF
	 Solution #
	Introduced proprietary NFs

	Solution #11
	No, extension of existing network element

	Solution #12
	No, but how the context synchronization is occurring between ground and satellite is left to implementation.

	Solution #13
	No

	Solution #14
	No

	Solution #15 
	Yes, the interface between the satellite and the ground network

	Solution #16
	No

	Solution #17
	No

	Solution #18
	No

	Solution #19
	Satellite Store and Forward Centre (SSFC) is introduced at the Ground network and the interface between SSFC and the respective client at the Satellite is proprietary

	Solution #20
	No

	Solution #21
	No

	Solution #22
	No

	Solution #23
	No

	Solution #24
	No

	Solution #25
	No

	Solution #26
	No

	Solution #27
	No

	Solution #37
	No

	Solution #38
	No

	Solution #39
	No

	Solution #44
	No

	Solution #45
	No



7.x.2.7	Aspect 7: Compute and storage requirements on satellite considering limitation of satellite payload, which can be estimated based on NFs deployed on the satellite

	 Solution #
	Compute and Storage Requirements

	Solution #11
	Low, since BS functionality and part of MME functionality are deployed at the satellite

	Solution #12
	Medium, since BS functionality and part of MME functionality are deployed at the satellite

	Solution #13
	Medium, since full MME functionality is deployed at the satellite, while for the 2nd considered case high, since GW is also proposed to be deployed at the satellite

	Solution #14
	Medium, since BS functionality and full MME functionality are deployed at the satellite

	Solution #15 
	High, taking into consideration the proprietary interface that is proposed to be introduced and also the CN functions at the satellite which included in minimum the MME functionality (S1 and NAS)

	Solution #16
	High, due to the large number of CN functionalities (MME, S-GW, P-GW) introduced at the satellite

	Solution #17
	High, due to the large number of CN functionalities (MME, S-GW, P-GW) introduced at the satellite, including the SFCF

	Solution #18
	High, CN functionalities such as MME and HSS are deployed at the satellite

	Solution #19
	High, since the CN functionalities such as HSS are deployed at the satellite, in addition to the SFFC endpoint proxy

	Solution #20
	NIL, CN functionalities are deployed at the ground network

	Solution #21
	NIL, CN functionalities are deployed at the ground network

	Solution #22
	High, due to full MME is proposed to be deployed at the Satellite

	Solution #23
	Low

	Solution #24
	High, due to UPF deployed at the satellite, especially in option 2

	Solution #25
	N/A

	Solution #26
	N/A

	Solution #27
	High, UPF functionality is proposed to be deployed at the satellite.

	Solution #37
	Low, as in Solution 11

	Solution #38
	N/A

	Solution #39
	Different deployment options considered, but the one that the description is focusing more is High, due to GW deployment at the satellite

	Solution #44
	Low, since BS functionality is considered at the Satellite

	Solution #45
	Low, since BS functionality, part of MME and SMS-GMSC are considered at the Satellite



7.x.2.8	Aspect 8: Security
	Solution #
	Security

	Solution #11
	Integrity and ciphering take place at MME-T for every NAS message, hence existing 3GPP schemes are used and no impact on UE side with regards to security requirements. Central managed encryption/decryption and IRI events required for LI will make the deployment simpler.

	Solution #12
	Might have security risk, as the security keys are distributed across multiple satellite, the NAS sqn number synchronization needs to be real time. Any failure in sync will cause NAS decryption failure.

	Solution #13
	Security issues may exist, since the packets stored at the MME need to encrypt or decrypt at the satellite (Full MME onboard is assumed) 

	Solution #14
	It should be clarified how the satellite can identify the UE that has sent the attachment request. 

	Solution #15 
	Might have security risk, as the security keys are distributed across multiple satellite, and also since introduces proprietary interface to sync security and UE context among multiple satellites. Any failure in sync will cause NAS decryption failure.

	Solution #16
	Security issues may exist, since it is proposed that SFCF(S&F control function) is responsible for caching S&F UE subscription information, and executing security related operations.

	Solution #17
	Security issues may exist, since it is proposed that SFCF(S&F control function) is responsible for caching S&F UE subscription information, and executing security related operations.

	Solution #18
	There is need to synchronize the HSS at each satellite with the HSS of the ground. Also, questionable the security support at the Satellite to the ground, since the data are encrypted/decrypted at the satellite before the interaction with the ground.

	Solution #19
	HSS and UDR are the Satellite, so user data should be synchronized and stored at multiple locations. The IOPS solution has significant UE impact.

	Solution #20
	Existing 3GPP schemes are used with no impact on UE side with regards to security requirements

	Solution #21
	Existing 3GPP schemes are used with no impact on UE side with regards to security requirements. However, it is not clarified in the Attach procedure, which identifier is used in the first interaction with the satellite. Which means UE is not notified if it is going to be served in subsequent satellite access window. The attach procedure is longer due to single satellite approach. Which may cause denial of service for longer period of time.

	Solution #22
	The proposed "UE context synchronization among multiple satellites (MMEs) can be achieved through a synchronization system e.g. OAM, which is out of scope of 3GPP ", may have security issues to be addressed, especially in roaming scenarios

	Solution #23
	Existing 3GPP security schemes are reused

	Solution #24
	The second proposed option (with any CN functionalities onboard including UDM/AUSF) may bring security issues due to the synchronization needed with the ground network.

	Solution #25
	N/A

	Solution #26
	N/A

	Solution #27
	N/A

	Solution #37
	Existing 3GPP security schemes are reused

	Solution #38
	N/A

	Solution #39
	Different deployment options are considered, hence different security requirements are set. However, the description focuses more on the case that 
MME and S/P-GW are onboard, while security aspects are handled based on other solutions e.g., Solution # 16) 

	Solution #44
	Existing 3GPP security schemes are reused

	Solution #45
	Existing 3GPP security schemes are reused



7.x.3	Overall Evaluation

Roaming support: The S&F feature needs to support roaming in order to keep the existing rel-18 behaviour intact. To support and deploy roaming with multiple partner PLMN, it is of the essence to keep the inter-PLMN behaviour same as before in order to avoid deployment pitfalls.
Multi-satellite: Relying on single satellite to reduces the time significantly for UE to access the network and avail any service. A single satellite may not cover the UE location in every orbital movement due to its own path, e.g. the Leo satellite flies at an angle to the equator unlike GEO satellite. So it has high chances a single satellite might miss the UE during certain orbital movement. A Leo satellite with single satellite is not useful due to their speed and plane of travel with respect to equator. S&F must operate via multi-satellite to increase the UE’s access time and lengthen the service availing time.
Support of SMS, CIoT: The support of SMS is a viable service for S&F mode of operation due to its nature of intermittent connectivity. However, there is possibility of large number of CIoT devices being placed in remote places, where providing S&F will be suitable. The CIoT data may not have much impact due to sporadic nature of S&F mode. Small CIoT packet over the C-plane(NAS) is suitable during S&F mode. 
Time to access the network and access the service: The CIoT devices or any user present in remote location where only S&F mode is possible, it should not matter how long it takes to register/attach to the network, as the attach/registration will be done once in a while. The solution principal should be selected based on service availing time and how best the satellite constellation is used efficiently to deliver service. This is yet another reason to not assume single satellite solution, increase the user’s chances of satellite access and minimize service delays.
Impacts to 3gpp procedures and new network elements: introduction of new network elements must be avoided, especially if the network element proposes to impact the inter-plmn communication. If any new interface introduced between existing or modified network elements, it must be standardized. Implementation specific node or interface introduction will hamper the scale of deployment and interoperability issues.
Compute and Storage requirement: The advent of regenerative architecture and placement of RAN node itself is resource consuming on-board satellite, which has its own resource limitation on power, cpu and memory. The S&F mode needs to introduce minimal elements on-board satellite to enable S&F based attach/registration procedure and enable delay tolerant services. The high resource consuming procedure such as packet filtering, QoS, charging, encryption/decryption must be avoided.
Security aspect: Reusing of existing security procedure without impacting UE/USIM will allow larger deployment. Using of existing security procedure will also ensure seamless roaming services. Apart from the SA3 security procedure, the SA3-LI related architecture also needs to taken into account when placing network elements, as the point of interception are based on the network element processing the IRI events.
Split MME based deployment: The advantage of keeping part of MME than full MME:
· The security keys are centrally placed than copied across multiple satellite. This will avoid additional complications of context synchronization and NAS sequence number sync among all candidate satellites. All satellite will keep the same UE contexts which may or may not be used. Encryption/decryption are CPU consuming processes, avoiding them at satellite will be beneficial. Decrypting payload at satellite is not useful, as the next set of services or procedure can only continue after ground connectivity is recovered.
· Keeping full MME (and part MME on-board satellite) on the ground also avoids inter-PLMN procedures such as authentication/security involving H-PLMN’s HSS. The H-PLMN will not require to handle anything differently for roaming UEs in terrestrial vs non-terrestrial (no impact to S6a).
· LI consideration: The full MME will require an IRI-POI to be implemented for tracing in satellite. It can be avoided if message handling is kept at ground by keeping the existing LI interception point in MME on ground. The part of MME can send the encrypted packets along with timestamp information and last served location to ground MME to evaluate LI need for time and location-based tracing after decryption.
· Split MME proposal will be simple to reuse for 5G as well. In 5G, the AMF also gets authenticated (serving network name-based authentication) and it will be complicated to authenticate all involved satellite’s AMF for every single UE. In split AMF deployment only ground network AMF needs to be authenticated.
Proposal is to support standardized interface between MMEs in satellite and MME on the ground. This will allow the operator to scale without dependent on single vendor. Interoperable interface will help to scale.
As the split MME on board satellite is reusing existing MME functionality, the network element related changes are minimal. The existing MME-MME interface can be extended to carry NAS/NGAP payload between satellite to ground MME. The split MME serving on the satellite, will serve the PLMN based on country the satellite is providing coverage.
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8.x 	Key issues #2: Support of Store and Forward Satellite operation

Conclusion and way forward for normative work:
· The normative should be based on keeping the HSS and MME on the ground to keep the inter-PLMN communication intact to not impact partner PLMN. Soln#11 can be taken as a basis for S&F procedure for both attach and CIoT procedure.
· In principal, solution utilizing multiple satellite for attach and MO/MT procedure needs to be followed for normative work.
· The solution #11, where CIoT C-plane procedure is described for both MO/MT. It also explains how to handle the Resume/suspend case, which will be frequent in S&F scenario. For SMS, the same solution shall be used with the SMSC placed in ground. No additional impact is seen for the SMS services.
· MME on both satellite and on the ground shall be placed in order to solve S&F. As all the solution proposed introduces some communication between these 2 entities, it needs to be standardized in order to interoperate and scale. Existing MME-MME interface do not support handling same UE context as indicated in many proposed solutions. Soln #11 shall be considered as it uses minimal functionality of MME on board satellite and introduces standardized interface towards MME on the ground. That way, operator can deploy any vendor MME to interoperate in any satellite and even on ground. Minimal MME is also helpful in keeping satellite resources in check, as it avoids UE context sync and NAS encryption/decryption in the satellite.
· For normative, the solution principal is to consider the CN nodes with interception points be on ground to avoid LI related provisioning and additional impact related to storing and forwarding of LI trace. The solution needs to keep authentication and security procedure unchanged for both roaming and non-roaming case. The proposed soln#11 fits both the criteria listed above.
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