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Abstract of the contribution: this paper tries to discuss and provide the evaluation and conclusion for KI#2.
1. Introduction
[bookmark: _Toc510607461]Last meeting, agreed PCR (S2-2405621) provides following evaluation principles for captured solution evaluation.
1. Support of single and multi-satellites.
1. Support of Roaming (the definition of roaming in S&F Satellite operation shall be clarified).
1. Support of MO/MT SMS service, CIoT CP/UP.
1. UE location verification
1. Security considerations (in coordination with SA3)
1. UE power consumption
1. Delay for a UE to complete the attach procedure and for a registered UE to access service
1. Support of Legacy UEs (Rel-17 & Rel-18 UEs)
1. Minimal impact on the existing 3GPP procedures
1. Whether Proprietary NFs are needed to support S&F
1. Compute and storage requirements on satellite considering limitation of satellite payload, which can be estimated based on NFs deployed on the satellite.
1. Management of the transition between phases where feeder link is available or not. 
In response, this paper will evaluate the solutions for KI#2 based on above principles and provide some conclusions based on evaluation results.

2. Text Proposal
The following text is proposed to be applied to TR 23.700-29. 
[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041][bookmark: _Toc146636841][bookmark: _Toc148441193][bookmark: _Toc151176059][bookmark: _Toc151701867][bookmark: _Toc157597094][bookmark: _Toc158029087][bookmark: _Toc161139177]*** First change ***
7.2.1	Evaluation of Solutions for KI#2
22 solutions (Sol#11~27, Sol#37~39, Sol#44 and Sol#45) are captured for KI#2 according to the mapping table in clause 6.0. 
From architecture perspective, these solutions can be generally grouped as the following 11 aspects:
-	G1: eNB only onboard
-	In this architecture, there is only eNB onboard without CN onboard and the eNB is responsible for S&F operation. The solutions include Sol#20, #21, #44.
-	G2: eNB + Partial MME onboard + no other CN on board
-	In this architecture, only part of the MME is on board. The MME sets to MME-SAT and MME-GROUND, the related solutions are Sol#11, #12, #14, #23, #25, and #37. In Sol#11, 37, the MME-GROUND is responsible for maintaining UE context, NAS ciphering/deciphering and integrity protection. MME-SAT is responsible for maintain S1 connection towards RAN node and maintain associated connection ID per UE towards MME-T. In Sol#12, MME-ground is an anchor node situated in ground network which has the UE context. MME-ground synchronizes the UE context with all the MME-onboard(s).
-	G3: eNB + whole MME onboard + no other CN on board
-	In this architecture, the whole MME is on board (i.e., no split) without other CN onboard. The related solutions are Sol #13, #22.
-	G4: eNB + split C-SGN (C-SGN onboard+ C-SGN onboard Ground)
-	In this architecture, CN functions between the satellite and ground is achieved by means of splitting the C-SGN functions between a C-SGN-SAT and a C-SGN-GND as described in Sol#15.
-	G5: eNB + whole C-SGN onboard
-	In this architecture, the C-SGN including the MME, SGW and PGW are deployed on board which is reflect by Sol#16.
-	G6: eNB + C-SGN with new function (SFCF)
-	In this architecture, besides the C-SGN (MME, SGW and PGW), a new function for caching S&F UE subscription information, and executing security related operations is proposed to be deployed on board, which is reflected in Sol#17.
-	G7: eNB + whole MME + HSS onboard
-	In this architecture, the MME and HSS is set on board without other CN, this related Solution is Sol#18.
-	G8: eNB + whole CN + EndPoint Proxy onboard
-	In this architecture, the whole CN is proposed to be onboard. In addition, an EndPoint Proxy is also set on board to represent the UE when the feeder link is available, which is reflected by Sol#19.
-	G9: eNB + MME+ partial SMS-GMSC onboard
-	In this architecture, in addition to the whole MME, a partial SMS-GMSC is also on board as in Sol#45. 
-	G10: gNB + whole 5G CN onboard
-	In this architecture, it is applied to NR-NTN, the whole 5G CN is proposed on board in Sol#24 (option2). 
-	G11: gNB + UPF onboard
-	In this architecture, the gNB and UPF are on board as in Sol#24 (option#1). While in solution#27 it is gNB and I-UPF on board.
Based on clause 7.X principles for evaluation for KI#2, corresponding evaluations are as following table:
	Arc
	Single-SAT/ Multi-sat
	Sol#
	Delay for attach 

	G1: eNB only onboard
	Single-SAT
	Sol#20, Sol#21
	3 times of satellite orbiting for completing attach
24*3 = 72 hours*

	
	Multi-sat
	Sol#44
	3 times of satellite orbiting: 1.5*3 = 4.5 hours

	G2: eNB + Partial MME onboard + no other CN on board
	Single-SAT
	
	

	
	Multi-sat
	Sol#11, Sol#12, Sol#14, Sol#23, Sol#25, Sol#37
	3 times, 4.5 hours

	G3: eNB + whole MME onboard + no other CN on board
	Single-SAT
	Sol#13, Sol#22 (scenario1)
	1 time, 24 hours

	
	Multi-sat
	Sol#22 (scenario2)
	

	G4: eNB + split C-SGN (C-SGN onboard+ C-SGN onboard Ground)
	Single-SAT
	
	

	
	Multi-sat
	Sol#15
	2 times, 3 hours

	G5: eNB + whole C-SGN onboard
	Single-SAT
	Sol#16
	2 times, 48 hours

	
	Multi-sat
	
	

	G6: eNB + C-SGN with new function (SFCF)
	Single-SAT
	Sol#17
	immediately

	
	Multi-sat
	
	

	G7: eNB + whole MME + HSS onboard
	Single-SAT
	
	

	
	Multi-sat
	Sol#18
	immediately

	G8: eNB + whole CN + EndPoint Proxy onboard
	Single-SAT
	
	

	
	Multi-sat
	Sol#19
	immediately

	G9: eNB + MME+ partial SMS-GMSC onboard
	Single-SAT
	
	

	
	Multi-sat
	Sol#45
	-

	G10: gNB + whole 5G CN onboard
	Single-SAT
	Sol#24(option2)
	immediately

	
	Multi-sat
	
	

	G11: gNB + UPF onboard
	Single-SAT
	Sol#24 (option#1), Sol#27
	3 times
24*3 = 72 hours*

	
	Multi-sat
	
	



For Support of single and multi-satellites:
· As illustrate in above table, most of the solutions aims to support multi- satellites serving for the S&F operation. It also can be seen that more CN entities onboard will have more restriction for the multi- satellites serving usage. Actually, most of the solutions of supporting multi-satellites can easily fall-back to support single satellite case.
For Support of Roaming:
· Actually, almost all the solutions don’t discuss the roaming handling except for Sol#15 as expressly mentioned. But it can be understood that when to process the roaming, the solutions which home HSS is on ground (Sol# 11~16, Sol#20~23, Sol#25-27, Sol#37~39, Sol#44 and Sol#45) as in G1,G2,G3,G4,G5,G9,G11 can easily support it. For the solutions which the HSS is onboard(Sol#17, #18,#19, Sol#24), it requires the home HSS to be on board in the VPLMN satellite, this will be a huge challenge for the deployment.
For Support of MO/MT SMS service, CIoT CP/UP:
· Following is a table which is applied to the solution that explicitly have stated the supporting service type.
	Service type
	Sol number
	Related architecture

	MO SMS
	Sol#16, Sol#19, Sol#22, Sol#23, Sol45
	G5, G8, G3, G2, G9

	MT SMS
	Sol#16, Sol#19, Sol#22, Sol#23, Sol#45
	G5, G8, G3, G2, G9

	MO CIoT CP
	Sol#11, Sol#15, Sol#16, Sol#17, Sol#18, Sol#19, Sol#20, Sol#37, Sol#44
	G2, G4, G5, G6, G7, G8, G1

	MT CIoT CP
	Sol#11, Sol#16, Sol#17, Sol#18, Sol#19, Sol#20, Sol#44
	G2, G4, G5, G6, G7, G8, G1

	MO CIoT UP
	Sol#16, Sol#19, Sol#20
	G5, G8, G1

	MT CIoT UP
	Sol#16, Sol#19, Sol#20
	G5, G8, G1



· Basically, it can be seen most architectures can be developed to support all the service e.g, MO/MT SMS service, CIoT CP/UP, However, from the perspective of implementation rationality, each architecture actually has a more appropriate access service:
· Architecture with eNB +only MME onboard that is more appropriate to MO/MT SMS service, CIoT CP
· Architecture with eNB+MME + user plane entity onboard that is appropriate to MO/MT SMS service, CIoT CP and CIoT UP
· Architecture with only eNB onboard that is appropriate to MO/MT SMS service, CIoT CP and CIoT UP

For UE location verification:
· Almost no solutions explicitly discuss the UE location verification. It can be understood all the solution can use the legacy UE location verification, considering no architecture mentioned LMF onboard, thus it assumes that all the solution for the UE location verification will not be real-time, the UE doesn’t move frequently and move in a big range.

For Security considerations (in coordination with SA3):
· The evaluation for the solutions for security aspect is related to the architecture:
· Architectures with UE subscription/Key on the satellite seems no security issue (i.e., G6, G7, G8, G10 with HSS onboard).
· Sol#17, #18, #19, #24(option2)
· Architectures without UE subscription/Key on the satellite have security issues, such as FBS, DDoS. (i.e., G1, G2 ,G3, G4, G5, G9, G11 with HSS on ground)
· Sol#11~16, #20-23, #25-27, Sol#37~39, Sol#44 and Sol#45

For UE power consumption:
· It seems that only Sol#44 and Sol#19 mentions the power saving optimization. The UE notifies to the network which sat-mode (single or multiple SAT) is preferred, when the single SAT is decided the UE has no need to monitor all the SAT for power saving optimization.
· The UE power consumption for other solutions are related to the architecture, it seems the more entities on the SAT, the less power the UE processes, however it finally depends on the detail design for the solutions.

For Delay for a UE to complete the attach procedure and for a registered UE to access service:
· For the delay of the attach procedure, it can be seen in the table 1.
· For the delay of a registered UE to access service, it depends on serving sat-mode
· For the solutions applying to single SAT, the UE has to access the same SAT all the time, the average delay is 12 hours.
· For the solutions applying to Multiple SAT, the delay depends on how long the next SAT arrives which finally depends on number of SAT, but it obviously has less delay compared to single SAT.

For Support of Legacy UEs (Rel-17 & Rel-18 UEs):
· It seems only Sol#14 mentions to support legacy UE, when the legacy UE tries to access to the network in S&F mode, the network will reject the UE with a cause value “congestion” and try indiscriminately to Attach whenever it determines that it is in satellite coverage until satellite carrying the authentication vectors. Obviously, this will introduce a lot of coast/power on UE. 
· Other Solutions basically need the UE to be enhanced to support S&F operation.

For Minimal impact on the existing 3GPP procedures:
· Following is a table illustrating evaluation for impact on the existing 3GPP procedures:
	Architecture and solutions
	Impacts on existing 3GPP procedures
	Impacts evaluation

	G8, G10 (e.g., Sol#24 (option2), Sol#19)
	Basically reuse existing 3GPP procedures 
	Minimum impact

	G6, G7(e.g., Sol#17,#19)
	Existing 3GPP procedures can be reused but need some judgement when to send or store data/signalling
	Less impact

	G3, G5(e.g., Sol#16 ,#13, #22)
	Needs multiple round interaction between SAT and ground, Existing 3GPP procedures can be reused but need some judgement when to send or store data/signalling
	Middle impact

	G1(e.g., Sol#44, Sol#20, Sol#21)
	The S&F handling is in eNB, the NAS procedure can be reused without adding additional procedure or steps, entities just need some judgement when to send or store data/signalling
	Middle impact

	G2 (e.g., Sol#11, #12)
	Split MME needs to coordinate with each other for UE status or context synchronization, thus additional process needs the existing 3GPP procedures to be enhanced
	maximum impact

	G7, G8 (e.g., Sol#17, #18)
	New procedure/interactions between new NF and legacy NF
	maximum impact



For whether Proprietary NFs are needed to support S&F:
· Sol#17, #18 and #19 seems to need new NF to support S&F, Sol#11, #12, #14, #23, #25, and #37 need a split MME onboard.
· Sol#17 introduce a SFCF which is responsible for caching S&F UE subscription information, and executing security related operations.
· Sol#18 a local SS on the ground for storing the UE context and synchronize the UE states and UE context to the onboard MME.
· Sol#19 introduces a SSFC for provisioning UE security credentials and support of transferring MO/MT data.
· Sol#11, #12, #14, #23, #25, and #37 needs a split MME onboard to handle S&F. it requires that the MME-GROUND is responsible for maintaining UE context, NAS ciphering/deciphering and integrity protection. MME-SAT is responsible for maintain S1 connection towards RAN node and maintain associated connection ID per UE towards MME-T.
· Other solutions reuse the existing NF for S&F operation.

For Compute and storage requirements on satellite considering limitation of satellite payload, which can be estimated based on NFs deployed on the satellite:
· Sol#15, Sol#16, Sol#17, Sol#21, Sol#39 and Sol#44 mentions storage quota for the satellite, among of them: 
· Sol#15 uses the ESM DATA TRANSPORT to notify the UE whether further data transmission is allowed or quota limitations have been reached.
· When the quota limitations have been reached, the MME or SGW of Sol#16 decide to stop the data receiving.
· Sol#17 and Sol#39 try to provide UE a storage quota to restrict MO data sending, but this is only applied to single SAT.
· Sol#21 and Sol#44 consider there is a storage quota in UE subscription, the storage quota is provided to eNB for eNB to determine data receiving.

For Management of the transition between phases where feeder link is available or not:
· Basically, all of the solutions can support the transition between phases.

Other aspects:
· Sol#38 focus on the exposure of Registration in S&F Mode, the CN can expose some S&F operation and parameters to AF for AF determine e.g., the DL data transmission.
· Sol#26 proposes to provide some store and Forward Satellite Specific Parameters to CN for e.g., policy generation and enforcement. But what kind of parameters are not clear.

Summary of the evaluation:
· Basically, most solutions are applied to the architecture with only eNB onboard (G1), the architecture with eNB+ partial MME onboard (G2, G4) and the architecture with eNB+whole CN onboard (G6, G7, G10).
· The architecture with only eNB onboard (G1) can support all kinds of service (i.e., MO/MT SMS service, CIoT CP and CIoT UP, normal UP), which is easy to deploy, less cost, less impacts on existing procedure, multiple SAT is easily support. 
· The architecture with eNB+ whole CN onboard (G6, G8, G10) can easily support all kinds of service (i.e., MO/MT SMS service, CIoT CP and CIoT UP, normal UP), but on supporting multi-SAT case, it is hard to synchronize the UE context and status for each satellite. The cost on the deployment of satellites is also a kind of challenge.
· The architecture with only eNB+ partial MME onboard (G2, G4) supports some of services (i.e., MO/MT SMS service, CIoT CP), MME needs to be split to MME-SAT and MME-Ground, The MME-GROUND is responsible for maintaining UE context, NAS ciphering/deciphering and integrity protection. MME-SAT is responsible for maintain S1 connection towards RAN node and maintain associated connection ID per UE. overall processing has impacts on existing procedure. For supporting Multi-SAT, the UE context also needs to synchronize.

*** Second change ***

[bookmark: _Toc54379023][bookmark: _Toc54776652][bookmark: _Toc57373358][bookmark: _Toc67389762]8.2	Conclusions for Key Issue #2: Support of Store and Forward Satellite operation
The interim conclusions for Key Issue #1 are as follows:
-	Architecture for Store and Forward:
-	eNB only onboard is selected for the Architecture of Store and Forward. eNB is responsible for data/signalling Store and Forward onboard.
-	S&F Satellite operation is advertised via system information broadcasting (SIB).
-	when feeder link is not available, the eNB stores the UL NAS signalling or data, and when the feeder link is available, the eNB forwards UL NAS signalling or data to MME on ground.
-	when service link is not available, the eNB stores the DL NAS signalling or data, and when the service link is available, the eNB forwards DL NAS signalling or data to UE on ground.
-	when feeder link is not available, the MME stores the DL NAS signalling or data, and when the feeder link is available, the MME forwards DL NAS signalling or data to eNB on ground.
Editor's note:	eNB only onboard for the Architecture of Store and Forward will be developed by RAN group, and SA2 will sync with RAN to complete the attach procedures and data transmission procedures.
-	Roaming is supported and needs to be further developed in normative work
-	Store and Forward supports MO/MT SMS service, CIoT CP/UP in normative work.
-	Legacy UE location verification mechanism is reused for Store and Forward.
-	Store and Forward doesn’t apply to legacy UE.

***End of changes ***
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