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	Question ID
	Rapporteur question
	Summary of Answers 
	Other comments

	
	Key Issue #1
Proposed principles for interim conclusion (note: solution reference expected to be removed for the actual conclusion principles):
1. PDU set information can be enhanced to include PDU set correlation. This information may assist RAN to perform discarding operation during congestion. (Reference solution #23)
1. Enhance QoS policy to provide static FEC content ratio for a given QoS Flow and the same FEC content ratio is expected to apply for all PDU Sets within the QoS Flow. (Reference solution #1)
1. Enhance GTP-U header to provide dynamic FEC content ratio for each PDU Set within a given QoS Flow. (Reference solution #1)
1. Enhance Alt. QoS profile to include PDU Set QoS parameters. Also, assist the RAN in determining the QoS profile to be fulfilled with an Alt. QoS indicator (e.g. when there is a significant change in traffic characteristics). Allow AF to provide mapping between Traffic Characteristics, Alt. QoS indicator and QoS/Alt-QoS requirements (Reference solution #19).
1. Enable AF to specify to the UPF the PDU Set Types to be detected (e.g. I-Frame, P-Frame) and the PDU Set Importance so there is consistent PDU Set handling between AF and UPF (reference solution #8). Also allow the AF to send the SDP to the UPF as assistance information for PDU Set detection.
1. The protocol description can be provided alone without PDU Set QoS (e.g., to support marking end of data burst). Besides, the PSA UPF supports to identify PDU Set by implementation. PDU Set marking can be provided to support RAN to perform other PDU Set handling when it is needed (sol#5). Should we support sol#5 alt1 or sol#5 alt2? 

	Additional Comments on proposed Conclusions:

Conclusion 2:
1. Apple – Add that UE indicates to RAN whether it can tolerate PDU FEC based dropping.
1. Xiaomi – Conclusion should clarify whether to keep the source and repaired packets separate or not, whether any different impact for RAN transfer or discard.
Conclusion 4:
1. OPPO – No need for Alt-QoS Indicator
Conclusion 5:
1. - DOCOMO – Solution 8 is not needed
1. - OPPO – Not sure of applicable use cases-
Conclusion 6: 
1. DOCOMO – Don’t support Sol. #5 Alt-1 or Alt-2. Uses only PSIHI
1. InterDigital – Not sure if Alt-1 and Alt-2 are the best options.
1. OPPO – CN can indicate to the NG-RAN that DL PDU Set Information marking is supported, when it supports it, and RAN can request it to the CN.

General:
Tencent – Conclusions need to be revised as the contents are related to the questions. Solution references are not needed in the solution principles.

1. 
	       Way forward:
      Full consensus mainly for including PDU Set information as part of Alt. QoS profile.
      Update the conclusion based on the feedback received.



	KI1.1
	If FEC applied, which AL-FEC mechanisms is your preferred method?
	12 –- Depends on SA4 feedback:  Vivo, Intel, Oppo, LG, Ericsson, Huawei, Tencent, Samsung, ZTE, Media Tek, China Tel, CM
3 – CP approach – Huawei, Nokia, CICT (also see Q1.3)
4 –- RaptorQ,  Reed-Solomon and/or  FlexFec – Xiaomi, Lenovo, Meta, InterDigital, Qualcomm
1 – Does not need to be decided by SA2 – Apple
1 – FEC based discard should Not be Supported - Kyocera
	Way forward: 
Static approach is supported with an EN that feedback from RAN4 is needed.
SA2 leaves it to SA4 which codec mechanisms are supported – no need to discuss in the SA2 conclusion. 

	KI1.2
	What FEC related parameters are required for NG-RAN to discard packets. How does RAN determine whether a packet was successfully delivered?
	13 – Requires RAN2 (and/or SA4) coordination/feedback – ZTE, China Tel., MediaTek., LG, Samsung, Huawei, Ericsson, Oppo, Intel, Vivo, Meta, Apple, Qualcomm
5 – A FEC Ratio parameter (or single parameter) – Nokia, Lenovo, CICT, Tencent, Qualcomm, Interdigital
1 – Knowledge of which PDUs carry repair packets – Interdigital, Qualcomm
1 – HARQ Ack/NACK – Xiaomi

	Way forward: A FEC Ratio is provided to NG-RAN with an EN that feedback from SA4 is needed.

	KI1.3
	If FEC redundancy ratios should be supported, should static approach (CP signalling) or dynamic (GTP-U) approach or both approaches be supported?
	5 – Requires RAN2 Feedback – MediaTek, Samsung, Huawei, Ericsson, Intel
9 – Static CP Signaling preferred – China Tel. (PSI àFEC mapping requires SA4 feedback), CM, Nokia, ZTE, CICT, Tencent, Xiaomi, LG, Apple
5 – Both CP and UP (GTP-U) – Lenovo, Oppo, Vivo, InteDigital,  Qualcomm
1 – UP (GTP-U) – Meta (CP won’t work for FlexFEC and MDS), 

	Way forward: see KI1.1 above.

	KI1.4
	Can Alternative PDU set QoS parameters be included in Alternative QoS profile?
	17 - Yes – China Tel., CM, Nokia, ZTE, Samsung, Lenovo, CICT, Tencent, Huawei, Ericsson, Xiaomi, LG, Intel,  Vivo, Meta, InterDigital, Qualcomm
1 - No – Oppo
1 - Neutral - Apple
	Way forward: Conclude that the PDU Set QoS parameters are to be included in the Alt-QoS profiles.

	KI1.5
	Can 3GPP support Alternative QoS indication in user plane to NG-RAN to help the Alternative QoS profile (including PDU Set QoS parameters) fulfilment in NG-RAN?
	10 - No - China Tel., Lenovo, Tencent, Huawei, Ericsson, LG, Oppo, Vivo, Qualcomm, Samsung
7 - Yes – CM, Nokia, ZTE ,CICT, Xiaomi, Meta, InterDigital, 
1 - Discuss with RAN – MediaTek
1 - Neutral – Intel, Apple

	Way forward: Majority does not support Alt. QoS indication in the UP. Trigger show of hands, if needed.

	KI1.6
	In R18, RAN indicates to CN whether PDU Set handling is supported or not. However, PDU Set handling support may be different in each Flow direction (UL, DL) (i.e. in the RAN, UE). Should RAN provided indication for PDU Set handling support be split into DL PDU Set handling support and UL PDU Set handling support. (Reference solution #22)?
	8 - No – DOCOMO, Lenovo (out-of-scope), CICT, Tencent, Ericsson, InterDigital, Apple, Qualcomm
10 - Yes – China Tel. (Sol 5 Alt 2 and Sol 22), CM, Nokia, ZTE, Samsung, China Unicom, Huawei, Xiaomi, Oppo, Vivo
3 - Neutral – LG, Intel, Meta
	Way forward: Split views, no consensus. Trigger show of hands, if needed.

	KI1.7
	Should Nominal PSDB be supported (Reference sol#20)?
	14 - No – DOCOMO, China Tel., CM, Nokia, ZTE, Samsung, Lenovo, CICT, Tencent, Huawei, Ericsson, OPPO, Intel, Apple
2 - Yes – Xiaomi (pending RAN WG feedback), Qualcomm
3 - Neutral – LG, Vivo, InterDigital
2 - Requires RAN2 feedback – MediaTek, Meta
	Way forward: Nominal PSDB is not included in the Conclusion. Trigger show of hands, if needed.

	KI1.8
	There might be dependency relationships amongst PDU Sets. Whether 3GPP should support marking PDU Set correlation information to assist RAN for discarding packets (Reference solution #23)?
	5 - No - China Tel., Ericsson, LG, Apple, Qualcomm
11 - Yes – CM, Nokia, ZTE, Samsung, CICT (using PSI), Tencent, Huawei, Xiaomi, Intel, Meta, InterDigital, 
2 - Requires SA4 Input – MediaTek, Vivo, 
1 - Depends on RAN WG feedback - OPPO
	Way forward: It can be proposed for the conclusion (and further discussed if needed). Trigger Show of hands, if needed.

	KI1.9
	Should PSI mapping be based on detected PDU Set type (reference solution #8)? Example in Table 1.
	11 - No – DOCOMO, China Tel., MediaTek, Huawei, Ericsson, LG, OPPO, Intel, Meta, InterDigital, Apple
4 - Yes – Nokia, Lenovo, Xiaomi, Qualcomm
Neutral – Samsung, CICT?, Tencent, 
1 - Needs Coordination with SA4 – Vivo
	Way forward: No consensus, majority does not support PSI mapping based on PDU Set type. Perhaps trigger show of hands to check the way forward.

	KI2
	Key Issue #2: Proposed principles for interim conclusion (note: solution reference expected to be removed for the actual conclusion principles): The endpoints such as UE and AS should be able to provide application layer metadata to network. One or more of the following mechanisms should be supported over N6 to identify the meta data (including PDU Set information, also other meta data such as burst size) for encrypted DL media traffic: 
· Category #1: Media over QUIC (reference: sol #9, #10) 
· Category #2: UDP option (reference: sol #11, #12, #27) 
· Category #3: Proxying-UDP-in-HTTP (QUIC-Aware Proxying method) (reference: sol #24, #26) 
· Category #4: GTP-U (reference: sol #25)
	Media over QUIC (MoQ):
· Supported: China Telecom, China Unicom, China Mobile, CICT, Huawei, Xiaomi, OPPO, ZTE, Vivo
· Not supported: Nokia, Apple, Ericsson, Lenovo, Meta
UDP-O:
· Supported: Futurewei(1), 
· Not supported: Nokia, Apple, China Telecom, China Mobile, CICT, Huawei, Ericsson, Lenovo, Vivo, Meta
Proxying-UDP-in-HTTP (aka UDP-Connect based) over QUIC:
· Supported: Nokia, Apple, Futurewei(1), Ericsson, Lenovo (1), Meta, IDCC
· Not supported: China Telecom, China Mobile, CICT, Huawei, Vivo
GTP-U: 
· Supported: Lenovo (1), Intel
· Not supported: Nokia, Apple,, China Telecom, China Mobile, CICT, Ericsson, Vivo, Meta, IDCC
Futurewei(1): Our preference is to support/experiment with more than one protocol/method in coordination with the IETF
Lenovo (1) - protocol to use over the tunneled connection can be decided based on SLA agreements between network operator and application provider.
Some selected comments on GTP-U w.r.t deployment: (Nokia) - It requires the AS to support IPSEC (or otherwise would raise a very STRONG security issue) while Application level security is moving away from IPSec towards TLS based security; (Apple) - this approach is also not quite scalable as it puts requirement on Application servers to include PDU Set information in GTP-U headers; (China Telecom) - We have concerns on the exposure of UPF information to external 3rd-party content providers for GTP-U tunnel setup; (...more- see NWM)
	Way forward:
No consensus. Split views on different options. Need Show of hands to determine the way forward.
Drop Cat#4 GTP-U from consideration as some companies do not see this as viable option for N6.
Drop Cat#2 UDP-O as the supporting companies on this option is much less than Cat#1 and Cat#3.

	KI2.1
	Which of the following mechanisms should be supported over N6 to identify the meta data for encrypted DL media traffic:
- Category #1: Media over QUIC (reference: sol #9, #10)
- Cat #2: UDP option (reference: sol #11, #12, #27)
- Cat #3: Proxying-UDP-in-HTTP (QUIC-Aware Proxying method) (reference: sol #24, #26)
- Cat #4: GTP-U (reference: sol #25)
	
	

	KI3

	Proposed conclusion principles
SMF derives the Transport Level Marking for DL packets (N3/N9 interface) based on PDU Set Importance value(s) for a given PDU Set and sends to UPF via FAR. The FAR includes a Transport Level Marking List that contains a list of PDU Set Importance values, each of which is associated with a DSCP marking. The SMF may take into account the DNN, S-NSSAI, or other locally configured information when determining the Transport Level Marking List.
UPF may also derive the DSCP for DL packets based on PDU Set Importance value(s) for a given PDU Set and/or for the whole QoS Flow, based on UPF’s priority determination. UPF may assign different DSCP marking values per PDU Set within the same AF class of the DSCP value signalled by the SMF for the QoS flow, based on UPF’s priority determination. See the Note for details.
After determining the PDU Set-level information of a downlink PDU arriving on N6, the UPF encapsulates the downlink PDU with a GTP-U header as indicated in the FAR and includes the PDU Set-level information (if available) in the GTP-U header. The UPF then forwards the GTP-U packet on the N3/N9 reference point and includes the DSCP marking in the transport level header that corresponds to the derived PDU Set Importance value, as indicated in the Transport Level Marking List in the FAR.


	Overall summary of KI3 answers:
Generally, support the conclusions:  9: Nokia, Futurewei, LG, Intel, Qualcomm, China Telecommunications, Lenovo, Interdigital, China Mobile
· Support conclusions as they are: 5: Nokia, Futurewei, LG, Intel, Qualcomm.
· Support conclusions with simplified text proposal: 3: China Telecommunications, Lenovo, Interdigital.
· Baseline: “SMF provides UPF the mapping of Transport Level Marking for DL packets (N3/N9 interface) and PDU set importance value(s). UPF determines the DSCP for DL packets based on PDU Set Importance value(s) for a given PDU set.”
· Support conclusions with specific comments requiring changes: 1: China Mobile
· It would be best to have certain consistent DSCP mapping among all XRM services as offered by an AF. So, suggest to add “AF may provide the mapping assistant information.”
· Think the NOTE is not exactly correct.
Generally, do not support the conclusions, propose that no new work is needed: 5: Samsung, CICT, Huawei, ZTE, Ericsson.
· Main reasoning is that no clear benefit or need has been identified. Specific points or issues raised:
· CICT: While no clear benefit or need for 3GPP access identified, DSCP derived from PSI could be used in non-3GPP access.
· Huawei: Relationship to existing 5QI based DSCP marking is unclear. 
· Ericsson: PSI is not coordinated among apps or QoS flows and therefore using it to determine DSCP which affects all traffic is problematic. 
The main technical issue identified by both Ericsson and China Mobile is that PSI determination in applications or UPF is not coordinated and thus using it to determine DSCP which affects all QoS flows is problematic. China Mobile suggest adding a point about AF to provide mapping assistance information for consistent DSCP mapping into conclusions.

	Way forward proposed:
Recommend to progress the conclusion to support DSCP determination based on PSI. One possibility is to mitigate the technical concerns raised by adding a note as follows.
NOTE: DSCP determination based on PSI requires it to be done consistently across all QoS flows as the DSCP affects PDU/packet forwarding and discard not just within a QoS flow but across them. To allow SMF to configure this consistently to UPF across different application traffic flows, the AF should be able to provide 5GS assistance information about the PSI values set by the application within the N6 protocol (e.g., RTP).
If there are concerns still, trigger Show of hands.


	
	
	
	

	
	
	
	

	KI4
	Key Issue #4: 
Proposed principles for interim conclusion (note: solution reference expected to be removed for the actual conclusion principles): 
1. Identifying and providing specific QoS or PDU Set based QoS handling for individual media flows when multiple media flows are multiplexed into a single transport layer traffic is supported for two concrete types of protocols: 1a) (S)RTP, (S)RTCP and other associated protocols multiplexed into a single UDP/IP traffic flow (as specified in IETF RFCs 5761, 5764, 7983, 8872 and 9443). Media flow identification is based on the headers and demultiplexing rules of those specific protocols. 1b) Any protocols within a single transport layer traffic flow for which sub-flow (individual media flow) identification metadata is provided based on conclusions of Key Issue #2. 2) When multiple media flows are multiplexed into a single transport layer traffic flow, either PDU Set based handling or ordinary QoS based handling may be applied to each detectable media flow. Note media flows may be detectable using the Application Layer Packet Filter and/or sub-flow information described in Solution #29. 3) The detectable media flows that require different QoS treatment are mapped to distinct QoS Flows. The media flows that share the same QoS requirements can be mapped to the same QoS Flow. 4) ”Lone” PDUs and PDUs that belong to PDU Sets in a media flow may be mapped to different QoS flows (reference Solution #29). 5) The AF may provide ”Application Layer Packet Filter” parameter along with the IP Packet Filter in the ”AF session with required QoS” procedure to the NEF/PCF. The ”Application Layer Packet Filter” is used to detect the media flow among multiple media flows that share the same IP Packet Filter. a) The media flows that are transported in RTP or SRTP can be identified in the ”Application Layer Packet Filter” parameter based on the Synchronization Source (SSRC) and Payload Type (PT) header fields. b) The media flows that are transported over encrypted transport protocol other than SRTP can be identified in Application Layer Packet Filter” parameter based on the Flow ID which is matched against the Flow ID in per-PDU metadata (if provided as per the conclusion for KI#2). c) If and how the per-PDU metadata is conveyed in N6 interface for encrypted traffic is concluded in Key Issue #2. Note: further details of ”Application Layer Packet Filter” may be considered in the normative phase. 6) The AF may provide distinct PDU Set QoS parameters, Protocol Description and traffic characteristics for each media flow. 7) The AF may provide the QoS requirements and PDU Set QoS requirements for the multiplexed media flows either by: a) Using Rel-18 multi-modal procedure which allows the AF to provide multiple IP flow descriptions in a single request at the same time, in this case the IP flow descriptions may have same IP packet Filter and different ”Application Layer Packet Filter” or sub-flow ID. 23 https://nwm-trial.etsi.org/#/documents/8823 b) Using separate AF requests 8) PCF creates a distinct PCC rule for each media flow that is provided with the ”Application Layer Packet Filter” or identifiable by a sub-flow ID. The PCC rule is extended with the ”Application Layer Packet Filter” and sub-flow ID, if received. 9) The SMF binds the media flows that require different QoS treatment into different QoS Flows. 10) SMF provides the ”Application Layer Packet Filter” and/or sub-flow IDs to the UPF in the PDR. The PDI in PDR is thereby extended. 11) SMF provides QoS rules for the uplink traffic for the UE. QoS rules are extended to include ”Application Layer Packet Filters” and sub-flow IDs when required.
KI#4 Q:
Should 3GPP support differentiating PDUs multiplexed within a media flow comprising of both PDU Set QoS PDUs and PDUs not belonging to PDU Set and map them to PDU Set based QoS Flow and PDU based QoS Flow respectively (sol#29)?
	Lone PDUs OK: CT, CMCC, Samsung, CU, CICT, LG, OPPO, ZTE, vivo, InterDigital, Nokia
Lone PDUs NOK: E///, Lenovo, H/// (depends on SA4), Apple, QC not convinced
 
UL enhancements OK: Nokia
UL enhancements NOK: CT, E///, vivo, 
 
1. CT
a. Does not want to link to KI#2 conclusions for encrypted traffic. 
b. OK with lone PDUs
c. NOK with UL traffic enhancements (1)
2. CMCC
a. Encrypted aspects in KI#2 not here. Sub-flow ID need input from SA4 that it can be provided by AF
b. OK with lone PDUs
3. E///
a. NOK with lone PDUs
b. Want MP-QUIC as an alternative option, like:
XRM Applications that need to multiplex multiple media streams with different QoS needs in one QUIC transport connection can use the MP-QUIC extensions to transmit each media stream with a different 5-tuple as an alternative. 
 
And extend principle 1 to include a c)
c) Applications which multiplex multiple media streams in one transport connection on different 5-Tuples
 
Based on the KI definition their solution is out of scope of the KI. Is there anything to specify when flows are identified? 
 
c. NOK with UL (2)
d. Define any metadata in KI#4 and leverage mechanism from KI#2. Aligns with CT, too. May be also CMCC
4. Samsung – Yes
5. Lenovo
a. OK with “Application Layer Packet Filter” 
b. NOK with lone PDUs
6. Tencent
a. Conclude in KI#4 independent of KI#2
7. CU – OK
8. CICT
a. Different QoS for what is not media stream
9. H///
a. Lone PDUs depends on SA4. 
b. Support also what they have proposed RTP-PT&RTP-M …
c. Avoid term subflow ID
10. Xiaomi
a. Coordination between different QoS flows for PDU Set and lone PDUs?
11. LG
a. Support lone PDUs
12. OPPO
a. Generalize to “Additional Packet Filter” which may include rtp-ssrc, rtp-pt, subflow id, etc. etc. 
b. Decouple KI#2, KI#4 for encrypted traffic
c. Yes to lone PDUs
13. ZTE – Yes
14. Meta USA – Relabel “sub-flow” ID
15. Vivo
a. Yes to lone PDUs
b. Conclusions 6,8,9,10 not needed
c. It is not valid to emphasize either specific QoS or PDU Set QoS for different stream (when PDU Set QoS is used, the per packet QoS GFBR is still in use). The key point is the QoS requirement for different streams may be different and the QoS requirement may include PDU Set QoS or not (e.g. in Conclusion1)/2))
d. Subflow id is not needed
e. Conclusion1b) &4b) It should be replaced by a Note: what information used to identify a stream for encrypt traffic depends on which protocol can be concluded in KI#2.
f. UL is FFS
16. InterDigital – Yes
17. Apple
a. No to lone PDUs
18. QC
a. Not convinced with lone PDUs
b. NOK with subflow-id
19. Nokia
a. Supports all proposed principles in NWM
b. Supports differentiated handling of lone PDUs if necessary. 


	Way forward proposed:
Progress the conclusion principles for KI#4:
1. Introduce additional Packet Filters which consider SSRC, PT for media flows that are transported in (S)RTP, (S)RTCP.
2. PCC and N4 rules are enhanced to support additional Packet filters.
De-couple KI#4 conclusion from KI#2 (no dependency on KI#2 conclusion):
1. In-band assistance information from application is leveraged for flows that are transported over encrypted transport protocols.  
Alleviate the technical concerns raised. 
Uplink enhancements is FFS.

	KI5
	Key Issue #5 
Proposed principles for interim conclusion (note: solution reference expected to be removed for the actual conclusion principles): 
1) The mechanism using Alt-QoS profiles and Alt-QoS indicator described for KI#1 may be used to alter QoS when there is a significant change in traffic characteristics (Reference solution #19). 2) Mechanisms to dynamically update traffic characteristics such as one or more of the following: 2a) Burst size, 2b) Time to next burst, 2c) Any other traffic characteristics? 3) The mechanisms using enhanced reflective QoS may be used to adapt the changed traffic characteristics e.g. data boost (reference Solution #16).
	Burst size: YES: CT, CMCC, Tencent, CICT, Lenovo, Xiaomi, LG, OPPO, Intel, META, Interdigital, Nokia

Sol. #16 support: CT, Samsung, Tencent, Lenovo, Xiaomi, Intel, Interdigital, Meta
Sol. #16 NO support: E///, Nokia


1. CT
a. Burst size
b. Reflective QoS with clarifications for asymmetric traffic 
2. MTK – Wait for RAN feedback on dynamic characteristics
3. ZTE – As MTK
4. CMCC
a. Not support Alt QoS indicator
b. Burst size
c. SMF/PCF authorization is needed
5. Samsung
a. RAN feedback
b. Reflective QoS with clarifications for asymmetric traffic 
6. Tencent
a. Not prefer Alt QoS indicator
b. Burst size, TTNB
c. Support Solution #16
7. CICT
a. Support Alt QoS indicator
b. Burst size
c. SMF/PCF authorization
8. E///
a. Against Alt QoS indicator
b. Modified periodicity
c. Against Solution #16
9. Lenovo
a. Burst size
b. Question on Solution #16 how UE returns back to 5QI-6?
10. Xiaomi
a. Burst size and TTNB. S2-2306309 clarifies benefit of TTNB but response from RAN2 (S4-231140) only says EoDB is needed
b. Supports Solution #16
11. LG
a. Burst size and TTNB
b. Different QoS Flows
12. OPPO
a. Burst size yes, TTNB NO
13. Intel
a. Burst size based on feedback from SA4, RAN2
b. Support Solution #16 but with a new QER which takes into consideration the expedited transfer and changes based on this the QoS flow from 10 to 6 and vice versa with reflective QoS on both flows for the UE to return to 10 after 6. Some clarification is needed for the handling of derived packet filters in the UE (e.g. a new derived filter for the same 5-tuple overrides any existing derived filter for the same 5-tuple).
14. META
a. Neutral on Alt-QoS indicator
b. Support dynamic traffic characteristics burst size and arrival time
15. Vivo
a. RAN feedback for dynamic changes
b. Likes data boost but further clarification on Reflective QoS
16. Interdigital
a. Burst size and TTNB
b. Supports Solution #16
17. QC
a. No dynamic changes
b. N/A
18. Nokia 
a. Burst size support

	Way forward: 
Progress dynamic change in traffic characteristics, burst size support in the conclusion pending RAN2/SA4 feedback.

With some support on Sol#16, SA2 will need further discussion to determine way forward.


	KI5.1
	Does NG-RAN need dynamic change in traffic characteristics (assistance information e.g. burst size) for optimized resource scheduling? If so, what kind of traffic characteristics is needed for NG-RAN?
	
	

	KI5.2
	When the PCF provisions PCC rule with the support for data boost handling with reflective QoS, should the PCC rule be bound to a new QoS Flow and no other PCC rule be bound to this QoS Flow?
	

	KI6
	Do you foresee any updates needed for the agreed conclusion principles as in TR 23.700-70 v0.5.0?
	1. Charter – No
2. ZTE – No
3. CICT – No
4. H/// - No
5. Tencent – No
6. LG – No
7. OPPO – No
8. Vivo – No
9. CableLabs – No
10. QC – No
11. Nokia - No

	Way Forward: No updates needed for KI#6 conclusion

	KI7
	Do you foresee any updates needed for the agreed conclusion principles as in TR 23.700-70 v0.5.0?
	1. Charter – No, DSCP per PSI
2. ZTE – No
3. Lenovo – DSCP per PSI
4. Tencent – DSCP per PSI
5. CICT – No
6. H/// - No
7. LG – No
8. OPPO – No
9. Vivo – No
10. CableLabs – DSCP per PSI
11. InterDigital – DSCP per PSI
12. QC – No
13. Nokia - No

	Way forward: Discuss if there is a need to update the conclusion for DSCP per PSI.

	KI8
	Key Issue #8 
1) Normative work will be done to support tethering cases, where the XRM application is running in the device behind the UE. 2) No normative work will be done to support the Tethering cases, where the XRM application is running (possibly partly) in the UE (and partly in a device behind in the UE).
	
	

	KI8.1
	1) Normative work will be done to support tethering cases, where the XRM application is running in the device behind the UE. 
2) No normative work will be done to support the Tethering cases, where the XRM application is running (possibly partly) in the UE (and partly in a device behind in the UE). 
Question: 1. Do we require tethered devices information in order to support this KI#?
	Is tethered devices information needed?
· NO: 10 companies: Docomo, Nokia, China Telecommunications, ZTE, Huawei, Ericsson, LG, Vivo, Apple, QualComm .
· The companies who replied that no normative work is needed for the KI are included into NO -category (China Telecommunications, Ericsson, Apple and Qualcomm) 
· YES: 6 companies:  Samsung, Tencent?, Xiaomi, Oppo, Siemens. Inter Digital 
· China Mobile Com. Corporation commented that “not ready to conclude” and CICT is after a “simple solution in this release”.
Normative work?
· 4 companies; China Telecommunications, Huawei, Ericsson, Apple and Qualcomm explicitly commented that normative work for KI8 is not needed.
· Huawei also has doubts if normative work is required.
· Nokia says that no normative wok will be done to support tethering cases, where (part of) XR application is running in a UE. 
· Companies who see device information needed probably also assume normative work for KI. 
	Way forward:
Majority of the companies feel no normative work is needed. One company feels we are not ready to conclude yet. ~4-5 companies feel normative work may be needed. The use of Informative Annex to document 3GPP assumptions on how this can work is one possible way forward by one company. Needs further discussion to determine way forward.

	KI9.1
	Enhancements for XR related network information exposure. Support one or more of the following:
1-1) Notification of Alternative PDU Set QoS profile via C-plane (sol#19)
1-2) Notification of Alternative PDU Set QoS profile via U-plane (sol#19)
2-1) UL/DL available data rate exposure via C-plane (sol#33)
2-2) UL/DL available data rate exposure via U-plane (sol#33)
3-1) DL PDU Set delay exposure via C-plane (sol#34)
3-2) PDU Set Loss Rate exposure via C-plane (sol#34)
	1. DCM: 1-1, 1-2. No 2. No 3
2. CT: Support 1, 2, 3-1
3. CMCC: Support 1, 2, 3 not mature
4. Samsung: Support 1
5. Tencent: Support 1, 2 
6. Lenovo: Support 1, 2 
7. CICT: Support 1, 2 
8. H///: Support 1, 2 , non-GBR depends on RAN feedback
9. E///: Nothing
10. Xiaomi: Support 1, wait RAN feedback for 2, 3 
11. LG: Support 1-1, rest wait feedback from other WGs
12. Intel: Mild support of 1, No support for 2, 3
13. OPPO: Prefer 1-1 over 1-2, 2 wait RAN feedback, prefer 3 w/o UE enhancement (but there is no UE impact from 3?)
14. ZTE: Prefer 1-1, 2, 3 depend on RAN feedback
15. META: Support 1, Support 2-2 + AMBR, rate limiting if UPF performs rate limiting
16. Vivo: Support 1-1, 2-2 for GBR Flow, for non-GBR wait RAN feedback. 3-1 support only N3/N9 rest wait RAN feedback
17. QC: No normative work
18. Nokia: Support 1-1, 3

	Way forward: Needs RAN2/RAN3 feedback.. Further discussion to determine way forward.
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