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Introduction
This work item provides SCAS specification for the various split gNB network entities, i.e. gNB-CU, gNB-CU-CP, gNB-CU-UP and gNB-DU, to enable each of these entities to be tested separately and not as part of a complete gNB. 
Description
The specification of SCAS for the gNB is covered in TR 33.926 [1], which include the threats and critical assets for a gNB, and TS 33.511 [2], which contains the gNB specific tests. The work on SCAS for split gNB builds heavily on this work with test cases for such split gNBs product classes based upon and borrowing heavily from the specification for the gNB product class (see TS 33.511 [6]). The main differences are the inclusion of cases for the F1 signalling and user plane connection and the E1 signalling connection on the top of the gNB cases as well as some revised cases to account for the split functionality.
The threats and critical assets for the split gNB cases are given in TR 33.926 [1], while the split gNB specific test cases are provide in TS 33.523 [3]. 
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