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Introduction
eEDGE_5GC is the feature studied and specified by TS 23.548[1] and TS 23.558[2], used to provide efficient service experience with an EDGE server which is deployed near the UE. The security specification of EDGE is based on their work and defines the security protection for interfaces in the roaming scenario, and the corresponding authentication and authorization work related with EEC/ECS/EES.

[bookmark: _GoBack]Description
This work item studies the security enhancements on the support for Edge Computing in the 5G Core network defined in TS 23.548 [1], and application architecture for enabling Edge Applications defined in TS 23.558 [2], and specified the security aspects of enabling Edge Computing in 5GC concluded in TR 33.739 [3], with the following aspects:
· Security enhancement for edge computing based on the architectural enhancements, such as
· Authorization of PDU session to support local traffic routing to access an EHE in the VPLMN Authorization between EESes
· Security of EAS discovery procedure via V-EASDF in VPLMN
· Security enhancement of enabling edge computing applications, such as
· Authentication and authorization of the EEC/UE by the ECS/EES
· Authentication mechanism selection between EEC and ECS/EES
· Authentication and Authorization between V-ECS and H-ECS
· Transport security for the EDGE10 interface
· Authorization between EESes
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