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Introduction
SEAL Data Delivery (SEALDD) enabler is specified in TS 23.433 [1] as one of the functionalities of SEAL services specified in 3GPP TS 23.434 [2]. The intention of SEALDD is to offer a data delivery enabler to satisfy diverse application content distribution and delivery requirements from various vertical applications using 3GPP systems, including functionalities of connection management, E2E redundant transmission, data storage, data transmission quality measurement, etc. 
Based on the functionalities of SEALDD services as specified in TS 23.433 [1], this work item delivered security features of SEALDD.

Description
Using existing SEAL security mechanisms in TS 33.434 [3] as cornerstone, the security of SEALDD covers the following SEALDD scenarios:
· Security aspects for End-to-End data transmission in SEALDD. 
· the authentication and authorisation for SEALDD functionalities.
The above security features have been specified in TS 33.434 [3].
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