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Introduction
Edge computing is a well-known industry concept, and is supported within 3GPP networks with the introduction of Edge computing capabilities in 5G System Architecture. In Rel-17, 3GPP SA6 working group specified an architecture for enabling the edge applications in 3GPP TS 23.558 [1] with basic capabilities. In Rel-18, enhancements are made to support emerging industry requirements (e.g. GSMA OPG) and to add more capabilities to the functionalities that were specified in Rel-17.
Description

In Rel-18 enhancements are done to specify following new features:

1)
In Rel-18 enhancements are done to specify following new features: Support for roaming and federation: Architecture for local breakout and home routed PDU session were specified. Procedures and information flows defined for ECS discovery and Service provisioning info retrieval.

2)
Edge node sharing: This feature is a special use case within federation. Home ECSP and partner ECSP have federation agreement, and partner ECSP shares its edge resources to the home ECSP – where home ECSP deploys the application server for its subscribers. Procedures and information flows defined to enable discovery of EAS deployed in partner ECSP.

3)
Discovery of common EAS: The feature enables the participants of the same application specific group to discover same common EAS where all participants within an EDN can connect to. Architecture and procedures are enhanced to support common EAS discovery. New procedures are also defined to announce common EAS to other EESs and to exchange common EAS information to central repository.

4)
Enhancements to dynamic EAS instantiation: During EAS discovery or ACR, the EES may fail to discover and select the EAS. The EES may trigger the ECSP management system to instantiate the EAS. Procedures are enhanced to provide EAS instantiation status to EEC.

5)
Notification Management Service: In order to send notification from ECS or EES to EEC, Notification management service as defined in SEAL is reused in EDGEAPP where EEC acts as a VAL client, EES and ECS acts as a VAL server.

6)
ACR between EAS and Cloud: Architecture and procedures are enhanced to support service continuity to cloud.

7)
Bundle EASs: To provide services to the end user a typical AC communicates with multiple endpoints i.e. multiple EASs – called direct bundled EASs. In some case, to provide services to the end use, EAS partners with other EASs – called linked bundled EASs. Enhancements are made to discover bundled EASs and also to support service continuity for bundled EASs
Further, SA6 also enhanced architecture and procedure to enable edge applications to provide support for Exposure of EAS Service APIs using CAPIF, EAS Information provisioning, enhancements to service continuity planning, EDGE-5 APIs, Application traffic filter exposure, EEL service differentiation, Support for EAS synchronization, Application traffic influence from EAS, Support of constrained devices, Support of NAT deployed within EDN, ACR scenario combination, Simultaneously EAS connectivity in ACR, Usage of Edge Analytics.

Management aspects of application layer support of the Edge Applications is specified in 3GPP TS 28.538 [2].

Security aspects of application layer support of the Edge Applications is specified in 3GPP TS 33.558 [3].

Enhancements to stage 3 normative work for application layer support of the Edge Applications are specified as open APIs in 3GPP TS 24.558 [4] and 3GPP TS 29.558 [5]. 
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