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1. Discussion
In release 17, model sharing was limited to sharing between NFs from same vendor.
In release 17 the possibility to send a file address, of an ML model from a source NWDAF containing either only AnLF or a combination of AnLF and MTLF was introduced in Nnwdaf_AnalyticsSubscription_Transfer service operation. 
In release 18 the model sharing was extended to include sharing between NFs from different vendors.
In release 18, SA3 studied and specified how to protect the ML model, when NWDAF containing MTLF is the producer of the model.
No study nor any solution to protect the model from misuse was done for the case of ML model sharing in procedures using Nnwdaf_AnalyticsSubscription_Transfer service operation. 
It is generally accepted that ML models are produced by NWDAF containing MTLFs. Re-using SA3 defined solution for authorization in Nnwdaf_MLModelProvision_Subscribe service operation is a future proof solution.
It is generally accepted that the procedures using the mentioned service operation, including the possibility to send File address of the ML model(s) poses security issues with regards to e.g. authorization and forwarding of model received from another NWDAF. See LS S2-2405849 from SA3, which clearly states that File Address of the ML model shall be removed from the service operation.
The discussion, on the mentioned security issues started in SA WG2 Meeting S2-160. Attempts in two SA2 meetings to remove File address of ML model(s) to resolve the issue have been done, see e.g. S2-2401052 in SA2#160-Ad Hoc-e and S2-2406356 in last SA2 meeting. The corrections have been objected in SA2. 
It is generally accepted to replace File address of the ML model(s) with ML Model ID in the service operation.
If a vendor would like to continue sending File Address of the ML model(s) it is possible to do so with propietary extension of the service operation. 
Study and normative of release 18 is over and its time to remove the security issue, by removing the possibility to send File address of the ML model(s) and in next SA2 meeting introduce ML Model ID as a new method to convey information.
2. Proposal
It is proposed to agree the changes in accompnaying CR SP-240862.
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