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Summary based on the input provided by CMCC in SP-240781.
Network slicing is the key technology for differentiated network requirements of vertical industries. SA1 defines the relevant requirements of the open network slicing capability API for trusted third parties in TS 22.261[1] section 6.10, including the need to support the creation, modification, and deletion of slices, support the definition and update of slice capabilities, and support slice-related UE and service information configuration.
This work item is based on the conclusions captured in TR23.700-99[2]. Network slice capability enablement (NSCE) service specified in this work item enables the network slice related capabilities towards 3rd party on the basis of R17 SEAL. The NSCE service provides additional functionality and exposes slice capabilities based on 5GS management system services (e.g MnS services) and 5GS network services (e.g. NEF APIs, NWDAF APIs, NSACF APIs). 
The following features are supported:
-	Slice API configuration and translation, provides the exposure of APIs in a slice-tailored manner by configuring and translating the slice API to service APIs based on per slice requirements, as specified in clause 9.3 of TS 23.435[3].  
-	Discovery of management service exposure as specified in clause 9.6 of TS 23.435[3].
-	Network slice performance and analytics monitoring as specified in clause 9.7 of TS 23.435[3].
-	Network slice diagnostics as specified in clause 9.14 of TS 23.435[3]..
-	Network slice fault management capability exposure as specified in clause 9.15 of TS 23.435[3].
-	Slice requirements verification and alignment capability exposure as specified in clause 9.16 of TS 23.435[3].
-	Network Slice Information delivery as specified in clause 9.17 of TS 23.435[3].
-	Network Slice Allocation as specified in clause 9.18 of TS 23.435[3].
-	Information collection from NSCE server(s), supports the network slice status exposure to other NSCE server(s) if some agreement has been made, as specified in clause 9.8 of TS 23.435[3].
-	Application layer network slice lifecycle management as specified in clause 9.4 of TS 23.435[3]. 
-	Network slice optimization based on VAL server policy as specified in clause 9.5 of TS 23.435[3].
-	Multiple slices coordinated resource optimization, monitors the slice usage status of multiple slices (PNI-NPN slice(s) and its private slice in the PLMN) of the PNI-NPN owner in a combined manner, as specified in clause 9.10 of TS 23.435[3].
-	Predictive slice modification in edge based NSCE deployments, avoids degradation of the application service performance by service continuity negotiation among NSCE servers in different EDNs, as specified in clause 9.9 of TS 23.435[3].
[bookmark: _GoBack]-	Predictive slice modification in Inter-PLMN based slice service continuity, NSCE service provider  provides slice service continuity when connected to two PLMNs and has SLAs with them, as specified in clause 9.13 of TS 23.435[3].
-	Network slice adaptation for VAL application, adapts the network slice for the VAL application via providing a guidance to update the URSP rules at the 5GS, as specified in clause 9.11 of TS 23.435[3].
-	Slice related communication service lifecycle management as specified in clause 9.12 of TS 23.435[3].
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