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1	Introduction
For 3GPP Release 13, Mission Critical Push To Talk (MCPTT) was defined in core specifications. Consequently, and for commercial need, a Work Item [1] was opened in RAN5 to create conformance test cases. The Work Item created the TS 36.579 family of specifications. The TS 36.579 family of specifications included both UE/Device/Client conformance test cases as well as server conformance test cases. The server test cases, included in TS 36.579-3, were created for situations where an MCPTT server would exist outside of the core network and be controlled by an end user acting as a customer of a carrier. No network or core testing was part of the scope of the Work Item. 
The justification of server-side conformance testing in Rel-13 Work Item Description [1] states:
“Furthermore, in order to avoid fragmentation of the compliance testing of the different MCPTT architectural elements, and the possibility of varying interpretation of 3GPP core spec requirements, the industry has identified the need for a 3GPP Conformance test specification for the MCPTT Server. Although this may be seen as outside of the present RAN5 scope, it should be noted that an MCPTT Server-like implementation will be implemented in the UEs to allow them to operate in off-network scenarios. MCPTT Server conformance testing will be a mere extension of this concept, and does not represent a bridge for RAN5 to test the Network.”  
In subsequent mission critical services Work Items for Release 14 [2] and Release 15 [3], Mission Critical Video (MCVideo) and Mission Critical Data (MCData) were included in the TS 36.579 family of specifications for UE/Device/Client conformance test cases only. There was not strong Industry need for MCVideo and MCData server test cases. 
For Release 16, the Industry needs were changed. The Release 16 mission critical services Work Item Description (WID) [4] included updates for all existing TS 36.579 specifications and included the creation of new specifications TS 36.579-8 for MCVideo server test cases and TS 36.579-9 for MCData server test cases. The WID was endorsed by RAN5 and approved in the RAN Plenary. 
Once work began on the Rel-16 Work Item, RAN5 and TF 160 leadership decided that MCPTT, MCVideo, and MCData server test cases were outside the scope of RAN5. This has caused all work for MCPTT, MCVideo, and MCData server test cases to halt within RAN5. 
It would be helpful if we can agree on changing the scope for RAN5 which would enable including MCPTT, MCVideo, and MCData server test cases in RAN5 specs.

2	Discussion
There are scenarios in the real world where a server, or a device that can perform as a server, interacts with the core and its mission critical services (MCX) servers. In these cases, a human user controls the device, so technically, it’s an end user device. The most common instance of this is with the use of dispatch interfaces and mobile dispatch devices. A human uses the dispatch interface to enable groups, disable groups, create groups, etc. and interact with the carrier core servers. MCX (MCPTT, MCVideo, and MCData) Server conformance testing will be a mere extension of this concept, and does not represent a bridge for RAN5 to test the Network.
Server side MCX conformance testing specs are critical to bring interoperability among MCX application server vendors/providers and across interconnected MCX systems from various vendors. It can help in reducing implementation cost and rollout time. 
Server-side conformance testing is currently not in scope of 3GPP RAN5. It has resulted in pausing all work for MCPTT, MCVideo, and MCData server test cases which were endorsed by RAN5 and approved by RAN plenaries in Rel-13 and Rel-16 WIDs for mission critical services. It will be beneficial to discuss and agree on a way forward to resume work on MCPTT, MCVideo, and MCData server test cases. Following proposals may be potential way forward:
Proposal 1: Accept that some human-controlled devices are able to act as Mission Critical Services servers, exist outside of the core network, and can therefore fit within the current scope of RAN5.
or
Proposal 2: Extend the scope of RAN5 to include Mission Critical Services server conformance testing which would enable incorporating MCPTT, MCVideo, and MCData server test cases in RAN5 specs.

3	Proposal
Proposal 1: Accept that some human-controlled devices are able to act as Mission Critical Services servers, exist outside of the core network, and can therefore fit within the current scope of RAN5.
or
Proposal 2: Extend the scope of RAN5 to include Mission Critical Services server conformance testing which would enable incorporating MCPTT, MCVideo, and MCData server test cases in RAN5 specs.
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