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1	Introduction
In RAN3#123bis meeting, the discussion on device context management and data transfer reached following agreements:
	[bookmark: _Hlk163173189]RAN3#123bis:
AIoT Paging can be used to reach one or more devices for identified AIoT services (e.g., inventory, command).
What’s the device context？
The content in Inventory and Command?


In this contribution, we would like to provide our views on device context management and data transfer for Ambient IoT.
[bookmark: OLE_LINK5]2	Discussion
Regard to data transmission, RAN2 reached some agreements in last meeting, which can be taken as reference:
	· PDCP layer is not needed. FFS how to handle AS security (if needed pending SA3 discussion) and any other really needed functionalities.
· SDAP is not supported for UP protocol stack. 
· RLC layer is not needed. FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size). RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed.  
· RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL). FFS how to handle the general QoS requirements from SA2


Regard to the data transmission, RAN2 agrees that SDAP/PDCP/RLC layer are not supported and no concept of QoS flow at AS-level for both UL and DL. With the motivation to design the ultra-low complexity with ultra-low power consumption, a simple data transmission solution is what we expected for A-IoT function. It is unwanted to design legacy PDU Session Management procedure, whose purpose is to manage resources on Uu and NG-U for one or several PDU sessions and the corresponding QoS flows. In addition, the cost control of A-IoT device would be ultra-low, so it is impossible for device to store the PDU session context when out of power. From RAN3 point of view, it is unnecessary to follow legacy UP solution, and the data path is not required to transfer data between UPF and NG-RAN node. 
Observation 1: The cost control of A-IoT device would be ultra-low, so it is impossible for device to store the PDU session context when out of power.
Proposal 1: The legacy user plane solution is not needed, and the data path is not required to transfer data between UPF and NG-RAN node.
Therefore, the data should be transmitted through control plane solution, which means the A-IoT data are carried in NGAP signalling. From our view, we are not willing to develop two separate data transfer solutions for topology1 and topology2 which brings the complex design for A-IoT device. From the SA2’s CR and our summary, two potential data transmission schemes are identified:
Scheme 1: Application layer based information transmission;
Scheme 2: NAS based information transmission;
If the scheme 1 is adopted, A-IoT device will directly communicate to the application server and the data will be transparent to RAN and CN. If the CN does not know the requirements from the application server, it cannot find the suitable reader to initiate the corresponding service, i.e., inventory or command service. 
If the scheme 2 is adopted, the data is encapsulated in NAS PDU which is transparent to NG-RAN node for topology 1 and topology 2, RAN does not need to know the exact data carried from the CN. However, NG-RAN should be aware of the data type of messages from CN. If the data type is known, NG-RAN node can schedule the A-IoT interface resources in both time and frequency domain in topology 1&2. For example, when the device receives the inventory message, it responds RN16/EPC as acknowledgement, without further waiting for subsequent data or signalling; when the NG-RAN node receives the read command, it may allocate a large data message size for device to respond the content to read; when the NG-RAN node receives the write command, it only needs to allocate only one bit for device to respond the acknowledgement for write. Hence, we would like to go for scheme 2 by include data in NAS PDU in NGAP signalling. The Transport of NAS Messages procedure or a new NGAP procedure can be used to transfer the data.
Observation 2: When the device receives the inventory message, it responds RN16/EPC as acknowledgement, without further waiting for subsequent data or signalling; when the NG-RAN node receives the read command, it may allocate a large data message size for device to respond the content to read; when the NG-RAN node receives the write command, it only needs to allocate only one bit for device to respond the write result.
Proposal 2:  RAN3 assumes that NG-RAN node is aware of the data type of messages from CN, i.e., NG-RAN node is aware whether the signalling is inventory, read or write.
Proposal 3: The Transport of NAS Messages procedure or a new NGAP procedure can be used to transfer the data.
Considering the device context management, there will be no registration procedure for A-IoT devices and only CN stores the UE context after the common paging. Before the inventory, the CN has no prior information about the distribution of the devices. Thus, CN will trigger a common paging in a large area to inventory all devices. After all the devices reports its device ID to the CN via reader, the CN can store the association between the devices and the reader as the device context based on the information collected in the inventory for the further inventory or command. In the future, the CN can use the association to easily page or command the device. If the association is changed in the periodic inventory procedure, the CN will update the inside device context correspondingly. Whether NG-RAN node needs to store the device context, we think it should depend on the specific scenarios. 
Observation 3: After all the devices reports its device ID to the CN via reader, the CN can store the association between the devices and the reader based on the information collected in the inventory for the further inventory or command.
Proposal 4: RAN3 assumes that CN shall store the association between the devices and the reader as the device context. 
Proposal 5: Whether NG-RAN node needs to store the device context should depend on the specific scenarios.

3	Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on device context management and data transfer for Ambient IoT:
Observation 1: The cost control of A-IoT device would be ultra-low, so it is impossible for device to store the PDU session context when out of power.
Observation 2: When the device receives the inventory message, it responds RN16/EPC as acknowledgement, without further waiting for subsequent data or signalling; when the NG-RAN node receives the read command, it may allocate a large data message size for device to respond the content to read; when the NG-RAN node receives the write command, it only needs to allocate only one bit for device to respond the write result.
Observation 3: After all the devices reports its device ID to the CN via reader, the CN can store the association between the devices and the reader based on the information collected in the inventory for the further inventory or command.
Proposal 1: The legacy user plane solution is not needed, and the data path is not required to transfer data between UPF and NG-RAN node.
Proposal 2:  RAN3 assumes that NG-RAN node is aware of the data type of messages from CN, i.e., NG-RAN node is aware whether the signalling is inventory, read or write.
Proposal 3: The Transport of NAS Messages procedure or a new NGAP procedure can be used to transfer the data.
Proposal 4: RAN3 assumes that CN shall store the association between the devices and the reader as the device context. 
Proposal 5: Whether NG-RAN node needs to store the device context should depend on the specific scenarios.
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