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1	Introduction
At previous RAN3-123bis meeting, the regenerative architecture was discussed, and the following conclusions were made. 
There is no consensus to discuss new NTN architecture now; wait for an LS from SA2 on this particular issue.
Technical discussion based on current architecture can be discussed in next meeting.
In this paper, we are then continuing to discuss the NG and Xn impact under the current NG architecture with regards to the on-going WI and the two incoming LSes from SA2. 
For the regenerative payload, SA2-162 meeting sent a LS to ask RAN3 to consider and feedback, as copied as follows in [1].
	1. Overall Description:
As part of the Rel-19 study on 5G System enhancements for satellite access (FS_5GSAT_ARCH_Ph3), Key Issue #1 of TR 23.700-29 considers the support of Regenerative-based satellite access. SA2 has identified the following candidate mechanisms and assumptions, which need to be verified by RAN3:
· A procedure to handle the N2 and S1 connections when the eNB/gNB leaves the service area of an AMF/MME (e.g. when setting over the horizon) should be supported. Options e.g. disconnecting/suspending/performing configuration update of the N2/S1 connections are considered in SA2. It is up to RAN3 to determine the final option about whether to reuse existing or new mechanisms/procedures.
· If the eNB/gNB IP address changes due to soft feeder link switch, SA2 assumes that this case can be supported using the existing procedures.
· SA2 assumes that AMF/MME can treat the Mapped Cell ID as per rel-17.

2. Actions:
To RAN3:
ACTION: 	SA2 kindly asks RAN3 to consider the above and provide feedback.
· 



This contribution provides the liaison responses in Annex A and B:
· LS on Support of Regenerative-based Satellite Access [1], including in RAN WI discussion.
· Reply LS on security of IP transport over satellite transport links [2].
2	Discussion
2.1	NG impact
2.1.1 AMF/MME change 
When the eNB/gNB leaves the service area of an AMF/MME, as pointed out in [1], the NG interface cannot work any longer. In current spec, there is neither dedicated procedure to remove NG nor NG non-UE associated suspend/resume procedure. Below discusses whether to introduce the NG suspend/resume or dedicated procedure to remove NG.
1) NG suspend/resume procedure
There is no strong need for introducing NG suspend/resume procedures. The only advantage for the NG suspend/resume procedure is a little signalling reduction when establishing the NG connection with the same AMF again. However, the NG suspend operation requires the gNB stores those NG configurations (i.e., non-UE associated contexts) related to multiple AMFs. Considering the earth rotation, it may take a long time for the gNB connects to the same AMF again, which causes much storage consumption on the gNB for retaining multiple AMFs’ NG configurations. 
Observation 1: NG suspend/resume operation requires the gNB to store NG configurations (i.e., non-UE associated contexts) relevant to multiple AMFs, which leads to much storage consumption on the gNB.
Proposal 1: No need to introduce the NG suspend/resume towards the old AMF.
2) Dedicated procedure to remove NG interface
The disconnection of the feeder link can lead to the natural NG release between the gNB and the CN, without any new procedure. And considering the deterministic satellite orbit and earth rotation, the NTN Control function can easily determine the point in time when the feeder link switch over between the gNB and the CN is performed.  As this time is well predictable (ephemeris), the AMF can reset all connection and tear down SCTP connection in order to remove NG, there is no need for dedicated procedure.
Proposal 2: The removal of NG interface is part of the legacy existing procedure.

2.1.2 Feeder link switch
As described by the second bullet in SA2 LS [1], during the soft feeder link switch, the gNB IP/TNL address may be changed. We understand this can happen at least for no AMF change case, and agree with solution #35 in SA2 TR that such case can be supported by existing procedures. 
Specifically, the solution #35 in SA2 TR 23.700-29 for this case is listed as follows. 
	---Excerpt from TR 23.700-29---
Scenario 1 (no AMF/MME change):
In case of deployment scenario 1, the TNL between gNB/eNB and AMF/MME would change while the gNB/eNB is serving a specific set of cells and Tracking Areas. To update the TNL association between gNB/eNB and AMF/MME different options are possible based on the existing standard:
-	Support for multiple TNL associations is available in 5GS (i.e. N2), as described in TS 23.501 [2] and TS 38.413 [12]. In this case the gNB can initiate a new TNL association via the new feederlink and remove the old TNL association that was active over the old feederlink.
-	Support for replacing an old N2/S1 interface with a new N2/S1 interface while preserving the active UE contexts is supported for both N2 and S1, as described in TS 38.413 [12] and TS 36.413 [14]. In this case the gNB/eNB establishes a new SCTP association via the new feederlink and sends a N2/S1 SETUP Request including the UE Retention Information IE. The AMF/MME accepts to retain the existing UE related contexts and signalling connections. The AMF/MME sends a N2/S1 SETUP Response and includes the UE Retention Information IE.
-	To update the N3/S1-U GTP-U tunnels with the new gNB/eNB TNL address, the gNB/eNB can provide the new tunnel endpoint information (F-TEIDs) to the core network by sending PDU SESSION RESOURCE MODIFY INDICATION / E-RAB MODIFICATION INDICATION.
---End of excerpt---



For NG interface, as specified in TS 38.412, multiple TNL association can be bound to one NG interface and it is easily using a new TNL association to replace the old one. A solution is establishing a new NG interface to the same AMF pool with the UE Retention Information IE, so that all UE context can be kept and reused by the new NG interface. 
For the AMF change case, NG-Flex TS 38.401 is always possible and also applicable in same AMF pool. It is always allowing to setup a new NG interface. Also, it is possible to trigger the CN based handover and/or the release procedure towards UEs to trigger connect to another AMF.
With regards to SA2 LS, all these solutions are applicable to eNB/MME, when existing. 
Proposal 3: RAN3 to confirm that existing procedures can be supported by the gNB/eNB in soft feeder link switch.
2.1.3 Mapped Cell ID
For the mapped cell ID mentioned in SA2 LS, it is confirmed that the mapped cell ID is treated as per Rel-17. 
Proposal 4: RAN3 to confirm that AMF can treat the Mapped Cell ID as per rel-17. 
For above issues, the draft reply LS can be found in the Annex A.
Proposal 5: Agree the reply LS in the Annex on Regenerative Satellite Access.

2.2	Xn impact
In the context of NR NTN Rel-19, the Xn interfaces can be set up between the satellite gNBs over the ISL (Inter Satellite Link) or feeder link. For the Xn over the feeder link, as what we emphasize in the previous section, the gateway is seen as a TNL gateway.
Proposal 6: Xn interface can be setup between satellite gNBs via ISL or via feeder link.
Similar to the analysis for NG part, the Xn suspend/resume is not needed, and the current Xn specification has already supported Xn removal procedure.
Proposal 7: No additional stage 3 impact for the Xn removal/suspend/resume.

2.3	Security of IP transport over satellite transport links

The SA2 reply LS to SA3 was received in [2]. In this part, we provide our views on the security of IP transport over satellite transport links raised by SA3.
For the R19 regenerative satellite, and the UE-satellite-UE use cases, SA3 asked some architecture assumptions, to further study the security and privacy aspects. The details can be found as follows.  
	SA3 is studying security and privacy aspects of 5G Satellite Access Phase 3 in Rel-19. 5G NTN regenerative payload on-board orbiting satellite communication is IP based. Feeder link and Inter-Satellite Link (ISL) are satellite transport links. The satellite transport links are not in scope of 3GPP. However, the IP transport allowing on-board 5G NTN payload to communicate with ground-based 3GPP network passes through these satellite transport links. 
The regenerative NTN payload on-board orbiting satellite in a constellation operates in a dynamic environment due to satellite movement. SA3 is considering reusing network domain security as defined in TS 33.210 as a baseline to protect 3GPP system interfaces. However, fit for purpose effective security protection at the transport layer (e.g., DTLS) and at the network layer (e.g., IPsec) rely on underlying IP connectivity. 
SA3 would like to seek feedback from SA2 on the architectural assumptions related to persistency, reliability, and availability of IP connectivity from satellite hosted 3GPP systems to ground-based 3GPP network in generic regenerative and UE-satellite-UE use cases.



Similar to the SA2 reply in [2], from RAN perspective, the transport network between the regenerative satellite and the CN are within the feeder link or the ISL, which is over IP, 3GPP IP stacks are assumed to be supported, then as SA3 mentioned, RAN assume to be in the Network Domain Security as defined by TS 38.401. 

Proposal 8: Agree the reply LS in the Annex on security of IP transport over satellite transport links. 


3	Conclusion
This contribution discusses the regenerative payload for the NR NTN, and provide our views on the SA2 LS. It is proposed:
Observation 1: NG suspend/resume operation requires the gNB to store NG configurations (i.e., non-UE associated contexts) relevant to multiple AMFs, which leads to much storage consumption on the gNB.
Proposal 1: No need to introduce the NG suspend/resume towards the old AMF.
Proposal 2: The removal of NG interface is part of the legacy existing procedure.
Proposal 3: RAN3 to confirm that existing procedures can be supported by the gNB/eNB in soft feeder link switch.
Proposal 4:  RAN3 to confirm that AMF can treat the Mapped Cell ID as per rel-17. 
Proposal 5: Agree the reply LS in the Annex on Regenerative Satellite Access. 

Proposal 6: Xn interface can be setup between satellite gNBs via ISL or via feeder link.
Proposal 7: No additional stage 3 impact for the Xn removal/suspend/resume.
Proposal 8: [bookmark: _GoBack]Agree the reply LS in the Annex on security of IP transport over satellite transport links.
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1. Overall Description:
RAN3 would like to thank SA2 for their LS on regenerative payload considerations. The following candidate mechanisms and assumptions are requested to be verified by RAN3:
· A procedure to handle the N2 and S1 connections when the eNB/gNB leaves the service area of an AMF/MME (e.g. when setting over the horizon) should be supported. Options e.g. disconnecting/suspending/performing configuration update of the N2/S1 connections are considered in SA2. It is up to RAN3 to determine the final option about whether to reuse existing or new mechanisms/procedures.
· If the eNB/gNB IP address changes due to soft feeder link switch, SA2 assumes that this case can be supported using the existing procedures.
· SA2 assumes that AMF/MME can treat the Mapped Cell ID as per rel-17.

Regarding the SA2 assumptions, RAN3 replies:
· When the AMF/MME is disconnected, there is no need to introduce the NG/S1 suspend/resume towards the AMF/MME, and the removal of NG/S1 interface is part of the legacy existing procedure.
· The existing procedures can support the eNB/gNB IP address change in soft feeder link switch.
· RAN3 confirms AMF/MME can treat the Mapped Cell ID as per rel-17. 

2. Actions:
To SA2: 
ACTION: 	RAN3 asks SA2 to take the above feedback into account.
 


3. Date of Next RAN3 Meetings:
TSG-RAN3 Meeting	#125 – August 19 to August 23, 2024         Maastricht, NL
TSG-RAN3 Meeting	#125bis – October 14 to October 18, 2024            China (TBC)
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1	Overall description
RAN3 thanks SA3 for the LS on security of IP transport over satellite transport links.
About SA3 raised aspects on the security of IP transport over satellite transport links, RAN3 has same understanding as SA3 that the NTN Transport assumes the necessary IP protocol Stacks, and the Network Domain Security is assumed (TS 38.401) and no issue is foreseen.
2	Actions
To SA3 :
ACTION: 	RAN3 kindly asks SA3 to take the above information into account.

3	Dates of next RAN3 meetings
Updated meeting schedule can be found at: https://portal.3gpp.org/?tbid=373&SubTB=381#/ 

RAN3#125	2024-08-19  -  2024-08-23 	Maastricht, NL
TSG-RAN3 Meeting	#125bis – October 14 to October 18, 2024            China (TBC)

