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1. Introduction
[bookmark: _Hlk166239463]This contribution is to provide our views on random access-like procedure for Ambient IoT.
2. Discussion
2.1. CBRA and CFRA
We made a following agreement in the last meeting.
	Agreement in RAN2#125bis [1]
Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  


In this section we provide our understanding of the two different random access procedures and views on way to go.
Since the random access-like procedure is agnostic to Topology (i.e., does not care the Reader is BS or Intermediate node), we discuss only Topology 1 in this contribution.
First we would like to provide an example of whole picture of call flows of the baseline procedure for Inventory use case. Note that the procedure and description is captured in another contribution [2] and we mentioned to other use cases and topology 2 as well in the Tdoc.
	Figure 1 depicts an example of baseline procedure where:
STEP 1:	NG-AP message from CN to BS to indicate Initial Trigger Message. Target Device IDs or Device group IDs can be included.
STEP 2:	Initial Trigger Message from Ambient IoT Reader (BS) to Ambient IoT Devices. Target Device IDs or Device group IDs can be included.
STEP 3:	If the Ambient IoT Device is indicated to respond in the Initial Trigger Message, Device sends the first message from Device to Reader in random access-like procedure. According to an agreement in RAN2#125bis below, a permanent or temporary ID shall be included. Definition of contention resolution in the slotted-ALOHA framework is up to RAN1 discussion.
STEP 4:	If the Reader does not detect contention of the message in STEP 3, the Reader sends the message to report successful contention resolution. A permanent or temporary ID can be included.
STEP 5:	After successful completion of random access-like procedure, the Device is allocated with dedicated radio resources. With that resource the device sends a NAS(-like) message to the CN to report completion of random access-like procedure in the Reader. A temporary or permanent Device ID can be included.
STEP 6: The BS transparently forwards the NAS(-like) message to the CN.

[image: ]
Figure 1: Example of baseline Inventory procedure with CBRA for Topology 1
	Agreement in RAN2#125bis [1]
For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   






In above procedure, the contention resolution procedure is conducted in STEP 3 and STEP 4. Therefore, we could say the baseline procedure above (or one with some modification) is CBRA.
On the other hand, if only one Ambient IoT Device is targeted in the indication from the CN (STEP 1), there is no D2R messages from other devices to possibly collide with the D2R message from the targeted device, there is no need to conduct contention resolution. In this case, the Device can skip contention resolution (STEP 3 and STEP 4) and directly transmit UL NAS message in STEP 5. This procedure could be called CFRA.
Figure 2 depicts the procedure for CFRA based on above discussion where:
STEP 1:	NG-AP message from CN to BS to indicate Initial Trigger Message. If only one target Device ID is indicated in this message, the Ambient IoT Reader (BS) can determine to conduct CFRA and start following procedure.
STEP 2:	Initial Trigger Message from Ambient IoT Reader (BS) to Ambient IoT Devices. Target Device ID is included.
STEP 3:	The Device sends a NAS(-like) message to the CN to report completion of random access-like procedure in the Reader. A temporary or permanent Device ID can be included.
STEP 4: The BS transparently forwards the NAS(-like) message to the CN.
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Figure 2: Example of baseline Inventory procedure with CFRA for Topology 1
Proposal 1.	Ambient IoT Reader can determine to conduct CFRA if the number of targeted devices indicated by the CN is one.
Proposal 2.	Assume Figure 2 as baseline Inventory procedure with CFRA for Topology 1.

2.2. Random access failure detection and retransmission
In the baseline procedures e.g., Figure 1, every D2R or R2D message, i.e., STEP 2, 3, 4 and 5 cannot be reached to destination due to various reasons, for instance when the Device entered NLOS area temporarily. When the message lost happens the CN regards as the Device could not be found by the Reader. Considering the Ambient IoT system may be deployed with high frequency bands than are easy to fade, it is beneficial to support retransmission functionality in random access procedure.
One straightforward solution is to support failure detection in the Ambient IoT Reader and retransmission of Initial Trigger Message only targeting the failure devices.
Figure 3 provides two examples of where the Reader detects failure in the procedure.
[image: ]
Figure 3: Comparison of failure detection point in random access-like procedure
In Figure 3, example (a) depicts the case where the Reader detects missing messages from targeted Devices between after STEP 3, while example (b) is after STEP 5. Comparing these two, example (a) can detect the missing messages in STEP 2 and STEP 3 while example (b) can also detect STEP 4 and STEP 5. Therefore, we prefer to support the failure detection of later messages as much as possible.
Considering above perspectives, we would like to provide an example of failure detection and retransmission of Initial Trigger Message in Figure 4. In this procedure, the Ambient IoT Reader detects missing messages for STEP 5 comparing with the list of devices targeted in STEP 2. After one baseline procedure completes, the Reader retransmits the Initial Trigger Message to missing Devices detected.
[image: ]
Figure 4: Example of RA-like failure detection and retransmission of Initial Trigger Message
Proposal 3.	Ambient IoT Reader supports detection of missing D2R messages from devices targeted in the Initial Trigger Message.
Proposal 4.	Ambient IoT Reader supports retransmission of Initial Trigger Message for missing devices.
Proposal 5.	Assume Figure 4 as baseline procedure for random access-like failure detection and retransmission of Initial Trigger Message.

3. Summary and proposal
Proposal 1.	Ambient IoT Reader can determine to conduct CFRA if the number of targeted devices indicated by the CN is one.
Proposal 2.	Assume Figure 2 as baseline Inventory procedure with CFRA for Topology 1.
Proposal 3.	Ambient IoT Reader supports detection of missing D2R messages from devices targeted in the Initial Trigger Message.
Proposal 4.	Ambient IoT Reader supports retransmission of Initial Trigger Message for missing devices.
Proposal 5.	Assume Figure 4 as baseline procedure for random access-like failure detection and retransmission of Initial Trigger Message.
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