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In this contribution, we show our views on the random access procedure for A-IOT.
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1.1 A-IoT random access procedure
In RAN2#125bis meeting, RAN2 decided to study the contention-based and contention-free access procedures and detailed solutions. In this section, we show our view on how to perform the contention-based and contention-free access procedures.

1.1.1 Contention-based access and contention-free access procedure
For contention-based access procedure, we think that there are two options as follows.
· Option 1. Similar to NR, the A-IOT device performs the 4-step contention-based access.
· Msg0. The A-IOT device receives the query message.
· Msg1. The A-IOT device transmits a RN16 (Random Number 16).
· Msg2. The A-IOT device receives the same RN16.
· Msg3. The A-IOT device transmits a unique A-IOT device identifier.
· Msg4. The A-IOT device receives same unique A-IOT device identifier.
· Option 2. Similar to RFID, the A-IOT device performs the 2-step contention-based access.
· Msg0. The A-IOT device receives the query message.
· Msg1. The A-IOT device transmits a RN16.
· Msg2. The A-IOT device receives the same RN16.

For Option 1, similar to the NR contention-based random access, the A-IOT device performs the contention-based access procedure using 4-step. In Option 2, it is considered that transmission of the same RN16 in Msg1 from the multiple A-IOT devices is rare case, and thus the transmission of the unique A-IOT device identifier is not needed. 
However, even though each A-IOT device can choose one of numbers from 16bits as the RN16, the number of A-IOT devices in a warehouse would be large and it is possible for more than one A-IOT device to transmit the same RN16 simultaneously. In this case, acknowledgment with same RN16 by the reader is not enough and the reader should indicate which A-IOT device’s transmission has actually been received using the contention resolution step. For this reason, we prefer the Option 1. 
Proposal 1. Similar to NR, the A-IOT device performs the 4-step contention-based access as follows.
· Msg0. The A-IOT device receives the query message.
· Msg1. The A-IOT device transmits a RN16.
· Msg2. The A-IOT device receives the same RN16.
· Msg3. The A-IOT device transmits a unique A-IOT device identifier.
· Msg4. The A-IOT device receives same unique A-IOT device identifier.

Since the contention-free access procedure does not need to perform the contention resolution, we think that this would be used for one specific A-IOT device and transmitting and receiving RN16, i.e., Msg1 and Msg2, in the 4-step contention-based access is not needed. That is, after receiving a query message, the A-IOT device transmits a unique A-IOT device identifier. Then, if the A-IOT device receives the same unique A-IOT device identifier, the A-IOT device considers that the contention-free procedure is successfully completed. 
In addition, the A-IOT device directly transmits and receives the unique A-IOT device identifier instead of performing Msg1 and Msg2 procedure, it can call the MsgA and MsgB for the contention-free access procedure.
Proposal 2. The A-IOT device performs the 2-step contention-free access as follows.
· Msg0. The A-IOT device receives the query message.
· MsgA. The A-IOT device transmits a unique A-IOT device identifier.
· MsgB. The A-IOT device receives same unique A-IOT device identifier.

In our understanding, it is proper to use the contention-free access procedure when the reader sends the initial trigger message only for a designated A-IOT device. Otherwise, the contention-based access procedure should be used when the reader sends initial trigger message for the group A-IOT devices.
Proposal 3. The contention-free access procedure is used when the reader sends the initial trigger message only for a designated A-IOT device 
Proposal 4. The contention-based access procedure should be used when the reader sends initial trigger message for the group A-IOT devices.

1.2 How to allocate the slot
In RAN2#125bis meeting, it was agreed that slotted-ALOHA is the baseline for A-IOT random access. 
The following is an example for the slotted-ALOHA. If the reader requests the data transmission to the multiple A-IOT devices, the A-IOT device selects a slot and transmits the data. If at least two A-IOT devices performs the contention-based access on a same slot, the collision happens. Then, the collided A-IOT devices re-selects another slot to transmit/receive data.




In the slotted-ALOHA, the important point is how the A-IOT device knows the beginning of the slot, hereinafter calls access occasion, because the A-IOT device cannot support the synchronization system. Thus, the A-IOT device must know the exact timing of access occasion to transmit or receive data.
In order to indicate the beginning of access occasion, the reader should send the query message to the A-IOT device(s). Then, if the query message is received from the reader, the A-IOT device(s) starts to perform the contention-based or contention-free access procedure.
Proposal 5. In order to indicate the start of the access occasion, the reader should send the query message to the A-IOT device(s). Then, the A-IOT device(s) performs the contention-based or contention-free access procedure.

Even if the A-IOT device knows the beginning of access occasion, there may be a collision if multiple A-IOT devices choose the same occasion. Thus, a slot reservation mechanism also needs to be considered.
The simple way is that the A-IOT device considers that the access occasion is reserved when receiving its A-IOT device identifier. For example, at access occasion#1, the A-IOT device transmits the A-IOT device identifier#1. But, if the A-IOT device receives the A-IOT device identifier#2, the A-IOT device considers that the access occasion is not reserved. Later on, at access occasion#2, the A-IOT device transmits the A-IOT device identifier#1 and the A-IOT device receives the A-IOT device identifier#1. In this case, the A-IOT device considers that the access occasion is reserved and the A-IOT device starts the data transmission and reception procedure.


Proposal 6. After an A-IOT device transmits the A-IOT device identifier in Msg3, the A-IOT device considers that the access occasion is reserved if the A-IOT device receives its A-IOT device identifier in Msg4.

1.3 Attempt the access procedure.
As described above, the A-IOT devices attempt the access procedure on an access occasion when receiving a query message. However, if all A-IOT devices attempt the access procedure on the same access occasion, the collision probability would be increased. In this sense, how to distribute the access occasion for the multiple A-IOT devices should be discussed.
From the A-IOT device point of view, if the A-IOT device does not know how many access occasion exists, the A-IOT device selects the earliest access occasion. Of course, the A-IOT device can select every access occasion and perform the access procedure. However, it would cause a waste of energy in the A-IOT device and increase the probability of access failure. 
In order to avoid the above case, we think that the RFID access mechanism can be reused, i.e., the reader indicates the number of access occasion in a query message. More specifically, if the A-IOT device receives the query message containing the number of the access occasion, the A-IOT device selects one access occasion within the number of the access occasion. Then, the A-IOT device performs the access procedure on the selected access occasion. 
Proposal 7. The reader should indicate the number of access occasion in a query message

Even if the A-IOT device knows the number of access occasion, RAN2 need to discuss how to select the access occasion within the number of access occasion. For this, we think that the energy level of the A-IOT device should be considered. 
Since the A-IOT device has small energy storage capability, an A-IOT device may be in a condition that it doesn’t have enough power to complete data transmission. In this case, the A-IOT device will fail to perform the access procedure. However, the reader does not have information on whether an A-IOT device has enough power to complete the access procedure or not. Thus, the A-IOT device should select the access occasion by considering the A-IOT device’s energy level. For instance, an A-IOT device with low energy level may randomly select the first part of access occasions to save its energy (not to wait long time for access attempt). In other way, an A-IOT device with low energy level may randomly select the last part of access occasions to have more time for energy harvesting.
Proposal 8. RAN2 study that the A-IOT device selects the access occasion within the number of access occasion by considering the A-IOT device’s energy level.
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[bookmark: _Toc450908196][bookmark: _In-sequence_SDU_delivery]Based on the above discussion, we made following proposals and observations.
Proposal 1. Similar to NR, the A-IOT device performs the 4-step contention-based access as follows.
· Msg0. The A-IOT device receives the query message.
· Msg1. The A-IOT device transmits a RN16.
· Msg2. The A-IOT device receives the same RN16.
· Msg3. The A-IOT device transmits a unique A-IOT device identifier.
· Msg4. The A-IOT device receives same unique A-IOT device identifier.
Proposal 2. The A-IOT device performs the 2-step contention-free access as follows.
· Msg0. The A-IOT device receives the query message.
· MsgA. The A-IOT device transmits a unique A-IOT device identifier.
· MsgB. The A-IOT device receives same unique A-IOT device identifier.
Proposal 3. The contention-free access procedure is used when the reader sends the initial trigger 
message only for a designated A-IOT device 
Proposal 4. The contention-based access procedure should be used when the reader sends initial trigger message for the group A-IOT devices.
Proposal 5. In order to indicate the start of the access occasion, the reader should send the query message to the A-IOT device(s). Then, the A-IOT device(s) performs the contention-based or contention-free access procedure.
Proposal 6. After an A-IOT device transmits the A-IOT device identifier in Msg3, the A-IOT device considers that the access occasion is reserved if the A-IOT device receives its A-IOT device identifier in Msg4.
Proposal 7. The reader should indicate the number of access occasion in a query message
Proposal 8. RAN2 study that the A-IOT device selects the access occasion within the number of access occasion by considering the A-IOT device’s energy level.
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