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1 Introduction
The agreements that have been made related to A-IoT random access in the last RAN2 meeting is as follows. 
	Agreements
1. RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2. We will study the support for access triggering for a single device, group of devices, or all devices. RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3. Random Access is triggered by the reader 
4. Reader provides the information that the device needs to respond to the random access trigger. FFS what those parameters are
5. Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure. FFS the details on each procedure and how we call it.  
6. Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access. FFS details
7. For the very first access message from the device to reader in random access an ID is included. RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
8. Baseline procedure:
· Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
· Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
· Step C: The device may perform the data communication with the reader as needed,: Details FFS



Based on the agreements, in this contribution, we discuss further on A-IoT random access.
2 Discussion
[bookmark: OLE_LINK462][bookmark: OLE_LINK463]Although there could be multiple types of random access that need to be studied, e.g., 2/4-step CBRA/CFRA, it would be helpful to start with 4-step CBRA, to align terminology/basic procedures during SI, since the other types can be studied as further optimizations. 
Similar to NR terminology, in A-IoT context, we can call the messages, exchanged during A-IoT 4-step random access, Msg 1/2/3/4 with prefix, e.g., A-IoT Msg 1/2/3/4. 
For the information contained in A-IoT Msg 1/2/3/4, we can start with the following approach as baseline:
· A-IoT Msg 1: A-IoT device sends A-IoT Msg 1 with a random sequence generated by A-IoT device, used as a temporal ID during random access.
· A-IoT Msg 2: A-IoT reader sends A-IoT Msg 2 with the same random sequence received from A-IoT Msg 1, to confirm the successful reception of A-IoT Msg 1 and to trigger A-IoT Msg 3.
· A-IoT Msg 3: A-IoT device sends A-IoT Msg 3 with A-IoT device information, which can include A-IoT device ID and other information defined in upper layer (SA2).
· A-IoT Msg 4: A-IoT reader sends A-IoT Msg 4 with all or part of A-IoT Msg 3 payload, to resolve the contention possibly occured in A-IoT Msg 3 transmission.
In legacy NR, Msg 4 is used to resolve the contention among more than one UEs selecting the same preamble and same PRACH occasion, based on the fact that contention can happen with nontrivial probability, with as many as 64 preambles. We found that some companies propose to not introduce A-IoT Msg 4 in 4-step CBRA, since if random sequence transmitted in A-IoT Msg 1 is 16-bit long (as in RFID) and there are sufficient number of random access occasions, the probability that more than one A-IoT devices selecting the same random sequence at the same random access occasion would be close to zero. However, the length of random sequence, as well as the number of random access occasions that can be configured in a certain random access round, are still facing further discussion in both RAN1 and RAN2, and hence, we should postpone the decision on the presence of A-IoT Msg 4 in 4-step CBRA. 
Proposal 1: RAN2 to postpone the decision on whether A-IoT Msg 4 is present or not in 4-step CBRA.

Proposal 2: RAN2 to consider the following A-IoT 4-step CBRA procedure as baseline:
-	(D2R) A-IoT Msg 1 with random sequence generated by A-IoT device
-	(R2D) A-IoT Msg 2 with the same random sequence received from A-IoT Msg 1
-	(D2R) A-IoT Msg 3 with A-IoT device information
-	(R2D) A-IoT Msg 4 with all or part of A-IoT device information received from A-IoT Msg 3

Note that in order for A-IoT reader to decide whether it should relay the A-IoT device information contained in A-IoT Msg 3 to CN, it should be able to identify whether an A-IoT Msg 3 is from a target A-IoT device. FFS how it can be achieved.
Proposal 3: A-IoT reader should be able to identify whether an A-IoT Msg 3 is from a target A-IoT device. FFS how it can be achieved.

We have agreed to study slotted-ALOHA-like random access procedure as baseline. It means that A-IoT device is supposed to select a time slot-like time domain resource for A-IoT Msg 1 transmission. It is essential to align the terminology during SI regarding the time slot-like time domain resource for A-IoT Msg 1 transmission. Since slot is used in legacy NR to denote 14 symbols, we should use other terminology. Considering PRACH occasion used in legacy NR, it seems appropriate to call it random access occasion. 

Proposal 4: RAN2 to consider using ‘random access occasion’ to indicate at least the time domain resource for A-IoT Msg 1 transmission during SI phase. FFS whether frequency domain resource can also be considered.

In 4-step CBRA, in order to transmit A-IoT Msg 1, A-IoT device should randomly select a random access occasion, among all the random access occasions, which should be signalled in initial trigger message.  
 
Proposal 5: A-IoT Msg 1 of 4-step CBRA is transmitted at a random access occasion selected randomly by A-IoT device, among the total number of random access occasions configured in initial trigger message.

Regarding the possible methods, by which an A-IoT device can know the starting of a random access occasion, the following two options can be considered:
· Asynchronous method: explicit R2D signalling for each random access occasion, indicating its starting point 
· Synchronous method: random access occasion with fixed length, whose starting point is determined autonamously by A-IoT device 
Note that the clock accuracy determines the maximum period that time synchronization between A-IoT reader and A-IoT device can last, i.e., the maximum number of random access occasions that can be introduced per initial trigger message, in the case of synchronous method. It is undesirable from RAN2 point of view, to impose an upper bound on the number of random access occasions due to the low clock accuracy of A-IoT device. RAN2 should consider that the number of random access occasions is determined based on the expected contention level among A-IoT devices, which RAN1 could have no interest in.  

Proposal 6: RAN 2 to prioritize the asynchronous method over synchronous method in determining the starting point of each random access occasion:
-	Asynchronous: explicit R2D signalling for indicating the starting point of a random access occasion
-	Synchronous: determined autonamously by A-IoT device based on its internal clock.

In 4-step CBRA, if A-IoT reader receives A-IoT Msg 1 successfully, it will send A-IoT Msg 2 to confirm the reception of the A-IoT Msg 1 and trigger A-IoT Msg 3 transmission. In other words, A-IoT device will think CBRA fails if receiving other type of R2D message or A-IoT Msg 2 destined to other A-IoT device. For example, at a certain random access occasion, if A-IoT reader does not successfully receive A-IoT Msg 1 sent by an A-IoT device, the A-IoT reader will turn to the next random access occasion, where it may send other type of R2D message (e.g., indicating the starting of the next random access occasion) or A-IoT Msg 2 destined to other A-IoT device, if any. Thus, A-IoT device should expect to receive A-IoT Msg 2 after transmitting A-IoT Msg 1, if A-IoT Msg 1 is successfully received by A-IoT reader. 

Proposal 7: RAN2 to discuss whether the A-IoT Msg 2 is sent within the same random access occasion as A-IoT Msg 1 in 4-step CBRA.

As a baseline, we can design A-IoT Msg 3 is transmitted by A-IoT device immediately after receiving A-IoT Msg 2. Also, after exchanging A-IoT Msg 1 and A-IoT Msg 2 between A-IoT device and A-IoT reader, they know the existence of each other. It means that sort of resource assignment is feasible and can be considered for A-IoT Msg 3 via A-IoT Msg 2, in order to provide the flexibility of resource management to A-IoT reader.

Proposal 8: RAN2 to discuss the following options for the timing of A-IoT Msg 3 transmission in 4-step CBRA:
-	A-IoT Msg 3 is transmitted after A-IoT Msg 2 reception within the same random access occasion
-	A-IoT Msg 3 is transmitted using the time resource assigned by A-IoT Msg 2

Similar to 2-step random access in legacy NR, we can call the messages, exchanged during A-IoT 2-step CBRA, Msg A/B with prefix, e.g., A-IoT Msg A/B, with the following information. 
· (D2R) A-IoT Msg A with A-IoT device information, which can include A-IoT device ID and other information defined in upper layer (SA2).
· (R2D) A-IoT Msg B with all or part of A-IoT device information received from A-IoT Msg A. If A-IoT device receives A-IoT Msg B coincident with A-IoT Msg A, 2-step CBRA is considered successful. 
Proposal 9: RAN2 to consider A-IoT 2-step CBRA procedure including:
-	(D2R) A-IoT Msg A with A-IoT device information
-	(R2D) A-IoT Msg B with all or part of A-IoT device information received from A-IoT Msg A

Note that in order for A-IoT reader to decide whether it should relay the A-IoT device information contained in A-IoT Msg A to CN, it should be able to identify whether an A-IoT Msg A is from a target A-IoT device. FFS how it can be achieved.
Proposal 10: A-IoT reader should be able to identify whether an A-IoT Msg A is from a target A-IoT device. FFS how it can be achieved.
[bookmark: _GoBack]3 Conclusion
[bookmark: OLE_LINK3]Based on the discussion above, we have the following observations and proposals:
Proposal 1: RAN2 to postpone the decision on whether A-IoT Msg 4 is present or not in 4-step CBRA.
Proposal 2: RAN2 to consider the following A-IoT 4-step CBRA procedure as baseline:
-	(D2R) A-IoT Msg 1 with random sequence generated by A-IoT device
-	(R2D) A-IoT Msg 2 with the same random sequence received from A-IoT Msg 1
-	(D2R) A-IoT Msg 3 with A-IoT device information
-	(R2D) A-IoT Msg 4 with all or part of A-IoT device information received from A-IoT Msg 3
Proposal 3: A-IoT reader should be able to identify whether an A-IoT Msg 3 is from a target A-IoT device. FFS how it can be achieved.  
Proposal 4: RAN2 to consider using ‘random access occasion’ to indicate at least the time domain resource for A-IoT Msg 1 transmission during SI phase. FFS whether frequency domain resource can also be considered.
Proposal 5: A-IoT Msg 1 of 4-step CBRA is transmitted at a random access occasion selected randomly by A-IoT device, among the total number of random access occasions configured in initial trigger message.
Proposal 6: RAN 2 to prioritize the asynchronous method over synchronous method in determining the starting point of each random access occasion:
-	Asynchronous: explicit R2D signalling for indicating the starting point of a random access occasion
-	Synchronous: determined autonamously by A-IoT device based on its internal clock.
Proposal 7: RAN2 to discuss whether the A-IoT Msg 2 is sent within the same random access occasion as A-IoT Msg 1 in 4-step CBRA.
Proposal 8: RAN2 to discuss the following options for the timing of A-IoT Msg 3 transmission in 4-step CBRA:
-	A-IoT Msg 3 is transmitted after A-IoT Msg 2 reception within the same random access occasion
-	A-IoT Msg 3 is transmitted using the time resource assigned by A-IoT Msg 2
Proposal 9: RAN2 to consider A-IoT 2-step CBRA procedure including:
-	(D2R) A-IoT Msg A with A-IoT device information
-	(R2D) A-IoT Msg B with all or part of A-IoT device information received from A-IoT Msg A
Proposal 10: A-IoT reader should be able to identify whether an A-IoT Msg A is from a target A-IoT device. FFS how it can be achieved.
