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Introduction
[bookmark: _Ref129681832]In RAN2 meeting #125bis[3], the main discussion was on the 3 options of UE-side data collection as shown below (in the TR[2]).
	7.2.1.3.2     Data collection for UE-side model training 
The following proposals were discussed in RAN2: 
1. UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1 a). OTT (Transparent)
1 b). OTT (non-Transparent)
2. UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.
3. UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
RAN2 did not study or analyze these proposals and did not agree to requirements or recommendations.



There was lots of discussion and debate on these options with the focus on how much control the NW should have over the data collection process and whether data should be visible to the MNO (note the control was commonly understood as the control of configuration for data collection). However, it was not clear where the control should be (i.e., which entity has the control).
Three categories were discussed during the meeting.
· No Control of data collection procedure in MNO /no visibility of data content in MNO
· Control for configuration/no visibility. 
· Control for configuration/with visibility.
No agreements were achieved during last meeting. 

A post-125bis email discussion on UE-side data collection was scheduled for further study and it was concluded on May 3rd.
The email discussion resulted in the following observations and proposals from the rapporteur of the email discussion. Note proposals that are straightforward for consensus were marked in green and those that warrant further discussion were marked in yellow.
[bookmark: OLE_LINK635][bookmark: OLE_LINK612]Termination Entity
[bookmark: OLE_LINK632]Proposal 1: [27/29] Replace the term ‘OTT server’ with ‘server for training data collection for UE-side models’ in the definitions/descriptions of solution 1b, 2, and 3.
Inside/outside MNO’s network
Observation 1: [18/25] Majority of the companies assume that a server located within the MNO's network is deemed to be MNO-owned. The implication and interpretation of ‘inside/outside of MNO’s network’ needs to be discussed further.
Proposal 2: [26/28] For solution 1a the server for UE-side data collection is outside of MNO’s network and is therefore classified as an OTT server. From RAN2 perspective, solution 1a is outside the scope and has no specification impact.
Proposal 3: [23/28] RAN2 assumes that for solution 2, the server for UE-side data collection can be inside MNO’s network. FFS on outside MNO’s network.
Proposal 4: [21/28] RAN2 assumes that for solution 3, the server for UE-side data collection can be inside MNO’s network. FFS on outside MNO’s network.
Termination Entity
Proposal 5: [29/30] For solutions 1a the first termination entity of UE-side data collection is the OTT server.
Proposal 6: [25/28] For solutions 1b the first termination entity is the server for UE-side data collection. FFS the server is inside or outside of MNO.
Proposal 7: [29/31] For solutions 2 the first termination entity of UE-side data collection is inside the CN.
Proposal 8: [29/31] For solutions 3 the first termination entity of UE-side data collection is the OAM.
Controllability for transfer of the collected data
Observation 2: RAN2 starts the discussion on data transfer controllability for UE-side data collection based on the initial assumptions on the following dimensions, which don’t exclude any other aspects and are subject to future revision:
· The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize.) the data transfer to and from the server for UE-side data collection.
· The specific entity within the MNO to control the data transfer to and from the server for UE-side data collection.
· The protocols and methods utilized by the MNO to control the data transfer to and from the server for UE-side data collection.
Proposal 9: [29/31] In solution 1a), MNO has no specific controllability for transfer of the collected data for UE-side data collection. It is outside the 3GPP scope. 
Proposal 10: [27/32] In solution 1b), MNO has control/management over the data collection for UE-side data collection. It is FFS on the extend of control, e.g., partial control or full control. 
Proposal 11: In solution 1b), the control conducted by the MNO over UE-side data collection can be exemplified by the management of PDU sessions in accordance with the SLA. Other examples and possibilities are not precluded. 
Proposal 12: [25/29] In solution 2, the MNO has full controllability over the data collection for UE-side data collection. FFS on the detailed signaling and mechanism. 
Proposal 13: [24/27] In solution 3, the MNO has full controllability over the data collection for UE-side data collection, managed by OAM through RRC signaling via RAN node. 
Proposal 14: RAN2 consider the initial definition of full controllability as the starting point, open to revision. It is described as ‘The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data.’
Visibility of data content in MNO
Proposal 15: [19/31] As a starting point, RAN2 assumes that 'visibility' of data content signifies the capability of the MNO to, at least, be aware of, access, and comprehend the data during transfer. The scope does not exclude additional requisites, such as the ability to modify the collected data.
Proposal 16: [25/28] RAN2 assumes that in solution 1a, MNO has no visibility of data content for UE-side data collection. 
Proposal 17: [28/29] In solution 2 and 3 MNO has full visibility of data content for UE-side data collection if the data content is standardized. FFS on whether/how to make the data content visible to MNO if the data content is non-standardized. 
Protocol layer for data transfer
Proposal 18: [28/31] In solution 1a) and 1b) the data transfer from the UE to the server for UE-side data collection is through the application layer, utilizing a UP tunnel for transmission.
Proposal 19: [20/31] In solution 2, RAN2 assumes that data transfer from the UE to the CN, is through the NAS layer, utilizing a CP tunnel for transmission as a starting point provided that the data volume remains within the NAS signaling capacity.
Proposal 20: [25/31] In solution 3, the baseline method for data transfer from the UE to OAM via RAN node is through the RRC layer, utilizing a CP tunnel for transmission provided that the data volume remains within the RRC signaling capacity.
Proposal 21: For solution 2 and 3, RAN2 should consult RAN1 on the data volume for UE-side collection and, if it exceeds RRC/NAS signaling capacity, should work with SA2/SA5 to assess the feasibility of UP tunnel.
Privacy concerns
[bookmark: OLE_LINK610]Proposal 22: Capture the privacy concerns from different stakeholders as informative annexes in the TR.
Table
Proposal 23: RAN2 endorse Table 1 to capture the characteristics of different options for UE-side data collection as the starting point for future discussion. 



Table 1 Characteristics of different options for training data collection for UE-side models
	[bookmark: OLE_LINK634]Aspects
	1a) OTT (3GPP Transparent)
	1b) OTT (Non-3GPP Transparent)
	2. Transfer via Core Network
	3. Transfer via OAM

	First Termination Entity
	UE-side OTT server
	The server for training data collection for UE-side models
	Inside the CN
	OAM

	Inside/outside MNO’s network
	Outside
	Inside
FFS: Outside
	Inside
[bookmark: OLE_LINK614]FFS: Outside
	Inside/outside
FFS: Outside

	Transport Tunnel
	UP tunnel (Note: data collection may be charged as normal traffic.)
	UP tunnel (Note: data collection may be charged as normal traffic.)
	[bookmark: OLE_LINK616]CP tunnel (provided the data volume remains within the NAS signalling capacity)
[bookmark: OLE_LINK617]FFS: UP tunnel
	CP tunnel (provided the data volume remains within the RRC signalling capacity)
FFS: UP tunnel

	Protocol layer for data transfer
	Application layer
	Application layer
	NAS layer for CP tunnel
[bookmark: OLE_LINK618]FFS: the protocol layer for UP tunnel
	RRC layer for CP tunnel
FFS: the protocol layer for UP tunnel UP tunnel

	Controllability of MNO on data transfer
	[bookmark: OLE_LINK621]No specific controllability
	Has controllability
FFS: level of controllability
	[bookmark: OLE_LINK623][bookmark: OLE_LINK628]Full controllability (Note 1)
	Full controllability (Note 1)

	Control Granularity by NW
	NA, the OTT server can directly request data from the UE.
	Example: per PDU sessions based on SLA
	NAS procedure
	RRC procedure

	Visibility of data content in MNO
	No visibility
	FFS
	[bookmark: OLE_LINK629]Full visibility (Note 2)
	Full visibility (Note 2)

	Data format
	Non-standardized
	FFS
	Standardized
FFS: non-standardized
	Standardized
FFS: non-standardized

	Involved WGs
	[bookmark: OLE_LINK627]No, out of 3GPP scope
	SA2, RAN2
	SA2, RAN2
	SA5, SA2, RAN2

	· Note 1: Full controllability: The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data. (Subject to refinement and modification)
· Note 2: Visibility of data content signifies the capability of the MNO to, at least, be aware of, access, and comprehend the data during transfer. (Subject to refinement and modification, the scope does not exclude additional requisites, such as the ability to modify the collected data.) 



In this contribution, we will further discuss the issues based on the result of the post-meeting email discussions.
[bookmark: _Hlk99709641]Discussion
Server location: Inside or outside MNO’s network?
Many discussions involved the debate of the location of the server for UE-side data collection, either inside or outside MNO’s networks. The concept often messed up with the ownership of the server, making the discussion more complex. 
Ownership of the server
[bookmark: OLE_LINK365]Let’s first clarify the ownership of the server. One question asked during the post-meeting email discussion, was whether a server located within the MNO's network is deemed to be MNO-owned, whereas one located outside is not under MNO ownership. Although more companies think that a server located within an MNO's network is typically considered to be MNO-owned, we believe the answer is not that straightforward. 
We think the key here is the definition of “ownership”. In the case the UE vendor renting server space from the MNO, the ownership of the server should be the UE vendor (while the MNO can be like a cloud server provider). In this case, the collected data should be also owned by the UE vendor. It is like one rent the apartment from the landlord, he/she has the ownership of his/her personal stuff inside the apartment. When we talk about ownership here, the collected data (the content) is more important than the physical device that stores it.
Proposal 1: When consider the ownership of the server for UE-side data collection, judge by the ownership/right of use, instead of the ownership of the device. 
· For example, if a UE vender rents a cloud server space inside the MNO network, the UE vendor should be the owner of the cloud space and the data inside the space (instead of the MNO).

Location of the server
When it comes to the location of a server, a very good level of consensus was shown on the following cases.
· For Solution 1a), the server for UE-side data collection is outside of MNO’s network.
· For Solution 2 and 3, the server for UE-side data collection can be inside MNO’s network. FFS on outside MNO’s network.
However, company opinions diverged on Solution 1b). 
· While some companies think the server can be either inside or outside the MNO’s network, equal number of companies think the server can only be inside or only be outside the MNO’s network. 
· In addition, more companies think the topic needs further discussion.
We think the confusion comes with the definition of “the server”; should it be the initial/first server for data collection or the final termination server where the training is conducted? In our opinion,
· If it is the initial/first server, the answer for Solution 1b)/2/3 should all be “inside the MNO’s network”. 
· If it is the final/termination server, 
· the answer for Solution 1b) should be “inside the MNO’s network” and 
· the answer for Solution 2/3 should be “outside the MNO’s network” (note the final termination entity for Solution 2/3 is OTT server).
Note the first/initial server was discussed in post-email discussion as “first termination entity”. The final termination entity is where the model is trained using the collected data (see Section 2.2 for more discussion on this topic).
Proposal 2: The location of the first termination entity for Solution 1b)/2/3 is inside the MNO’s networks.
Proposal 3: The location of the final termination entity for Solution 1b) is inside the MNO’s networks.
Proposal 4: The location of the final termination entity for Solution 2/3 is outside the MNO’s networks.

[bookmark: OLE_LINK33][bookmark: OLE_LINK32]Termination Entity

First termination entity vs final termination entity
The terms “termination entity” and the “first termination entity” have been discussed in the post-meeting email discussion. The rapporteur suggested initial definition as below. 
The "(First)termination entity" refers to the entity that receives and stores data transmitted from the UE, which possesses the authority to oversee the subsequent handling of this data, such as data cleaning, forwarding, sharing, and analysis, among others, in compliance with privacy policies, security protocols, and any regulatory compliance requirements. The purpose of introducing the term ‘(first) termination entity’ is to emphasize the entity’s role in management and possession of the collected data. 
As the result of the discussion, most companies agreed on the following, as proposed by the email rapporteur (from Proposal 5 to Proposal 8).
· For solutions 1a the first termination entity of UE-side data collection is the OTT server.
· For solutions 1b the first termination entity is the server for UE-side data collection. FFS the server is inside or outside of MNO.
· For solutions 2 the first termination entity of UE-side data collection is inside the CN.
· For solutions 3 the first termination entity of UE-side data collection is the OAM.
We would like to point out the during the discussion, ambiguity arose between the terms “termination entity” and “first termination entity”. In the rapporteur’s original questions, the term used was “termination entity”. Many companies pointed out that we should only discuss the first termination entity, which handles data collection. In other words, there may exist the second or final termination entity for further data transfer and processing. It is our opinion that these two terms need to be clearly defined to avoid ambiguity in future discussions.
Here are our proposed definitions.
Proposal 5: The first termination entity refers to the first network element/function that receives and stores data transmitted from the UE. 
· A first termination entity possesses the authority to oversee the subsequent handling of this data, such as data cleaning, forwarding, sharing, and analysis, among others, in compliance with privacy policies, security protocols, and any regulatory compliance requirements. I
· A first termination entity may not be the place where UE-side model is trained, in which case the entity is a final termination entity.
Proposal 6: The (final) termination entity refers to the place where the UE-side model training is done. 
· Depending on the data collection procedure, a final termination can also be the first termination entity and vice versa.

Removing Solution 1b)
During the discussion, it was supported by most companies that, for Solutions 1b), the first termination entity is the server for UE-side data collection. However, companies had different opinions on whether the server is inside or outside the MNO’s network. We, together with some other companies, believe that if the server is outside the MNO network, then Solution 1b) would be the same as Solution 1a) (i.e., the termination entity is the OTT server); and if the server is inside the MNO network, the case would be covered by Solutions 2 and 3. In either case, Solution 1b is not necessary.
Proposal 7: Solution 1b) can be removed because this scenario can be covered by either Solution 1a) or Solution 2/3. 
· If the server is outside the MNO network, Solution 1b) would be the same as Solution 1a) (i.e., the termination entity is the OTT server).
· If the server is inside the MNO network, the case would be covered by Solutions 2 and 3.

MNO’s Controllability over Collected Data and its Transfer.
[bookmark: OLE_LINK140][bookmark: OLE_LINK41]
Dimensions of the MNO’s controllability discussion
During the post-meeting email discussion, the rapporteur proposed the following dimensions for the discussion on MNO’s controllability over the process of data collection and its transfer.
· [bookmark: OLE_LINK57][bookmark: OLE_LINK449][bookmark: OLE_LINK39]The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer to and from the server for UE-side data collection.
· The specific entity within the MNO to control the data transfer to and from the server for UE-side data collection.
· [bookmark: OLE_LINK60]The protocols and methods utilized by the MNO to control the data transfer to and from the server for UE-side data collection.
Although some companies expressed concerns on these aspects (some think the necessity of MNO to control the data collection procedure needs to be justified, and some others think the controllability of data content should also be considered), most companies agreed to start the discussion on data transfer controllability for UE-side data collection based on these initial assumptions. The rapporteur made it an observation, but we think RAN2 should start the discussion of controllability using this as the starting point as it will be a topic that is unavoidable. 

Proposal 8: Start the discussion on data transfer controllability for UE-side data collection based on the initial assumptions on the following dimensions:
· The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer to and from the server for UE-side data collection.
· The specific entity within the MNO to control the data transfer to and from the server for UE-side data collection.
· The protocols and methods utilized by the MNO to control the data transfer to and from the server for UE-side data collection. 
Note these dimensions do not exclude any other aspects and are subject to future revision.

Level of controllability
A topic arose during the discussion because people had different understanding of it; it was the level of controllability. The rapporteur proposed definitions for different levels (as follows), but the group didn’t have enough time for further discussion.
· [bookmark: OLE_LINK605][bookmark: OLE_LINK477][bookmark: OLE_LINK475][bookmark: OLE_LINK63][bookmark: OLE_LINK62]Full Control: The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data. For example, the UE should start the data transfer only if that is allowed by the MNO/NW. 
· Partial Control: The MNO has some degree of control over the data transfer but may be limited by certain factors such as agreements with third parties. For example, the UE can start the data transfer without involvement of MNO/NW as long as the tunnel is available.  
· No Control: The MNO has no capability to influence or manage the data transfer. 
We think the common understanding of the level of controllability is essential for the discussions. We can start with these high-level definitions first and figure out all the details later. 
Proposal 9: Define the following terminologies related to the level of controllability.
· Full Control: The MNO has the capability to manage data transfer to the server for UE-side data collection. This may include initiating, terminating, and fully managing the volume of data. For example, the UE should start the data transfer only if that is allowed by the MNO/NW. 
· Partial Control: The MNO has some degree of control over the data transfer but may be limited by certain factors such as agreements with third parties. For example, the UE can start the data transfer without involvement of MNO/NW as long as the tunnel is available.  
· No Control: The MNO has no capability to influence or manage the data transfer.
Note the functions can be controlled are not exclusive and may be extended or revised.

MNO’s Visibility of Data Content

Another topic arose, along with the concept of controllability, was the MNO’s visibility of data content, which generally refers to the extent to which the MNO understands what the data is or is about. Many companies agreed that 'visibility' of data content entails the MNO's ability to at least be aware of, access, and comprehend the data being transferred to some degree. However, it is our understanding that for some data, the MNO may not have the right to access and comprehend (for example, those related to UE’s privacy and security).  In other words, there are concerns related to regulatory compliance for these types of activities. Therefore, the visibility of the data should be limited to understanding what the data is for (i.e., the use case) and the type of data (e.g., RSRP measurement). The MNO should not have the right to interpret what the data is (i.e., be able to comprehend and process the data, except anonymize it). Also, as pointed out by some companies, the capability of interpreting data means each data to be collected should be standardized, which will be a big burden and therefore impractical.
Proposal 10: As a starting point, RAN2 assumes that 'visibility' of data content refers to the purpose of the data is collected for (i.e., the use case) and the type of data (e.g., RSRP measurement). The MNO should not have the right to interpret what the data is (i.e., be able to interpret and process the data, except anonymize it).

Conclusions
In this contribution, we continued to present our observations and views on data collection for UE-side model training. Based on the discussions in the previous sections, our proposals are as follows.  
Proposal 1: When consider the ownership of the server for UE-side data collection, judge by the ownership/right of use, instead of the ownership of the device. 
· For example, if a UE vender rents a cloud server space inside the MNO network, the UE vendor should be the owner of the cloud space and the data inside the space (instead of the MNO).
Proposal 2: The location of the first termination entity for Solution 1b)/2/3 is inside the MNO’s networks.
Proposal 3: The location of the final termination entity for Solution 1b) is inside the MNO’s networks.
Proposal 4: The location of the final termination entity for Solution 2/3 is outside the MNO’s networks.
Proposal 5: The first termination entity refers to the first network element/function that receives and stores data transmitted from the UE. 
· A first termination entity possesses the authority to oversee the subsequent handling of this data, such as data cleaning, forwarding, sharing, and analysis, among others, in compliance with privacy policies, security protocols, and any regulatory compliance requirements. I
· A first termination entity may not be the place where UE-side model is trained, in which case the entity is a final termination entity.
Proposal 6: The (final) termination entity refers to the place where the UE-side model training is done. 
· Depending on the data collection procedure, a final termination can also be the first termination entity and vice versa.
Proposal 7: Solution 1b) can be removed because this scenario can be covered by either Solution 1a) or Solution 2/3. 
· If the server is outside the MNO network, Solution 1b) would be the same as Solution 1a) (i.e., the termination entity is the OTT server).
· If the server is inside the MNO network, the case would be covered by Solutions 2 and 3.
Proposal 8: Start the discussion on data transfer controllability for UE-side data collection based on the initial assumptions on the following dimensions:
· The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer to and from the server for UE-side data collection.
· The specific entity within the MNO to control the data transfer to and from the server for UE-side data collection.
· The protocols and methods utilized by the MNO to control the data transfer to and from the server for UE-side data collection. 
Note these dimensions do not exclude any other aspects and are subject to future revision.
Proposal 9: Define the following terminologies related to the level of controllability.
· Full Control: The MNO has the capability to manage data transfer to the server for UE-side data collection. This may include initiating, terminating, and fully managing the volume of data. For example, the UE should start the data transfer only if that is allowed by the MNO/NW. 
· Partial Control: The MNO has some degree of control over the data transfer but may be limited by certain factors such as agreements with third parties. For example, the UE can start the data transfer without involvement of MNO/NW as long as the tunnel is available.  
· No Control: The MNO has no capability to influence or manage the data transfer.
Note the functions can be controlled are not exclusive and may be extended or revised.
Proposal 10: As a starting point, RAN2 assumes that 'visibility' of data content refers to the purpose of the data is collected for (i.e., the use case) and the type of data (e.g., RSRP measurement). The MNO should not have the right to interpret what the data is (i.e., be able to interpret and process the data, except anonymize it).
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