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[bookmark: _Ref165266342][bookmark: OLE_LINK4][bookmark: OLE_LINK6][bookmark: OLE_LINK8][bookmark: OLE_LINK3]Introduction
In RAN2#125bis meeting, we discussed about the stage-2 overall procedure and baseline assumptions on security, and use cases. The relative agreements achieved are as follows: [1]
Agreements
1 Unless explicitly stated all agreements apply to all device types and for both topologies.  
2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
3 [bookmark: OLE_LINK7]RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
4 Baseline procedure:
	Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
	Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
	Step C: The device may perform the data communication with the reader as needed; Details FFS
5 We will study the support of both “inventory” and “command” in the same procedure.  
6 [bookmark: OLE_LINK9]FFS if Initial Trigger Message can also include “command”.  
7 RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.
In this contribution, we provide our considerations on the general aspects of the Ambient IOT system design.
Discussion
1.1 General principle
Based on the SID and the previous RAN1 agreement [2], we aim to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.
In the NR system, the UE can maintain the synchronization with the network side by monitoring the periodically transmitted synchronization signal such as the SSB. However, for the Ambient IOT device, it is hard to support monitoring such a periodic synchronization signalling limited by the device capability and power consumption, especially for the device 1 which is limited by ~1 µW peak power consumption. As such, we think there is no need to introduce a periodic signal for synchronization in the Ambient IOT system, and there is no tight sync requirement.
[bookmark: _Ref162610751]Observation 1: It is hard to have the tight sync requirement for the Ambient IOT system.
[bookmark: _Ref165993486]Proposal 1: The Ambient IOT system is assumed to be asynchronized.
1.2 [bookmark: _Ref162517110]Overall procedure
In the last meeting, RAN2 agreed to support both inventory and command, and the baseline procedure in the Ambient IOT system is agreed as follows:
[bookmark: OLE_LINK13]Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
[bookmark: _Ref165993489]Step C: The device may perform the data communication with the reader as needed; Details FFS
Based on the above, we can further discuss the overall procedures of the three cases to be considered in the Ambient IOT system, including “Inventory-Only”, “Command-Only”, and “Inventory and Command”. 
First of all, to align with the terminology used in SA2 and RAN3, we’d like to use “Ambient IOT paging message” to replace the “Initial Trigger Message” in the agreement above and to be used in this contribution.
For the "Inventory-Only" procedure, it can be used to identify/reach the device that matches the filter criteria (e.g., device ID or mask ID) indicated in the Ambient IOT paging message. In response, the device needs to report its device ID for identification/reachability check.
[bookmark: _Ref165999835][bookmark: OLE_LINK11]Proposal 2: The “Inventory-Only” procedure is used to identify or reach the Ambient IOT device(s) which is identified or not identified, including the device ID reporting for the identification/reachability check.
[bookmark: _Ref165993493]For the “Inventory and Command” procedure, the device needs to be identified or reachable first, same as in the “Inventory-Only” procedure. Once the device is identified or reachable and the network has obtained the device ID, the subsequent device-specific operations can be performed between the device and the reader.
[bookmark: _Ref166055431]Proposal 3: The “Inventory and Command” procedure is used to operate the Ambient IOT device(s) with the device identified first, including the device ID reporting and the subsequent data transmission between the reader and identified device(s).
For the “Command-Only” procedure, there is an issue to be discussed further after the last meeting discussion, as quoted below.
FFS if Initial Trigger Message can also include “command”.  
From our view, including the command in the Ambient IOT paging message has the benefits for the latency reduction. But during the previous discussion, there are also some concerns about that. One concern is that the reader needs to ensure the device is reachable first and then send the command to avoid unnecessary signalling overhead. Another concern is the security, which requires for the device ID reporting in the inventory procedure for the validation by the CN. Only if the device ID is valid can the associated data transmission for the subsequent command be performed.
Regarding the first concern, we think in case the device has been inventoried by the last inventory procedure, the reader can send the command directly without a reachability check within a short time. As for the latter concern, we believe the security issue can be resolved by other methods, such as security protection in the application layer. However, as this is outside the scope of RAN2, we can only discuss and agree on the feasibility and benefits of including the command in the Ambient IOT paging message from RAN2 perspective. Whether there is a security issue and whether to resolve it by device ID validation on the CN side can be further checked with SA2/3.
[bookmark: _Ref165993500][bookmark: _Ref166054231][bookmark: _Ref165993497]Proposal 4: For the “Common-Only” procedure, the Ambient IOT paging message can also include the command. Whether/How to resolve the security concern can be checked with SA3.
In the Ambient IOT system, to ensure the reliability of the data transmission, whether the data transmission is successful or not is better to be aligned between the reader and the device. In such case, we think the confirmation response is needed for both DO-DTT and DT traffic type.
[bookmark: _Ref165993503]Proposal 5: For both DO-DTT and DT traffic type, the confirmation response is needed to have alignment between the reader and Ambient IOT device.
1.3 Other issues
Data transferring in case the receiver BS and transmitter BS is different
[image: ]
Fig1. Topology 1: BS ↔ Ambient IoT device
[image: ]
Fig2: Topology 2: BS ↔ intermediate node ↔ Ambient IoT device
As indicated in the TR 38.848, it is possible that the BS transmitting to the Ambient IoT device is different from the BS receiving from the Ambient IoT device in the Topology 1. In such a case, upon receiving the device response, it is necessary to consider how the BS receiving from the Ambient IoT device will perform data forwarding. The following options can be considered:
· Option 1: Via the device indication. The path of the data forwarding (e.g., the source BS ID) can be indicated to the device by the BS transmitting to the Ambient IoT device, and it can be indicated by the device to the BS receiving from the device to assist the data forwarding.
· Option2: Via the network coordination. Upon the reception of the response from the device, the BS forwards the device response based on the request from the BS transmitting to the Ambient IoT device, or the pre-configuration from the network.
[bookmark: _Ref162424135]Proposal 6: RAN2 to study the data transmission in case the BS transmitting to the Ambient IoT device is different from the BS receiving from the Ambient IoT device.
Energy harvesting impacts on the transmission and reception procedures
[bookmark: _Ref156570045][bookmark: _Ref162424139][bookmark: _Ref162432823]As indicated above, the devices to be supported in Rel-19 Ambient IOT system are power-constrained devices that operate based on energy harvesting. This energy can be provided through the harvesting of radio waves, light, motion, heat, or any other suitable power source. In Rel-19, the traffic types DO-DTT and DT are prioritized for study. From the device's perspective, it should always monitor the R2D command and check whether it needs to respond to the command, which requires energy for command monitoring and decoding. Given the device's limited energy storage capability, we cannot assume that the device will always have sufficient energy during the R2D command monitoring and response.
[bookmark: _Ref162439494]Observation 2: The device energy is not always sufficient during the communication with the reader.
To ensure sufficient energy storage for command monitoring and response, the device needs to harvest energy at certain times during communication with the reader. However, due to the device capabilities and underlying architecture, if the antenna for sending and receiving data is also used to receive power signals, the energy harvesting process may interrupt the data transmission process. This could result in the device being unable to receive commands and respond in a timely manner, leading to communication failure. This issue was also discussed in the RAN#103, and a consensus was reached for further study as below. [3]
· [bookmark: OLE_LINK138]The potential impact of energy harvesting on device availability for transmission and reception procedures can be considered for the study [RAN2, RAN1]
· [bookmark: OLE_LINK24]Duration of one device’s unavailability due to charging by energy harvesting can be assumed up to several tens of seconds
· Note: this value can be revisited in future RAN plenary meetings, if necessary
· TR 38.848 clause 5.6 statement on latency remains the case with respect to a single device, i.e.: “NOTE: The time for charging the Ambient IoT device storage (if present) is not included in the latency defined above. Time for energy harvesting, charging, etc. is regarded as an implementation issue only.”
[bookmark: _Ref162432827]Observation 3: For the Ambient IOT device, the energy harvesting may interrupt the device transmission and reception procedures.
For the energy harvesting impact on device availability for transmission and reception procedures, there are some options to be considered as follows:
· Option 1: No enhancement on this, it is up to the implementation of reader/device.
· Option 2: The energy harvesting in the device is under the control of the reader.
· Option 3: The energy harvesting is determined by the device and the device sends the indication to the reader to assist the subsequent scheduling, e.g., postpone the data/signalling transmission.
[bookmark: _Ref162424144][bookmark: _Ref162434315]For option1, the device determines the switch between energy harvesting and data transmission/reception. When the device switches to receive the energy harvesting signal, it may stop monitoring the reader command and sending responses. From the reader's perspective, it can send commands to the device regardless of whether the device has sufficient energy to respond. Compared with other options, this option does not impact the spec. However, it may cause communication with the Ambient IoT device to fail if the energy charging state is not aligned between the reader and the device. 
[bookmark: _Ref162439518]Proposal 7: RAN2 to discuss whether to consider the potential impact of energy harvesting on device availability for transmission and reception procedures.
Conclusions
According to the analysis given above, we have the following observations and proposals:
Observation 1: It is hard to have the tight sync requirement for the Ambient IOT system.
Observation 2: The device energy is not always sufficient during the communication with the reader.
Observation 3: For the Ambient IOT device, the energy harvesting may interrupt the device transmission and reception procedures.

General principle
Proposal 1: The Ambient IOT system is assumed to be asynchronized.
Overall procedure
Proposal 2: The “Inventory-Only” procedure is used to identify or reach the Ambient IOT device(s) which is identified or not identified, including the device ID reporting for the identification/reachability check.
Proposal 3: The “Inventory and Command” procedure is used to operate the Ambient IOT device(s) with the device identified first, including the device ID reporting and the subsequent data transmission between the reader and identified device(s).
Proposal 4: For the “Common-Only” procedure, the Ambient IOT paging message can also include the command. Whether/How to resolve the security concern can be checked with SA3.
Proposal 5: For both DO-DTT and DT traffic type, the confirmation response is needed to have alignment between the reader and Ambient IOT device.
Other issues
Proposal 6: RAN2 to study the data transmission in case the BS transmitting to the Ambient IoT device is different from the BS receiving from the Ambient IoT device.
Proposal 7: RAN2 to discuss whether to consider the potential impact of energy harvesting on device availability for transmission and reception procedures.
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