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1 Introduction
The Rel-19 WID of AI/ML for air interface (WID RP-234039) was agreed in RAN#102 [1], the WI objective on UE-sided data collection is copied below: · CN/OAM/OTT collection of UE-sided model training data [RAN2/RAN1]: 
· [bookmark: _Hlk152950182]For the FS_NR_AIML_Air study use cases, identify the corresponding contents of UE data collection
· Analyse the UE data collection mechanisms identified during the FS_NR_AIML_Air (TR 38.843 section 7.2.1.3.2) study along with the implications and limitations of each of the methods 


This topic was discussed in RAN2#125b [2], but no agreement was made because companies are not aligned on the understanding of different options. So, RAN2 had a post-meeting email discussion to clarify solutions details [3].
In this contribution, we further discuss UE-sided data collection based on post-meeting email discussion [3].
2 Discussion
In Section 7.2.1.3.1 of TR 38.843 [4], it captured the conclusion of UE-sided data collection: 3 solutions are captured but RAN2 did not study or analyze these proposals and did not agree to requirements or recommendations.The following proposals were discussed in RAN2: 
1. UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1a) OTT (3GPP transparent)
1b) OTT (non-3GPP transparent)
2. UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.

3. UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
RAN2 did not study or analyse these proposals and did not agree to requirements or recommendations.


In followed sections, we provide our view on above identified 4 solutions based on post-meeting email discussion [3].
2.1 Option 1a
Among all the identified 4 solutions, we think at least option 1a can work for Rel-19 because this solution has been widely deployed in industry. 
Observation 1: On UE-sided data collection, option 1a (i.e. OTT 3GPP transparent) has been widely deployed in industry.
And in post-meeting email discussion [3], we think majority companies are aligned with understanding of option 1a. Thus, at least option 1a is supported as baseline. 
Proposal 1: In Rel-19, option 1a (i.e. OTT, 3GPP transparent solution) is baseline of data collection of UE-sided model training data. 
2.2 Option 1b
For option 1b, in post-meeting email discussion [3], we noticed that companies’ understanding on how it works are quite diverse. Below is a copy of related Rapporteur summary:
	Discussion about Inside/outside MNO’s network:
Solution 1b
· Yes: 8 companies (Ericsson, Mediatek, CATT, Lenovo, Qualcomm, Intel, Kyocera, CEWiT)
· No: 8 companies (4 companies assumes the server is inside of MNO: NEC, ZTE, BT, China Unicom; 4 companies assume the server is outside of MNO: Apple, OPPO, Xiaomi, Spreadtrum;)
· Need more discussion: 12 companies (Nokia, vivo, Samsung, Sharp, CMCC, Fujitsu, Interdigital, Futurewei, DOCOMO, Verizon, TCL, Huawei, HiSilicon)
For solution 1b, there appears to be significant confusion and a lack of agreement. It is identified as an FFS point for further discussion. 

Discussion about Visibility of data content in MNO
[bookmark: OLE_LINK514]Summary 16:
· No visibility: Huawei, HiSilicon, OPPO, Spreadtrum, Xiaomi, Fujitsu, Interdigital, Verizon
· Full visibility: BT, vivo, China Unicom, DISH, DOCOMO, T-Mobile USA, Deutsche Telekom
· No visibility, partial visibility, and full visibility are all options: Nokia, Ericsson, CATT, Lenovo, Qualcomm, Sharp, CMCC
· No or partial visibility: Apple, Mediatek, ZTE, CEWiT, Kyocera
· Visible (not sure about partial or full): NEC, Intel, TCL
· Unclear: Samsung
The responses to the query about MNO visibility in Solution 1b for UE-side data collection highlight diverse views on whether MNOs should have no, some, or full visibility of the data content, with many companies referencing dependencies on whether an SLA exists and the location of the data collection server. Concerns were raised over the distinctiveness of Solution 1b from 1a and its implications on visibility, controllability, and the scope of RAN2. 
Given the varied responses on MNO visibility for Solution 1b, there is no conclusion/proposal for this question.  
No Conclusion and need further study.


  
Observation 2: In post-meeting email discussion, companies’ views on how option 1b works are quite diverse. 
We are also confused with how option 1b work. Specifically, our questions include:
1) Whether the server for UE-side training data collection is inside or outside MNO’s network
2) If the server for UE-side training data collection is outside MNO’s network, what is the difference from option 1a?
3) If the server for UE-side training data collection is inside MNO’s network, what is the difference from option 2/3?
We believe RAN2 can’t further evaluate option 1b if no clear answers to above questions. Thus, we propose RAN2 to make conclusion on above questions on option 1b.
Proposal 2: On option 1b (i.e. OTT, non-3GPP transparent solution), RAN2 discuss and conclude below questions before further evaluation:
1) Whether the server for UE-side training data collection is inside or outside MNO’s network
2) If the server for UE-side training data collection is outside MNO’s network, what is the difference from option 1a?
3) If the server for UE-side training data collection is inside MNO’s network, what is the difference from option 2/3?
If RAN2 have no consensus on above questions, we suggest to remove option 1b from table.
Proposal 3: On option 1b (i.e. OTT, non-3GPP transparent solution), if RAN2 can’t achieve consensus on the 3 questions in Proposal 2, option 1b is removed.
2.3 Option 2/3
First, we are not sure how UP solution of option 2/3 works. Below is a copy of related Rapporteur summary:
	[bookmark: OLE_LINK555]Summary 20:
· Openness to Discussion with Uncertainty: Some companies (Apple, Nokia, Ericsson, Mediatek, vivo, Spreadtrum, ZTE, Xiaomi, Qualcomm, Intel, Fujitsu, Verizon, and CEWiT) express openness to discussing UP tunnel options for solutions 2 and 3 but acknowledge uncertainty, particularly regarding the alignment with current network architecture and the scope of Rel-19.
· Concerns about Privacy and Data Protection: Huawei, HiSilicon, ZTE, and CMCC emphasize concerns regarding data privacy and the invisibility of collected data to intermediate nodes like CN and OAM when using UP solutions. 
· Examples of UP-based solution:
· For solution 2, vivo, Spreadtrum, and Xiaomi refer to existing frameworks like UP-based LPP procedures and suggest potentially mimicking these established connections for data collection mechanisms.
· For solution 3, Mediatek and vivo suggest having a UP tunnel between UE and OAM with RAN control.
· Up to SA WGs to decide: Ericsson and Intel indicate that alternatives to NAS/RRC should be assessed by SA working groups. T-Mobile USA highlighted that SA2 currently doesn’t plan to address this in R19.
[bookmark: OLE_LINK556]As the leading working group for UE-side data collection, RAN2 should seek input from RAN1 regarding data volume to evaluate the sufficiency of RRC/NAS signaling for the task. For scenarios where the data volume exceeds what RRC/NAS can handle, RAN2 should engage SA2/SA5 to investigate the feasibility of utilizing a UP tunnel to facilitate data transfer.


  
We are still not sure how to address below two issues:
1) It seems to be misaligned with existing NR Network Architecture and Protocol Stack
· According to current NR definition of UP tunnel, it is between UE and UPF, i.e. the terminated entity is UPF in UL. It seems to be conflicted with option 2 (3GPP terminated entity is one NF in CN) and option 3 (3GPP terminated entity is OAM). We believe a new Network Architecture and new protocol stack is not in Rel-19 scope. 
2) Data privacy and the invisibility of collected data to intermediate nodes like CN and OAM
· Although Rapporteur provided a solution “a UP tunnel between UE and OAM with RAN control”, we doubt whether it can alleviate the concern. Please note that it is different from existing MDT whose reporting is totally 3GPP specified measurements / metrics and thereby doesn’t include UE proprietary implementation information. But if it is UP tunnel, it is possible that it includes UE proprietary implementation information whose exposure to 3rd party will lead to our strong concern.
Observation 3: On Rapporteur provided solution “a UP tunnel between UE and OAM with RAN control”, it is different from existing MDT whose reporting is totally 3GPP specified measurements / metrics and thereby doesn’t include UE proprietary implementation information. But if it is UP tunnel, it is possible that it includes UE proprietary implementation information whose exposure to 3rd party will lead to strong concern.
Thus, we propose to further discuss how to address the concern on data privacy and exposure of UE proprietary implementation information.
Proposal 4: On UP solution option 2/3, RAN2 discuss whether / how to resolve concerns on data privacy and exposure of UE proprietary implementation information, given data collected via UP tunnel has no/partial visibility to intermediate nodes like CN and OAM.  
Meanwhile, as both chipset vendor and OEM vendor, we emphasize our concern on potential exposure of UE privacy and/or proprietary implementation information.
Proposal 5: If the data collected from UEs including UE privacy and/or proprietary implementation information, it cannot be shared with other chipset vendors, other UE vendors, NW vendors, MNOs, and any 3rd entity. 
Finally, we discuss CP solution of option 2/3. Although how CP solution work is clearer than UP solution, we are not sure why RAN2 need to enhance solution 1a with MNO controllability for training data transfer and visibility of data content. Our view is:
· For all the 3 identified AI/ML use cases identified by RAN1 (i.e. beam management, positioning, and CSI enhancement), we don’t see any blocking issue to use solution 1a to implement UE-sided training data collection. 
· One may argue that 3rd party may help train UE-sided model (e.g. CN NF or sever from 3rd party). However, which model(s) UE can run is hardware/firmware dependent (e.g. power status, UE memory). At least in Rel-19, we believe only UE vendor can ensure the performance of UE-sided model because 3rd party is not aware of one UE’s specific hardware/firmware environment.
Observation 4: For all the 3 identified AI/ML use cases identified by RAN1 (i.e. beam management, positioning, and CSI enhancement), we don’t see any blocking issue to use solution 1a to implement UE-sided training data collection. 
Observation 5: At least in Rel-19, only UE vendor can ensure the performance of UE-sided model because 3rd party is not aware of one UE’s specific hardware/firmware environment.
Based on above analysis, we think RAN2 need to first discuss why UE-sided data collection needs to be enhanced with MNO controllability for training data transfer and visibility of data content. 
Proposal 6: RAN2 discuss why UE-sided data collection needs to be enhanced with MNO controllability for training data transfer and visibility of data content, including any blocking issue of solution 1a for RAN1 identified AI/ML use cases and how much system benefit the enhancement can achieve.    

3 Conclusion
In this contribution, we further discuss UE-sided data collection. Our observations are: 
Observation 1: On UE-sided data collection, option 1a (i.e. OTT 3GPP transparent) has been widely deployed in industry.
Observation 2: In post-meeting email discussion, companies’ views on how option 1b works are quite diverse. 
Observation 3: On Rapporteur provided solution “a UP tunnel between UE and OAM with RAN control”, it is different from existing MDT whose reporting is totally 3GPP specified measurements / metrics and thereby doesn’t include UE proprietary implementation information. But if it is UP tunnel, it is possible that it includes UE proprietary implementation information whose exposure to 3rd party will lead to strong concern.
Observation 4: For all the 3 identified AI/ML use cases identified by RAN1 (i.e. beam management, positioning, and CSI enhancement), we don’t see any blocking issue to use solution 1a to implement UE-sided training data collection. 
Observation 5: At least in Rel-19, only UE vendor can ensure the performance of UE-sided model because 3rd party is not aware of one UE’s specific hardware/firmware environment.

Based on above analysis, we propose:
Proposal 1: In Rel-19, option 1a (i.e. OTT, 3GPP transparent solution) is baseline of data collection of UE-sided model training data. 
Proposal 2: On option 1b (i.e. OTT, non-3GPP transparent solution), RAN2 discuss and conclude below questions before further evaluation:
1) Whether the server for UE-side training data collection is inside or outside MNO’s network
2) If the server for UE-side training data collection is outside MNO’s network, what is the difference from option 1a?
3) If the server for UE-side training data collection is inside MNO’s network, what is the difference from option 2/3?
Proposal 3: On option 1b (i.e. OTT, non-3GPP transparent solution), if RAN2 can’t achieve consensus on the 3 questions in Proposal 2, option 1b is removed.
Proposal 4: On UP solution option 2/3, RAN2 discuss whether / how to resolve concerns on data privacy and exposure of UE proprietary implementation information, given data collected via UP tunnel has no/partial visibility to intermediate nodes like CN and OAM.  
Proposal 5: If the data collected from UEs including UE privacy and/or proprietary implementation information, it cannot be shared with other chipset vendors, other UE vendors, NW vendors, MNOs, and any 3rd entity. 
Proposal 6: RAN2 discuss why UE-sided data collection needs to be enhanced with MNO controllability for training data transfer and visibility of data content, including any blocking issue of solution 1a for RAN1 identified AI/ML use cases and how much system benefit the enhancement can achieve.    

4 References
[1] RP-234039, New WID: New WID on Artificial Intelligence (AI)/Machine Learning (ML) for NR Air Interface, Qualcomm.
[2] RAN2#125b, Chair Notes.
[bookmark: OLE_LINK341][bookmark: OLE_LINK601][bookmark: OLE_LINK327][bookmark: OLE_LINK79][3] R2-24xxxx, Report of [POST125bis][020][AI/ML PHY] UE side data collection, MediaTek.
[bookmark: specTitle][bookmark: specRelease][4] TR 38.843-v2.0.1, Study on Artificial Intelligence (AI)/Machine Learning (ML) for NR air interface (Release 18), 2023-12.

