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1. [bookmark: _Toc147158671][bookmark: _Toc499559238][bookmark: _Toc61387172]Introduction
In RAN2#125bis meeting, RAN2 discussed Random Access for Ambient IoT (A-IoT). Some related agreement has been achieved [1]:
1. RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2. We will study the support for access triggering for a single device, group of devices, or all devices. RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3. Random Access is triggered by the reader 
4. Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5. Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6. Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7. For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).
In this contribution, we discuss the random access RAN2 aspects based on the agreements of the last RAN2 meeting..
2. Random access
[bookmark: PP12]For Ambient IoT devices, low power consumption, low cost and free of maintenance are their primary characteristics.
Given the requirements stated in SA1 and the representative use cases, scenarios like specific item inventory in warehouses expect only a few devices with common traits or predetermined information to reply. In situations where a reader commands a particular device or retrieves specific data from a device (for example, when searching for a misplaced item), it anticipates a response solely from one device with distinct characteristics. Considering these scenarios, Contention Based Random Access (CBRA) is not suitable due to its inability to ensure rapid responses, making Contention Free Random Access (CFRA) a more practical approach.
In the scenarios discussed, it is imperative that the reader is configured to execute Contention Free Random Access (CFRA) solely for designated single device or group of devices. This targeted approach can be facilitated by explicitly identifying specific device or device group within the Ambient IoT paging messages, thereby enabling only the relevant devices to engage in CFRA.
Proposal 1: The A-IoT paging message indicates whether a certain A-IoT device or group of A-IoT devices to perform the contention-free access procedure.

When using Contention Free Random Access (CFRA), devices typically send a random value with RACH message1. However, since CFRA specifically targets certain devices, it's more beneficial to send the device ID instead. Therefore, if the process is set for contention-free access, the Ambient IoT device skips the usual random access steps and directly sends the device ID.

Proposal 2: If contention-free access procedure is indicated, the A-IoT device skips the random access steps and performs data transmission directly (e.g. sending the device ID).

As a summary, A-IoT CFRA procedure is shown as follows :

[image: ]
Figure 1: Example of CFRA for Ambient IoT

양식의 맨 위
3. Conclusion
In this contribution, we provide our views on random access for Ambient IoT. The proposals are summarized as follows.
Proposal 1: The A-IoT paging message indicates whether a certain A-IoT device or group of A-IoT devices to perform the contention-free access procedure.
Proposal 2: If contention-free access procedure is indicated, the A-IoT device skips the random access steps and performs data transmission directly (e.g. sending the device ID).
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