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1. [bookmark: _Toc18404533][bookmark: _Toc18413600][bookmark: _Toc18403966]Introduction
[bookmark: OLE_LINK22]In this contribution, we discuss the random-access procedure for AIoT and give our proposals.
2. Discussion
2.1 Design of the contents of first UL message 
It was agreed that the paging like message which triggers the A-IoT communication procedure may be used to reach single or a group of devices. Thus, the general procedure of initial access should support response from multiple devices. In NR, the random-access procedure uses time/frequency and code domain (PRACH preamble) mechanisms to separate the UE access attempts. The paging like message hence should also have some indication of how the devices that respond to the initial trigger are distributed in time/frequency/code domain. 
Proposal 1: The initial UL messages (msg1) from the A-IoT devices to the reader may be separated in time/frequency/code domain – details up to RAN1

At RAN2#125-bis, it was agreed that the first access message from the device to reader includes an ID. In case of RFID, this is a 16 bit random number which is randomly generated by the RFID tag. Similar procedure can be adopted for random access procedure for A-IoT and the initial ID included can be assumed to be of fixed length and we can ask RAN1 to design the exact length of the initial random number included in the first UL message. 
Proposal 2: The initial ID included in the first UL message is a random number of fixed length and the exact length is up to RAN1 design. 
Since the initial ID included in the first UL message may also be used as a temporary ID in RAN, it is proposed that this ID length is independent of the actual CN device ID of the A-IoT device and is always of a fixed length. However, the size of the physical layer resource indicated in the initial paging message may depend on the RAN1 design. The size of the physical layer resource is directly related to the coverage of the A-IoT communication link (the larger the size, the smaller the coverage in general). The exact grant size of the first UL message from the UE is up to RAN1 design. RAN2 protocol design should not constrain this one way or the other. Thus, independent of the RAN1 design, RAN2 should support the flexibility to include more data (if data is available) than just the randomly generated ID in the first message. Inclusion of more data than just the device ID can be seen as “2-step RA” mechanism. 
Proposal 3: If the initial trigger message includes a grant size larger than the size of the random number of fixed size, the first UL message can include other data – e.g. the upper layer device ID and/or other upper layer data
2.2 Contention resolution 
CBRA should be supported for A-IoT since group based paging will be supported. In addition, CFRA procedure can also be supported if the reader triggers a single device. However, for both procedures, RAN2 should aim for a common initial access frame work. So, in both procedures it may be assumed that the UE will include the randomly generated UE ID in the first UL message. 
Since the UE ID included in the first UL message picked by the device is random in nature and it is possible that two devices may pick the same RN in the same access round (at least for CBRA). Thus, contention resolution should be based on a combination of the random number included in the first UL message and the upper layer ID (or part of it) included in the first or the subsequent message. 
Proposal 4: Regardless of whether a single device is triggered or multiple devices are triggered by the reader, the overall procedure for initial access should generally be the same from the device perspective
Proposal 5: Contention resolution should be based on the reader echoing the random number included in the first UL message along with the upper layer ID (or part of it) included in the first or the subsequent message. 
3. Conclusion
[bookmark: _Toc18413612][bookmark: _Toc18403976][bookmark: _Toc18404543]Proposal 1: The initial UL messages (msg1) from the A-IoT devices to the reader may be separated in time/frequency/code domain – details up to RAN1
Proposal 2: The initial ID included in the first UL message is a random number of fixed length and the exact length is up to RAN1 design. 
Proposal 3: If the initial trigger message includes a grant size larger than the size of the random number of fixed size, the first UL message can include other data – e.g. the upper layer device ID and/or other upper layer data
Proposal 4: Regardless of whether a single device is triggered or multiple devices are triggered by the reader, the overall procedure for initial access should generally be the same from the device perspective
Proposal 5: Contention resolution should be based on the reader echoing the random number included in the first UL message along with the upper layer ID (or part of it) included in the first or the subsequent message. 
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