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[bookmark: _Ref488331639]Introduction 
[bookmark: _Ref178064866]In this contribution, we would like to further discuss the remaining issues for SCPAC execution.
Discussion
Issue1: Handling of RLC entities at the start of SCPAC execution
At SCPAC execution, the UE determines how to perform L2 reset for each radio bearer by making comparison between the source cell configuration and the target cell configuration. In order to support this procedure, the UE should keep partial configurations associated with a radio bearer at the start of SCPAC execution. As in current RRC specification, only the SDAP and PDCP entities of a radio bearer are kept, i.e., the RLC entities need to be released.
	[bookmark: _Toc162894123]5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
[bookmark: _Hlk150962964]2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
---Omitted irrelevant text---


If the RLC entities are released, the UE always needs to establish the RLC entities for a radio bearer during SCPAC execution, which are not the expected behaviours. Therefore, it is proposed to keep the RLC entities associated to each radio bearer as well as their state variables, buffers and timers when UE determines what to release/clear from current UE configuration. For proposal1, a TP is provided in section4.1.
[bookmark: _Toc166244211]For each SRB/DRB in current UE configuration, the UE keeps the associated RLC entities, their state variables, buffers and timers at the start of SCPAC execution.
Issue2: Release of invalid configuration

The UE should release the configurations that are part of source cell configuration but not part of target cell configuration during SCPAC execution. In current RRC specification, the behaviours are specified as follows.
	1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).


[bookmark: OLE_LINK1][bookmark: OLE_LINK2]As can be observed, the release of invalid configurations is performed after UE has applied the selected subsequent CPAC candidate configuration. In this case, the target cell configuration has became to the current UE configuration, and it is not correct to make comparison between the current UE configuration and the selected subsequent CPAC candidate configuration as in current text. For modification, it is proposed to release the configurations that were part of the UE configuration before SCPAC execution but not part of the selected subsequent CPAC candidate configuration.
[bookmark: _Toc166244212]The UE releases the configurations that were part of the UE configuration before of this subsequent CPAC execution procedure but not part of the selected subsequent CPAC candidate configuration/ subsequent CPAC reference configuration. 
Furthermore, the configurations to be released include the radio bearer(s) and the associated logical channel(s). During SCPAC execution, bearer type change can be performed, e.g., MCG bearer changes to/from SCG bearer or split bearer changes to non-split bearer. For these cases, the UE needs to release (one of) the RLC bearer in source cell configuration. It is unclear whether current text is sufficient to support the release of RLC bearer since the ‘radio bearer(s)’ may only include the radio bearer configuration provided via RadioBearerConfig. To make the UE behaviour clearer, it is proposed that the RLC bearer(s) can be also released if it is included in source cell configuration but not in target cell configuration.
[bookmark: _Toc166244213]The RLC bearer(s) are released if they were part of the UE configuration before of this subsequent CPAC execution procedure but not part of the selected subsequent CPAC candidate configuration/ subsequent CPAC reference configuration.
For Proposal2 and Proposal3, a TP is provided in Annex.
Issue3: Correction on field description for discardOnPDCP and reestablishRLC
In last RAN2 meeting, H114 proposed that it can rely on NW indication (i.e., discardOnPDCP and reestablishRLC) to perform PDCP SDU discard and RLC re-establishment for SRB3 in case of SCPAC in SN format. The RIL was agreed and the following bullets were removed from procedural text.
	[bookmark: _Hlk165970981]1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in the RadioBearerConfig in the selected subsequent CPAC candidate configurationthat is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, UE shall perform the following actions after the end of this procedure:
3>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];


However, the restriction to not include discardOnPDCP and reestablishRLC for SRB3 in SCPAC configuration still exists in the field description of discardOnPDCP and reestablishRLC. In order to align with the procedural text, it is proposed to remove the restriction that the NW can not include discardOnPDCP and reestablishRLC for SRB3 in case of SCPAC in SN format. A TP is provided in section4.2.
[bookmark: OLE_LINK26][bookmark: _Toc166244214]Remove the restriction that the NW can not include discardOnPDCP and reestablishRLC for SRB3 in case of SCPAC in SN format.
Issue4: Correction on presence conditions for servingSecurityCellSetId
In current RRC specification, the servingSecurityCellSetId and sk-CounterConfiguration are set as conditional presence and the same condition code condInitialSCPAC is used. According to the explanation of condInitialSCPAC, the two fields are mandatory present at the initial configuration of subsequent CPAC for inter-SN CPC or CPA and the fields are absent for SCPAC in SN format. 
[image: ]
The conditions are correct for sk-CounterConfiguration. While for servingSecurityCellSetId, it should be absent for CPA case where there is no serving PSCell. The security key update procedure for CPA case is specified as the yellow-highlighted text below and it is described as a case that the securityCellSetId is configured for a SCPAC candidate but the servingSecurityCellSetId is not available.
	[bookmark: OLE_LINK24][bookmark: OLE_LINK25]1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;


In order to configure the servingSecurityCellSetId in a proper way, it is proposed that the servingSecurityCellSetId is not present in the initial configuration of SCPAC for CPA. A TP is provided in section4.3.
[bookmark: _Toc166244215]The servingSecurityCellSetId is not present in the initial configuration of SCPAC for CPA.
Issue5: Validity of servingSecurityCellSetId after normal PSCell change
According to the agreement made previous meeting, it is relied on the NW to guarantee the validity of servingSecurityCellSetId after normal PSCell change.
	· Rely on NW to guarantee the validity of servingSecurityCellSetID after normal PSCell change, i.e. NW update the sourceSecurityCellSetID if the SecurityCellSetID of target PScell is different.


While the agreement is not clearly reflected in current RRC specification. For normal PSCell change, if the servingSecurityCellSetId of the target PSCell is different from the one of current serving PSCell, the NW needs to include the updated servingSecurityCellSetId in ConditionalReconfiguration via RRCReconfiguration message. It is suggested to add a NOTE in section5.3.5.13.1 to make further clarification and a TP is provided in section4.4.
[bookmark: _Toc166244216]Add a NOTE to reflect the agreement that rely on NW to guarantee the validity of servingSecurityCellSetID after normal PSCell change, i.e. NW update the sourceSecurityCellSetID if the SecurityCellSetID of target PScell is different.
[bookmark: _Toc133575977][bookmark: _Toc133575996]Conclusion
Based on the discussion in section 2 we have following observations:
Proposal 1	For each SRB/DRB in current UE configuration, the UE keeps the associated RLC entities, their state variables, buffers and timers at the start of SCPAC execution.
Proposal 2	The UE releases the configurations that were part of the UE configuration before of this subsequent CPAC execution procedure but not part of the selected subsequent CPAC candidate configuration/ subsequent CPAC reference configuration.
Proposal 3	The RLC bearer(s) are released if they were part of the UE configuration before of this subsequent CPAC execution procedure but not part of the selected subsequent CPAC candidate configuration/ subsequent CPAC reference configuration.
Proposal 4	Remove the restriction that the NW can not include discardOnPDCP and reestablishRLC for SRB3 in case of SCPAC in SN format.
Proposal 5	The servingSecurityCellSetId is not present in the initial configuration of SCPAC for CPA.
Proposal 6	Add a NOTE to reflect the agreement that rely on NW to guarantee the validity of servingSecurityCellSetID after normal PSCell change, i.e. NW update the sourceSecurityCellSetID if the SecurityCellSetID of target PScell is different.
[bookmark: _Toc60777338][bookmark: _Toc162894939][bookmark: _Hlk165972943] Annex
TP for Issue1 and Issue2

5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
2>	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity, drb-Identity, and securityConfig;
2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311, where T310, N310, and N311 are for both MCG and SCG, and T311 is only for the MCG;
2>	apply the default L1 parameter values as specified in corresponding physical layer specifications for the MCG and SCG;
1>	else:
2>	for each SRB/DRB in current UE configuration:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity, drb-Identity, and securityConfig;
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2>	apply the default MAC Cell Group configuration for the SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timer T310 and constant N310 and N311 for the SCG;
2>	apply the default L1 parameter values as specified in corresponding physical layer specifications for the SCG;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in the RadioBearerConfig in the selected subsequent CPAC candidate configurationthat is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value included in each RadioBearerConfig in the selected subsequent CPAC candidate configuration that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the keyToUse in the RadioBearerConfig is different from the keyToUse in the current UE configuration; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse in the current UE configuration and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	if the bearer is an AM DRB:
5>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s), RLC bearer(s) and the associated logical channel(s) that wereare part of the current UE configuration before of this subsequent CPAC execution procedure but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).	Comment by OPPO (Xue): TP for proposal3	Comment by OPPO (Xue): TP for proposal2
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NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution. The UE needs to ensure that the RRC reconfiguration applied at the time of subsequent CPAC execution is in accordance with the latest received scpac-ReferenceConfiguration and condRRCReconfig for the subsequent CPAC configuration.
	1/3	
TP for Issue3
–	RadioBearerConfig
The IE RadioBearerConfig is used to add, modify and release signalling, multicast MRBs and/or data radio bearers. Specifically, this IE carries the parameters for PDCP and, if applicable, SDAP entities for the radio bearers.
RadioBearerConfig information element
-- ASN1START
-- TAG-RADIOBEARERCONFIG-START

RadioBearerConfig ::=                   SEQUENCE {
    srb-ToAddModList                        SRB-ToAddModList                                        OPTIONAL,   -- Cond HO-Conn
    srb3-ToRelease                          ENUMERATED{true}                                        OPTIONAL,   -- Need N
    drb-ToAddModList                        DRB-ToAddModList                                        OPTIONAL,   -- Cond HO-toNR
    drb-ToReleaseList                       DRB-ToReleaseList                                       OPTIONAL,   -- Need N
    securityConfig                          SecurityConfig                                          OPTIONAL,   -- Need M
    ...,
    [[
    mrb-ToAddModList-r17                    MRB-ToAddModList-r17                                    OPTIONAL,   -- Need N
    mrb-ToReleaseList-r17                   MRB-ToReleaseList-r17                                   OPTIONAL,   -- Need N
    srb4-ToAddMod-r17                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb4-ToRelease-r17                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]],
    [[
    srb5-ToAddMod-r18                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb5-ToRelease-r18                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]]
}

SRB-ToAddModList ::=                    SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod

SRB-ToAddMod ::=                        SEQUENCE {
    srb-Identity                            SRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    discardOnPDCP                           ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    srb-Identity-v1700                      SRB-Identity-v1700                                      OPTIONAL    -- Need M
    ]],
    [[
    srb-Identity-v1800                      SRB-Identity-v1800                                      OPTIONAL,   -- Need M
    n3c-BearerAssociated-r18                ENUMERATED{true}                                        OPTIONAL    -- Cond N3C MP
    ]]
}

DRB-ToAddModList ::=                    SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod

DRB-ToAddMod ::=                        SEQUENCE {
    cnAssociation                           CHOICE {
        eps-BearerIdentity                      INTEGER (0..15),
        sdap-Config                             SDAP-Config
    }                                                                                               OPTIONAL,   -- Cond DRBSetup
    drb-Identity                            DRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP                             ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    daps-Config-r16                         ENUMERATED{true}                                        OPTIONAL    -- Cond DAPS
    ]],
    [[
    n3c-BearerAssociated-r18                ENUMERATED{true}                                        OPTIONAL    -- Cond N3C MP
    ]]
}
DRB-ToReleaseList ::=                   SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity

SecurityConfig ::=                      SEQUENCE {
    securityAlgorithmConfig                 SecurityAlgorithmConfig                                 OPTIONAL,   -- Cond RBTermChange1
    keyToUse                                ENUMERATED{master, secondary}                           OPTIONAL,   -- Cond RBTermChange
    ...
}

MRB-ToAddModList-r17 ::=                SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-ToAddMod-r17

MRB-ToAddMod-r17 ::=                    SEQUENCE {
    mbs-SessionId-r17                       TMGI-r17                                                OPTIONAL,   -- Cond MRBSetup
    mrb-Identity-r17                        MRB-Identity-r17,
    mrb-IdentityNew-r17                     MRB-Identity-r17                                        OPTIONAL,   -- Need N
    reestablishPDCP-r17                     ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP-r17                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config-r17                         PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...
}

MRB-ToReleaseList-r17 ::=               SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-Identity-r17

-- TAG-RADIOBEARERCONFIG-STOP
-- ASN1STOP

	DRB-ToAddMod and MRB-ToAddMod field descriptions

	cnAssociation
Indicates if the bearer is associated with the eps-bearerIdentity (when connected to EPC) or sdap-Config (when connected to 5GC).

	daps-Config
Indicates that the bearer is configured as DAPS bearer.

	drb-Identity
In case of DC, the DRB identity is unique within the scope of the UE, i.e. an MCG DRB cannot use the same value as a split DRB. For a split DRB the same identity is used for the MCG and SCG parts/indirect path of the configuration.

	eps-BearerIdentity
The EPS bearer ID determines the EPS bearer.

	mbs-SessionId
Indicates which multicast MBS session the bearer is associated with.

	mrb-Identity
Identification of the multicast MRB.

	mrb-IdentityNew
New identity of the multicast MRB when mrb-Identity needs to be changed, e.g. as a result of a handover.

	n3c-BearerAssociated
Indicates that the radio bearer is associated with the N3C indirect path.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to true whenever the security key used for this radio bearer changes. Key change could for example be due to termination point change for the bearer, reconfiguration with sync, resuming an RRC connection, or the first reconfiguration after reestablishment. It is also applicable for LTE procedures when NR PDCP is configured. Network doesn't include this field for DRB if the bearer is configured as DAPS bearer or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE. or if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE

	recoverPDCP
Indicates that PDCP should perform recovery according to TS 38.323 [5]. Network doesn't include this field if the bearer is configured as DAPS bearer or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE or if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	sdap-Config
The SDAP configuration determines how to map QoS flows to DRBs when NR or E-UTRA connects to the 5GC and presence/absence of UL/DL SDAP headers.



	RadioBearerConfig field descriptions

	securityConfig
Indicates the security algorithm and key to use for the signalling and data radio bearers configured with the list in this IE RadioBearerConfig. When the field is not included after AS security has been activated, the UE shall continue to use the currently configured keyToUse and security algorithm for the radio bearers reconfigured with the lists in this IE RadioBearerConfig. The field is not included when configuring SRB1 before AS security is activated.

	srb3-ToRelease
Release SRB3. SRB3 release can only be done over SRB1 and only at SCG release and reconfiguration with sync.



	SecurityConfig field descriptions

	keyToUse
Indicates if the bearers configured with the list in this IE RadioBearerConfig are using the master key or the secondary key for deriving ciphering and/or integrity protection keys. For MR-DC, network should not configure SRB1 and SRB2 with secondary key and SRB3 with the master key. When the field is not included, the UE shall continue to use the currently configured keyToUse for the radio bearers reconfigured with the lists in this IE RadioBearerConfig.

	securityAlgorithmConfig
Indicates the security algorithm for the signalling and data radio bearers configured with the list in this IE RadioBearerConfig. When the field is not included, the UE shall continue to use the currently configured security algorithm for the radio bearers reconfigured with the lists in this IE RadioBearerConfig.



	SRB-ToAddMod field descriptions

	discardOnPDCP
Indicates that PDCP should discard stored SDU and PDU according to TS 38.323 [5]. For SRB3, network doesn't include this field if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE included in the RRCReconfiguration message received via SRB1.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to true whenever the security key used for this radio bearer changes. Key change could for example be due to reconfiguration with sync, for SRB2 when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment in NR. For SRB1, when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment in NR, the network does not set this field to true. For LTE SRBs using NR PDCP, it could be for handover, RRC connection reestablishment or resume. Network doesn't include this field if any DAPS bearer is configured or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE. For SRB3, network doesn't include this field if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	srb-Identity, srb-Identity-v1700, srb-Identity-v1800
Value 1 is applicable for SRB1 only. Value 2 is applicable for SRB2 only. Value 3 is applicable for SRB3 only. Value 4 is applicable for SRB4 only. Value 5 is applicable for SRB5 only. If srb-Identity-v1700 or srb-Identity-v1800 is received for an SRB, the UE shall ignore srb-Identity (i.e. without suffix) for this SRB.



	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.

	PDCP
	The field is mandatory present if the corresponding DRB/multicast MRB is being setup or corresponding DRB/multicast MRB is reconfigured with NR PDCP or corresponding SRB associated with two RLC entities is being setup or if the number of RLC bearers associated with the DRB/multicast MRB or SRB is changed. The field is optionally present, Need S, if the corresponding SRB associated with one RLC entity is being setup or corresponding SRB is reconfigured with NR PDCP; otherwise the field is optionally present, need M.

	DRBSetup
	The field is mandatory present if the corresponding DRB is being setup; otherwise the field is optionally present, need M.

	HO-Conn
	The field is mandatory present
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured,
-	or in case of RRCSetup.
Otherwise the field is optionally present, need N.
Upon RRCSetup, only SRB1 can be present.

	HO-toNR
	If mrb-ToAddModList is not included, the field is mandatory present for UEs other than NCR-MT
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured.
In case of RRCSetup, the field is absent; otherwise the field is optionally present, need N.

	DAPS
	The field is optionally present, need N, in case masterCellGroup includes ReconfigurationWithSync, SCell(s) and SCG are  not configured, multi-DCI/single-DCI based multi-TRP are not configured in any DL BWP, supplementaryUplink is not configured, ethernetHeaderCompression is not configured for the DRB, conditionalReconfiguration is not configured, and NR sidelink and V2X sidelink are not configured. Otherwise the field is absent.

	MRBSetup
	The field is mandatory present if the corresponding multicast MRB is being setup; otherwise the field is optionally present, need M.

	N3C MP
	The field is optionally present if the corresponding radio bearer is being setup for MP with N3C indirect path, need R. It is absent otherwise.

	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.

	PDCP
	The field is mandatory present if the corresponding DRB/multicast MRB is being setup or corresponding DRB/multicast MRB is reconfigured with NR PDCP or corresponding SRB associated with two RLC entities is being setup or if the number of RLC bearers associated with the DRB/multicast MRB or SRB is changed. The field is optionally present, Need S, if the corresponding SRB associated with one RLC entity is being setup or corresponding SRB is reconfigured with NR PDCP; otherwise the field is optionally present, need M.

	DRBSetup
	The field is mandatory present if the corresponding DRB is being setup; otherwise the field is optionally present, need M.

	HO-Conn
	The field is mandatory present
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured,
-	or in case of RRCSetup.
Otherwise the field is optionally present, need N.
Upon RRCSetup, only SRB1 can be present.

	HO-toNR
	If mrb-ToAddModList is not included, the field is mandatory present for UEs other than NCR-MT
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured.
In case of RRCSetup, the field is absent; otherwise the field is optionally present, need N.

	DAPS
	The field is optionally present, need N, in case masterCellGroup includes ReconfigurationWithSync, SCell(s) and SCG are  not configured, multi-DCI/single-DCI based multi-TRP are not configured in any DL BWP, supplementaryUplink is not configured, ethernetHeaderCompression is not configured for the DRB, conditionalReconfiguration is not configured, and NR sidelink and V2X sidelink are not configured. Otherwise the field is absent.

	MRBSetup
	The field is mandatory present if the corresponding multicast MRB is being setup; otherwise the field is optionally present, need M.

	N3C MP
	The field is optionally present if the corresponding radio bearer is being setup for MP with N3C indirect path, need R. It is absent otherwise.



[bookmark: _Toc60777357][bookmark: _Toc162894960]–	RLC-BearerConfig
The IE RLC-BearerConfig is used to configure an RLC entity, a corresponding logical channel in MAC and the linking to a PDCP entity (served radio bearer).
RLC-BearerConfig information element
-- ASN1START
-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=                        SEQUENCE {
    logicalChannelIdentity                      LogicalChannelIdentity,
    servedRadioBearer                           CHOICE {
        srb-Identity                                SRB-Identity,
        drb-Identity                                DRB-Identity
    }                                                                                               OPTIONAL,   -- Cond LCH-SetupOnly
    reestablishRLC                              ENUMERATED {true}                                   OPTIONAL,   -- Need N
    rlc-Config                                  RLC-Config                                          OPTIONAL,   -- Cond LCH-Setup
    mac-LogicalChannelConfig                    LogicalChannelConfig                                OPTIONAL,   -- Cond LCH-Setup
    ...,
    [[
    rlc-Config-v1610                            RLC-Config-v1610                                    OPTIONAL    -- Need R
    ]],
    [[
    rlc-Config-v1700                            RLC-Config-v1700                                    OPTIONAL,   -- Need R
    logicalChannelIdentityExt-r17               LogicalChannelIdentityExt-r17                       OPTIONAL,   -- Cond LCH-SetupModMRB
    multicastRLC-BearerConfig-r17               MulticastRLC-BearerConfig-r17                       OPTIONAL,   -- Cond LCH-SetupOnlyMRB
    servedRadioBearerSRB4-r17                   SRB-Identity-v1700                                  OPTIONAL    -- Need N
    ]]
}

MulticastRLC-BearerConfig-r17 ::=           SEQUENCE {
    servedMBS-RadioBearer-r17                   MRB-Identity-r17,
    isPTM-Entity-r17                            ENUMERATED {true}                                   OPTIONAL    -- Need S
}

LogicalChannelIdentityExt-r17 ::=           INTEGER (320..65855)

-- TAG-RLC-BEARERCONFIG-STOP
-- ASN1STOP

	RLC-BearerConfig field descriptions

	isPTM-Entity
If configured, indicates that the RLC entity is used for PTM reception. When the field is absent the RLC entity is used for PTP transmission/reception.

	logicalChannelIdentity
ID used commonly for the MAC logical channel and for the RLC bearer. Value 4 is not configured for DRBs if SRB4 is configured.

	logicalChannelIdentityExt
Extended logical channel ID used commonly for the MAC logical channel and for the RLC bearer for PTM reception. If this field is configured, the UE shall ignore logicalChannelIdentity.

	reestablishRLC
Indicates that RLC should be re-established. Network sets this to true at least whenever the security key used for the radio bearer associated with this RLC entity changes. For SRB2, multicast MRBs and DRBs, unless full configuration is used, it is also set to true during the resumption of the RRC connection or the first reconfiguration after reestablishment. For SRB1, when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment, the network does not set this field to true. The network does not include this field if servedRadioBearer is set to drb-Identity and the RLC-BearerConfig IE is part of an RRCReconfiguration message contained in ltm-CandidateConfig. For SRB3 and DRBs, network doesn't include this field if the RLC-BearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE. For SRB3, network doesn't include this field if the RLC-BearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE included in the RRCReconfiguration message received via SRB1.

	rlc-Config
Determines the RLC mode (UM, AM) and provides corresponding parameters. RLC mode reconfiguration can only be performed by DRB/multicast MRB release/addition or full configuration. The network may configure rlc-Config-v1610 only when rlc-Config (without suffix) is set to am.

	servedMBS-RadioBearer
Associates the RLC Bearer with a multicast MRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedMBS-RadioBearer.

	servedRadioBearer, servedRadioBearerSRB4
Associates the RLC Bearer with an SRB or a DRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedRadioBearer. Furthermore, the UE shall advertise and deliver uplink PDCP PDUs of the uplink PDCP entity of the servedRadioBearer to the uplink RLC entity of this RLC bearer unless the uplink scheduling restrictions (moreThanOneRLC in PDCP-Config and the restrictions in LogicalChannelConfig) forbid it to do so.



	Conditional Presence
	Explanation

	LCH-Setup
	This field is mandatory present upon creation of a new logical channel for a DRB or a multicast MRB or SRB4. This field is optionally present, Need S, upon creation of a new logical channel for an SRB except SRB4. It is optionally present, Need M, otherwise.

	LCH-SetupModMRB
	This field is optionally present upon creation of a new logical channel for PTM reception for a multicast MRB. If this field is included upon creation of a new logical channel for PTM reception for a multicast MRB, it shall be present when modifying this logical channel. The field is absent for logical channels configured for an SRB and a DRB.

	LCH-SetupOnly
	This field is mandatory present upon creation of a new logical channel for a DRB or an SRB (servedRadioBearer). It is absent, Need M otherwise.

	LCH-SetupOnlyMRB
	This field is mandatory present upon creation of a new logical channel for a multicast MRB and upon modification of MRB-Identity of the served MRB. It is absent, Need M otherwise.
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–	ConditionalReconfiguration
The IE ConditionalReconfiguration is used to add, modify and release the configuration of conditional reconfiguration.
ConditionalReconfiguration information element
-- ASN1START
-- TAG-CONDITIONALRECONFIGURATION-START

ConditionalReconfiguration-r16 ::=   SEQUENCE {
    attemptCondReconfig-r16              ENUMERATED {true}              OPTIONAL,   -- Cond CHO
    condReconfigToRemoveList-r16         CondReconfigToRemoveList-r16   OPTIONAL,   -- Need N
    condReconfigToAddModList-r16         CondReconfigToAddModList-r16   OPTIONAL,   -- Need N
    ...,
    [[
    scpac-ReferenceConfiguration-r18     SetupRelease {ReferenceConfiguration-r18}          OPTIONAL,   -- Need M
    servingSecurityCellSetId-r18         SecurityCellSetId-r18                              OPTIONAL,   -- Need NCond condInitialSCPAC
    sk-CounterConfiguration-r18          SK-CounterConfiguration-r18                        OPTIONAL    -- Need MCond condInitialSCPAC
    ]]
}

CondReconfigToRemoveList-r16 ::=     SEQUENCE (SIZE (1.. maxNrofCondCells-r16)) OF CondReconfigId-r16

SK-CounterConfiguration-r18      ::= SEQUENCE {
    sk-CounterConfigToReleaseList-r18    SEQUENCE (SIZE (1..maxSecurityCellSet-r18)) OF SecurityCellSetId-r18    OPTIONAL,    -- Need N
    sk-CounterConfigToAddModList-r18     SEQUENCE (SIZE (1..maxSecurityCellSet-r18)) OF SK-CounterConfig-r18     OPTIONAL     -- Need N
}

SK-CounterConfig-r18 ::=             SEQUENCE {
    securityCellSetId-r18                SecurityCellSetId-r18,
    sk-CounterList-r18                   SEQUENCE (SIZE (1..maxSK-Counter-r18)) OF SK-Counter
}

SecurityCellSetId-r18 ::= INTEGER (1.. maxSecurityCellSet-r18)

-- TAG-CONDITIONALRECONFIGURATION-STOP
-- ASN1STOP

	ConditionalReconfiguration field descriptions

	attemptCondReconfig
If present, the UE shall perform conditional reconfiguration if selected cell is a target candidate cell and it is the first cell selection after failure as described in clause 5.3.7.3.

	condReconfigToAddModList
List of the configuration of candidate SpCells to be added or modified for CHO, CPA or CPC.

	condReconfigToRemoveList
List of the configuration of candidate SpCells to be removed.

	scpac-ReferenceConfiguration
Includes the reference configuration for the candidate supporting subsequent CPAC.

	securityCellSetId
This field is used to determine whether UE should perform security update when conditional reconfiguration containing subsequentCondReconfig is executed. If the field servingSecurityCellSetId is present, this field is present for all the candidate configuration of subsequent CPAC.

	servingSecurityCellSetId
This field identifies the security cell set for serving PSCell. The field is mandatory present at the initial configuration of subsequent CPAC for inter-SN CPC, generated by the MN, which includes at least one inter-SN candidate PSCell supporting subsequent CPAC. The field is absent for any conditional reconfiguration generated by the SN.

	sk-counterConfiguration
Includes a list of sk-Counter from which the UE should select the sk-counter used to derive S-KgNB for inter-SN subsequent CPAC. If this field is configured, the network shall not configure the field sk-Counter within the RRCReconfiguration message for conditional reconfiguration execution for subsequent CPAC. The field is mandatory present at the initial configuration of subsequent CPAC for inter-SN CPC or CPA, generated by the MN, which includes at least one inter-SN candidate PSCell supporting subsequent CPAC. The field is absent for any conditional reconfiguration generated by the SN.



	Conditional Presence
	Explanation

	CHO
	The field is optional present, Need R, if the UE is configured with at least a candidate SpCell for CHO. Otherwise the field is not present.

	condInitialSCPAC
	The field is mandatory present upon the initial conditional reconfiguration, generated by the MN, which includes at least one inter-SN candidate PSCell supporting subsequent CPAC. The field is absent for any conditional reconfiguration generated by the SN. Otherwise, the field is optional, need M.
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The network configures the UE with one or more candidate target SpCells in the conditional reconfiguration. The UE evaluates the condition of each configured candidate target SpCell. The UE applies the conditional reconfiguration associated with one of the target SpCells which fulfils associated execution condition.
The network can also configure the UE with one or more candidate target PCells associated with one or more candidate target PSCells. The UE evaluates the conditions for the candidate target PCells and the associated candidate target PSCells in parallel and applies a target configuration that include PCell and PSCell for which the associated execution conditions are fullfiled. If there are multiple candidate PSCells associated with one candidate target PCell, the network provides multiple conditional configurations for the same candidate target PCell, i.e., each configuration contains one MCG configuration (for the same candidate target PCell) and one SCG configuration (for one of the multiple associated candidate PSCells). For this case, the network may also provide a complementary CHO only configuration, i.e., there is execution condition only for candidate PCell.
The network provides the configuration parameters for the target SpCell(s) in the condRRCReconfig.
In NR-DC, the UE may receive two independent conditionalReconfiguration:
-	a conditionalReconfiguration associated with MCG, that is included in the RRCReconfiguration message received via SRB1; and
-	a conditionalReconfiguration, associated with SCG, that is included in the RRCReconfiguration message received via SRB3, or, alternatively, included within a RRCReconfiguration message embedded in a RRCReconfiguration message received via SRB1.
In this case:
-	the UE maintains two independent VarConditionalReconfig, one associated with each conditionalReconfiguration;
-	the UE independently performs all the procedures in clause 5.3.5.13 for each conditionalReconfiguration and the associated VarConditionalReconfig, unless explicitly stated otherwise;
-	the UE performs the procedures in clause 5.5 for the VarConditionalReconfig associated with the same cell group like the measConfig.
In EN-DC, the VarConditionalReconfig is associated with the SCG.
In NE-DC and when no SCG is configured, the VarConditionalReconfig is associated with the MCG.
The UE performs the following actions based on a received ConditionalReconfiguration IE:
1>	if the ConditionalReconfiguration contains the condReconfigToRemoveList:
2>	perform conditional reconfiguration removal procedure as specified in 5.3.5.13.2;
1>	if the ConditionalReconfiguration contains the condReconfigToAddModList:
2>	perform conditional reconfiguration addition/modification as specified in 5.3.5.13.3;
1>	if the ConditionalReconfiguration contains the scpac-ReferenceConfiguration:
2>	perform subsequent CPAC reference configuration addition/removal as specified in 5.3.5.13.6;
1>	if the ConditionalReconfiguration contains the sk-CounterConfiguration:
2>	perform sk-CounterList addition/modification/removal as specified in 5.3.5.13.7;
1>	if the ConditionalReconfiguration contains the servingSecurityCellSetId:
2>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
3>	replace the servingSecurityCellSetId value within VarServingSecurityCellSetID with the received servingSecurityCellSetID;
2>	else:
3>	store the received servingSecurityCellSetId within VarServingSecurityCellSetID.

NOTE 1: It is up to network to provide a valid servingSecurityCellSetId if the RRCReconfiguration message including reconfigurationWithSync in spCellConfig of an SCG is not applied due to the conditional reconfiguration execution for subsequent CPAC.
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