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1	Introduction
In RAN2#125bis meeting, A-IoT random access was discussed and following agreements were reached [1].
	· RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
· We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
· Random Access is triggered by the reader 
· Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
· Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
· Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
· For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   


In this contribution, the details of A-IoT random access procedure are further discussed.
[bookmark: _Toc499559238][bookmark: _Toc147158671][bookmark: _Toc61387172]2	Discussion
[bookmark: _Toc499559239][bookmark: _Toc147158672][bookmark: _Toc61387173]2.1	Terminologies
Last meeting RAN2 discussion raised two branches on the first UL message content:
	R2-2402379	Consideration on Random Access procedure for AIoT	ZTE Corporation, Sanechips	discussion	Rel-19	FS_Ambient_IoT_solutions
Proposal 6: Both 2-step random access procedure and 4-step random access procedure are studied for AIoT system. 
-	For first UL message, 4 step contains only random number and 2 steps is more information like device ID and data.  
=>	Noted

Agreement
1 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  


Observation 1:	It is better to use the following terminologies during the discussion to clarify the different solution for the first message content:
· A-IoT Msg1: The first D2R message after device is triggered to perform random access. It does not include any actual data, e.g. the upper layer device ID or upper layer data.
· A-IoT MsgA: The first D2R message after device is triggered to perform random access. It also includes the actual data, e.g. the upper layer device ID or upper layer data. 
Observation 2:	It is better to use the following terminologies during the discussion to clarify the different solutions for contention resolution:
· 2-step contention resolution: use the second message to complete the contention resolution.
· 4-step contention resolution: use Msg4 to complete the contention resolution. This term assumes there could be the contention in Msg3.
Proposal 1a:	RAN2 to use the following terminologies for discussion in the study phase/TR (the used terminologies do not imply any inheritance from NR existing solutions):
· A-IoT Msg1: The first D2R message after device is triggered to perform random access. It does NOT include either the upper layer device ID or upper layer data.
· A-IoT MsgA: The first D2R message after device is triggered to perform random access. It also includes the upper layer device ID or upper layer data. 
· A-IoT Msg2/MsgB: The possible R2D message after Msg1/MsgA, respectively.
· A-IoT Msg3: The possible D2R message after Msg2, if needed.
· A-IoT Msg4: The possible R2D message after Msg3, if needed.
· 2-step contention resolution: use Msg2/MsgB to complete the contention resolution.
· 4-step contention resolution: use Msg4 to complete the contention resolution. This term assumes there could be the contention in Msg3.
Proposal 1b:	To discuss the three candidate solutions for contention-based random access:
· 2-step contention resolution using A-IoT Msg1;
· 2-step contention resolution using A-IoT MsgA;
· 4-step contention resolution using A-IoT Msg1.

2.2	Contention-based random access procedure
2.2.1	Contention resolution/failure detection
Contention resolution
Considering that a sampling frequency offset (SFO) for A-IoT could be like 105 PPM (10% timing error), it is not possible to maintain an accurate timing for data transmission. Thus, UL Timing Advance is not applicable to A-IoT devices. Besides, considering that the feasibility and necessity of code-domain multiple access is not clear for now, RAN2 can assume that legacy preamble-based access procedure is not supported, at least for UL Timing Advance purpose. 
	Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.


Observation 3:	Obtaining UL Timing Advance is not the purpose of A-IoT random access-like procedure , considering that A-IoT will be an asynchronous system. Then, the first message can be directly used for requesting transmission opportunity.
According to an agreement of RAN2#125bis meeting, slotted-ALOHA is confirmed as the baseline for Ambient IoT random access. After receiving initial trigger message from reader, devices perform A-IoT random access procedure.
A device randomly selects an access occasion according to the access configuration information (i.e. the total number of access occasions) and waits for its own access occasion to send A-IoT Msg1. The A-IoT Msg1 includes Random Access ID, which is randomly selected by the device, and it is used to differentiate devices’ access request in the same access occasion, since it is possible that multiple devices select the same access occasion.
If reader successfully receives one Random Access ID, it replies the A-IoT Msg2 as access response. The A-IoT Msg2 includes the ID same as what the device has transmitted in A-IoT Msg1, in order to indicate which device successfully performed contention resolution. It is a very rare case that still multiple devices regard contention resolution as successful after receiving A-IoT Msg2, due to the extreme low probability that the following cases happen simultaneously:
· Multiple devices coincidentally select the same time resource (i.e. access occasion) for A-IoT Msg1, and
· Multiple devices coincidentally select the same frequency resource for A-IoT Msg1 considering FDMA may be supported, and
· Multiple devices coincidentally select the same Random Access ID in A-IoT Msg1, and
· Reader successfully decodes the content of multiple A-IoT Msg1s (different devices may send the A-IoT Msg1 at different time due to the different implementation of low-complexity devices, which may reduce the possibility of decoding the message).
For example, if the total number of access occasions is 64, the total number of candidate frequency resources is 4, the Random Access ID in A-IoT Msg1 is 16bits (like RN16 used by RFID) and the total number of device is 250, the probability that two devices select the same access occasion, frequency resource and Random Access ID is  (i.e. almost 0.0015%), which is extremely low.
Observation 4:	It is an extremely rare case that multiple devices regard contention resolution as successful after receiving A-IoT Msg2 (i.e. Msg3 collision), since this only happens when:
· Multiple devices coincidentally select the same time resource (i.e. access occasion) for A-IoT Msg1, and
· Multiple devices coincidentally select the same frequency resource for A-IoT Msg1 considering FDMA to be supported, and
· Multiple devices coincidentally select the same Random Access ID in A-IoT Msg1, and
· Reader successfully decodes the content of multiple A-IoT Msg1s which collides in the same time and frequency.
Thus, the case that multiple devices regard contention resolution as successful after receiving A-IoT Msg2 does not need to be considered. That means, there is no A-IoT Msg3 (i.e. upper layer data including Device ID) collision. A device considers the contention resolution as successful if it receives the ID in the access response from reader, which is same as the previously transmitted one in A-IoT Msg1. 
Proposal 2:	A-IoT device considers the contention resolution as successful, if it receives the ID in the access response from reader, which is same as the previously transmitted one in the first message (i.e. 2-step contention resolution considering Msg3 collision as rare case assuming the ID in A-IoT Msg1 is 16-bit).

A-IoT Msg2 reception failure detection
In NR, RAR window and contention resolution timer are defined for random access procedure. If the RAR window ends and Random Access Response that matches the transmitted Preamble has not been received, Random Access Response reception is considered as not successful. If the contention resolution timer expires, the contention resolution is considered as not successful.
In A-IoT, accurate timing alignment cannot be supported due to large SFO. Furthermore, the concepts of RAR window and contention resolution timer are not suitable or practical for A-IoT, since they require a large number of bits to count the time. Then about how to handle the A-IoT Msg2 reception/access failure, the following two cases are taken into account:
1) A-IoT Msg2 is not transmitted by reader due to failure reception of A-IoT Msg1. In this case, the reader deems that no any device initiated the A-IoT random access in this access occasion, and will send access occasion/round message indicating the next access occasion/round.
2) A-IoT Msg2 is transmitted by reader but is not received successfully by the device. After the reader transmits A-IoT Msg2, if it does not receive A-IoT Msg3 including upper layer data, such as Device ID, after a period of time, it can consider that random access failed and it sends access occasion/round message indicating the next access occasion/round. As a possible implementation, the reader may re-transmit A-IoT Msg2 until it thinks that random access fails and it sends access occasion/round message.
From the device perspective, after it transmits the A-IoT Msg1, it expects to receive the A-IoT Msg2 rather than the access occasion/round message. In this case, the device can consider the A-IoT random access as failed, if the access response (e.g. A-IoT Msg2) is not received successfully until the reception of (the next) access occasion/round message. Note that this should comply with the physical layer defined processing time, if any.
Proposal 3:	After the device transmits the A-IoT Msg1, it considers A-IoT random access as failed, if the access response Msg2 is not received successfully and it has received (the next) access occasion/round message.

A-IoT Msg3/Data transmission failure handling
If A-IoT random access succeeds, the device will further transmit A-IoT Msg3 (possible D2R message for upper layer data after A-IoT Msg2). As analysed in above case 2), after the reader transmits A-IoT Msg2, if it does not receive A-IoT Msg3 after a period of time, it can consider that transmission failed. However, just relying on access occasion/round message is not enough for the device to determine whether the A-IoT Msg3 is transmitted successfully or not. For example, for inventory, access occasion/round message will also be received if A-IoT Msg3 is transmitted successfully since inventory procedure for a certain device is over. Hence, additionally, the reader needs to send “D2R failure indication” to indicate A-IoT Msg3 or other upper layer data transmission failure. On the device side, after it transmits the A-IoT Msg3 or other upper layer data, it considers D2R message transmission failure upon receiving the “D2R failure indication” and it will re-access in the next round.
It is noted that if the reader does not receive A-IoT Msg3 after it transmits A-IoT Msg2, it considers that transmission failed and it sends “D2R failure indication” and access occasion/round message to trigger the next occasion/round. It can be further discussed whether these two indications are included in one message or different messages. From the device point of view, if the device only transmits A-IoT Msg1, it only cares about A-IoT Msg2 until the reception of access occasion/round message; if the device transmits A-IoT Msg3 or other upper layer data, “D2R failure indication” should be used to determine the transmission failure.
Proposal 4:	The reader sends “D2R failure indication” to indicate the D2R message transmission failure (applied to A-IoT Msg3 and other upper layer data transmission). After the device transmits the A-IoT Msg3 or other upper layer data, it considers transmission failure upon receiving the “D2R failure indication” and it will re-access in the next access round.

Re-access
A device may fail to complete contention resolution if it does not receive a successful response after it sends an access request message. Referring to other communication systems, e.g., NR/LTE, re-access designs are supported to address contention resolution failure. UE can perform random access again if a random access procedure is not successfully completed.
As discussed above, A-IoT devices also have the contention resolution failure issue due to collision. The devices whose transmissions collided will not get the opportunity to transmit data. For example, in the inventory case these devices will be missed if they do not have another opportunity to access. Besides, if the device fails in A-IoT Msg3 or upper layer data transmission, it also needs to access again.
To solve this problem, re-access after failure needs to be supported for the A-IoT contention-based random access procedure, i.e., the reader initiate the next round of access occasions for the device(s) failing to complete the access procedure in the last round. The device(s) that previously failed to access can access again in the new/next access round.
Proposal 5:	To support the A-IoT device re-access, if one A-IoT device fails in one access round, it performs the access again in the next access round indicated by the reader.
2.2.2	A-IoT Msg1/MsgA related
Msg1 time-domain access occasion definition/indication 
As discussed above, the contents of frequency configuration for A-IoT Msg1 also need to be discussed, the details of which are pending to RAN1.
Observation 5:	The frequency-domain access resource definition/indication for A-IoT Msg1 will be discussed by RAN1.
As discussed in [3], the timing accuracy of A-IoT device could be extremely low, which cannot work well in an accurately synchronous system by using legacy methods in 3GPP. Hence, the NR RACH occasion with accurate time boundary cannot be used in A-IoT.
Observation 6:	A-IoT device is not able to support the NR RACH Occasion defined by the absolute timing, due to the extremely low timing accuracy.
Proposal 6:	As one solution to study, RAN2 considers that the reader transmits one explicit message to define/indicate the boundary of the access occasion (instead of defining the NR RACH occasion by absolute timing).
Msg1 resource selection for time and frequency 
The reader can allocate multiple occasions to distribute the devices in case multiple devices collide in the same occasion. The reader indicates the number of access occasions in one access round by a DL message. Then devices randomly select an access occasion as their corresponding access occasion to access. For example, in Slotted ALOHA, the parameter Q is sent from the reader to indicate the number of access occasions, and a device randomly selects a number in range [0, 2Q-1] as its access occasion. A Q-like parameter can be included in a DL message, e.g. Access Round Indication message.
Proposal 7a: The total number of time-domain access occasions within one access round is indicated by the reader.
Proposal 7b:	A-IoT device randomly selects one access occasion among the time-domain access occasions in one access round.
In last RAN1 meeting, RAN1 agreed to study TDMA and FDMA for D2R transmission:
	RAN1#116-bis agreement [2]:
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.


Observation 7:	RAN1 will study the support of TDMA and FDMA for D2R, while no clear agreement on the support of FDM for R2D.
The TDMA method distributes devices into multiple occasions to mitigate time-domain collision. In addition, applying FDMA to Msg1 can further mitigate Msg1 collision in the same time-domain occasion, since multiple Msg1s are still possible to be overlapped in time domain. This improves access efficiency and reduce latency compared with TDMA only methods.
Observation 8:	Applying both TDMA and FDMA in A-IoT Msg1 can improve the efficiency, reduce latency and mitigate the A-IoT Msg1 collision.
Proposal 8a:	Both TDMA and FDMA can apply to A-IoT Msg1.
If RAN2 agree FDMA can apply to A-IoT Msg1, the frequency configuration needs to be provided to the devices prior to sending Msg1. How to indicate the frequency configuration are pending to RAN1 discussion.
	RAN1#116-bis agreement [2]:
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.


Proposal 8b:	If RAN2 agrees to apply the FDMA for A-IoT Msg1, it is assumed that the frequency related information is indicated by the reader (details are up to RAN1).
To improve the efficiency, multiple devices should be distributed into different frequencies, e.g., different frequency shifts in baseband. Then, the device can randomly select one frequency among the indicated frequency related information.
Proposal 8c:	If RAN2 agrees to apply the FDMA for A-IoT Msg1, it is assumed that A-IoT device randomly selects one frequency among the indicated frequency related information.

Msg1/MsgA content (“2-step like” vs. “4-step like”)
In the last RAN2 meeting, there were some discussions on “2-step like” (A-IoT Msg1 based) and “4-step like” (A-IoT MsgA based) random access procedure. The following agreement was reached:
	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  


In our understanding, the main difference lies in the content in the first D2R message after device is triggered by reader. The two kinds of A-IoT random access procedures are defined in accordance with the terminology section:
	· A-IoT Msg1: The first D2R message after device is triggered by reader. It does not include the actual data, including device ID and upper layer data.
· A-IoT MsgA: The first D2R message after device is triggered by reader. It also includes the actual data, including device ID and upper layer data. 


To compare the performance of using A-IoT Msg1 and MsgA for 2-step RA procedure, we calculate and compare the total latency of identifying the same amounts of devices by these two methods. The latency is the total time of identifying all devices. 
Considering most transmission parameters and message sizes for A-IoT are still under study, we take the related parameters captured in TR 38.848, TR 22.840 and RFID spec. According to TR 38.848, we set:
· data rate as 500 bps (minimum data rate is not less than 0.1 kbps for UL/DL in TR 38.848) and, 
· the size of device ID as 96 bits (in SA1 TR 22.840).
According to RFID spec, we set:
· the size of random number ID as 16 bits. 
We assume each packet has an 8-bit header (including both AS and upper-layer headers). According to the feature of Slotted ALOHA, we assume each device randomly select an occasion to access in each round, the collided devices can re-access in the next round. 
There are three possibilities for each occasion as below, and for each we give the estimated latency by considering the assumed data rate.
· Successful occasion: one access occasion is selected by one device and the access succeeds
· Msg1 based 2-step RA (Figure 2.3.2-1(a)): 
· including one access occasion trigger message (8 bits), one Msg1 (8-bit header + 16-bit random number ID = 24 bits), one Msg2 (8-bit header + 16-bit random number ID = 24 bits), and Msg3 (8-bit header + 96-bit device ID = 108 bits)
· MsgA based 2-step RA (Figure 2.3.2-1(b)): 
· including one access occasion trigger message (8 bits), one MsgA (8-bit header + 96-bit device ID + 16-bit random number ID = 120 bits) and one Msg2 (8-bit header + 16-bit random number ID = 24 bits);
· Collided occasion (Figure 2.3.2-1(c)): one access occasion is selected by multiple devices and the access fails
· including one access occasion trigger message (8 bits) and one Msg1 (24 bits)/MsgA (120 bits);
· Idle occasion (Figure 2.3.2-1(b)): one access occasion is not selected by any device
· including one access occasion trigger message (8 bits) and a minimum waiting time to at least check detect a 8-bit header;
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Figure 2.3.2-1(a):	Successful occasion of using Msg1/ MsgA
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Figure 2.3.2-1(b):	Collided and Idle occasion of using Msg1/MsgA
Many existing papers illustrated that the theoretical optimal efficiency of Slotted ALOHA is about 36.8% [4], and the optimal efficiency can be achieved when the number of slots equals the number of devices. Hence, we assume the total number of slots to equal the number of unide1ntified devices in every round. 
Table 2.3.2-2 and Figure 2.3.2-2 illustrate the performance results on latency for identifying different number of devices. It is observed that the Msg1 based 2-step RA can achieve a lower latency, and achieves more significant improvement of efficiency as the number of devices increases.
Table 2.3.2-2	Performance results on latency of Msg1 based and MsgA based RA 
	The number of devices
	200
	180
	160
	140
	120
	100
	80
	60
	40
	20
	15
	10

	The overall latency for 2-step RA with MsgA (seconds)
	96.9
	87.1
	76.5
	67.0
	58.4
	48.8
	38.6
	28.5
	18.6
	9.4 
	7.3
	4.7

	The overall latency for 2-step RA with Msg1 (seconds)
	69.1
	62.7
	55.5
	48.6
	41.9
	34.9
	27.8
	20.7
	13.7
	6.9 
	5.2
	3.4 

	Average probability of collision = 26.4%, 
Average probability of success = 36.8%, 
Average probability of idle occasions = 36.8%



Figure 2.3.2-2	Curves of latency changes as the number of devices change
Furthermore, we give the results of allocating more occasions, in which a lower probability of collision (about 9.2%) can be achieved, i.e., in each round, the number of slots is set to twice the number of devices. As shown in Table 2.3.2-3 and Figure 2.3.2-3, 2-step RA with Msg1 performs better, and achieves more significant improvement of efficiency as the number of devices increases. Though 2-step RA with MsgA works better with more allocated slots, but still cannot catch up with using A-IoT Msg1 in 2-step RA. The reason is that allocating more slots can achieve a lower collision probability, but the drawback is that there are more idle slots, which leads to wasted time.
According to the above results, though 2-step RA with MsgA can save one step, the efficiency cannot be greater than 2-step RA with Msg1 because once MsgA (including Device ID) collide, a longer packet will be wasted and be retransmitted in the next access occasion. On the other hand, allocating much more slots can reduce MsgA collision. However, this causes more idle/empty slots at the same time, which increases the total latency.
Table 2.3.2-3	Performance results on latency of Msg1 based and MsgA based RA
NOTE: the number of occasions is set to twice the number of devices in each round (i.e. more allocated occasions)
	The number of devices
	200
	180
	160
	140
	120
	100
	80
	60
	40
	20
	15
	10

	The overall latency 2-step RA with MsgA (seconds)
	83.18 
	74.80 
	66.44 
	58.13 
	49.58 
	41.59 
	33.05 
	24.66 
	16.59 
	8.25 
	6.29 
	4.11 

	The overall latency 2-step RA with Msg1 (seconds)
	72.79 
	65.50 
	58.23 
	50.93 
	43.56 
	36.41 
	29.03 
	21.71 
	14.54 
	7.26 
	5.48 
	3.61 

	Average probability of collision = 9.2%, 
Average probability of success = 29.9%, 
Average probability of idle occasions = 60.9%



Figure 2.3.2-3	Curves of latency changes as the number of devices change (more allocated occasion) 
Observation 9:	The 2-step RA with MsgA can save one step of data transmission (to reduce the latency) in case of low probability of collision of MsgA. But, in order to reduce the collision with large number of access occasions, the unused access occasion will then increase the latency.
Observation 10:	The 2-step RA with MsgA is low efficient in case of relatively high probability of MsgA collision.
Observation 11:	Based on the simulation/calculation above, the total latency of 2-step RA with MsgA is larger than 2-step RA with Msg1.
In NR 4-step RACH, Msg3 includes CCCH SDU for contention resolution. If the successfully received Msg4 includes the UE Contention Resolution Identity in the MAC CE that matches the CCCH SDU transmitted in Msg3, UE considers the contention resolution successful. Here the CCCH SDU in Msg3 is used to differentiate different UEs that send Msg3 at the same time/frequency-domain resources, and address the contention of Msg3. 
Similarly, in A-IoT the Msg1 can carry a random number ID to address Msg1 contention. For example, a device generates a random number ID and sends it to reader by A-IoT Msg1. The random number is used to differentiate devices’ Msg1 in the same occasion. If a reader successfully receives one Msg1, it replies Msg2 including the same random number ID in Msg1. The contention resolution is successful if the random number ID in the received Msg2 is the same as the previously transmitted one in Msg1.
Observation 12:	As in NR 4-step RACH, one temporary ID transmitted in Msg3 and acknowledged by Msg4 is used to address the contention of Msg3. Similarly in A-IoT, one random number ID is needed to address the A-IoT Msg1 contention.
Larger size of random number ID can reduce the probability of Msg1 collision, but also increase the Msg1 overhead, which reduces the total access latency. In RFID, RN16 has the same function as A-IoT Msg1 in 2-step random access procedure, and the size of RN16 is 16 bits.
Proposal 9:	At least the 2-step random access with Msg1 is supported. A-IoT Msg1 includes the 16-bit temporary random number ID. 
2.2.3	A-IoT Msg2 related
When applying FDMA to A-IoT Msg1, multiple devices are allowed to send FDMed Msg1 in the same time-domain access occasion. In this case, Msg2 can include multiple acknowledgements to Msg1s of multiple devices for one time-domain occasion with multiple frequencies. Similar as above, how to indicate different frequencies information in Msg2 is pending to RAN1.
Proposal 10a: A-IoT Msg2 includes at least one acknowledgement to the A-IoT Msg1. 
Proposal 10b: FFS whether the A-IoT Msg2 can/need to include multiple acknowledgements to the A-IoT Msg1 of multiple devices (pending on the FDMA details in RAN1).
2.3	Contention-free random access procedure
In RAN2#125bis meeting, it was agreed that we will study the support for access triggering for a single device, group of devices, or all devices. RAN2 is supposed to discuss the contention-based and contention-free random access procedures and detailed solutions. Contention-free random access can be used for the case that single device is triggered for access, as access collision won’t happen and contention resolution is not needed. If multiple devices are triggered for access, dedicated assignment of time/frequency resource or Random Access ID is needed, which increases the complexity and should be avoided. If there are just a few devices triggered for access, in order to use contention-free random access, the reader can anyway trigger devices one by one by implementation.
Proposal 11:	The contention-free random access procedure is only for the case that single device is triggered for access.
How to determine whether the service is triggered for a single device or multiple devices from the network point of view needs to be considered. CN can indicate the reader that the service is for either a single device or multiple devices. Then the reader can indicate the target device to perform contention-free random access procedure or contention-based random access procedure. If contention-free random access procedure is initiated, the device can skip A-IoT Msg1 and A-IoT Msg2 of contention-based random access procedure due to no need of contention resolution. That means device can directly send the upper layer data (e.g. device ID) in the very first D2R message after being triggered.
Proposal 12:	In contention-free random access procedure, A-IoT device directly sends the upper layer data (e.g. device ID) in the very first D2R message after being triggered (i.e. skip contention resolution steps).
2.4	TP for basic A-IoT random access procedure
In the spirit of RAN1 agreed “slotted-ALOHA based access” and the above high-level proposals, RAN2 can attempt to produce one basic TP for the stage-2 level A-IoT random access-like procedure. One example of draft TP is given in the Annex.
Note that the very basic random access-like procedure would be just the baseline/starting point for further discussion. As a consequence, RAN2 can further discuss modifications and enhancements on top. 
Proposal 13:	RAN2 attempts to endorse the basic TP for stage-2 level A-IoT random access procedure, as a starting point, with the agreed principles. 

3	Conclusion
This contribution makes the following proposals:
Terminologies
Proposal 1a:	RAN2 to use the following terminologies for discussion in the study phase/TR (the used terminologies do not imply any inheritance from NR existing solutions):
· A-IoT Msg1: The first D2R message after device is triggered to perform random access. It does NOT include either the upper layer device ID or upper layer data.
· A-IoT MsgA: The first D2R message after device is triggered to perform random access. It also includes the upper layer device ID or upper layer data. 
· A-IoT Msg2/MsgB: The possible R2D message after Msg1/MsgA, respectively.
· A-IoT Msg3: The possible D2R message after Msg2, if needed.
· A-IoT Msg4: The possible R2D message after Msg3, if needed.
· 2-step contention resolution: use Msg2/MsgB to complete the contention resolution.
· 4-step contention resolution: use Msg4 to complete the contention resolution. This term assumes there could be the contention in Msg3.
Proposal 1b:	To discuss the three candidate solutions for contention-based random access:
· 2-step contention resolution using A-IoT Msg1;
· 2-step contention resolution using A-IoT MsgA;
· 4-step contention resolution using A-IoT Msg1.

Contention-based random access procedure
· Contention resolution/failure detection
Proposal 2:	A-IoT device considers the contention resolution as successful, if it receives the ID in the access response from reader, which is same as the previously transmitted one in the first message (i.e. 2-step contention resolution considering Msg3 collision as rare case assuming the ID in A-IoT Msg1 is 16-bit).
Proposal 3:	After the device transmits the A-IoT Msg1, it considers A-IoT random access as failed, if the access response Msg2 is not received successfully and it has received (the next) access occasion/round message.
Proposal 4:	The reader sends “D2R failure indication” to indicate the D2R message transmission failure (applied to A-IoT Msg3 and other upper layer data transmission). After the device transmits the A-IoT Msg3 or other upper layer data, it considers transmission failure upon receiving the “D2R failure indication” and it will re-access in the next access round.
Proposal 5:	To support the A-IoT device re-access, if one A-IoT device fails in one access round, it performs the access again in the next access round indicated by the reader.
· A-IoT Msg1/MsgA related
Proposal 6:	As one solution to study, RAN2 considers that the reader transmits one explicit message to define/indicate the boundary of the access occasion (instead of defining the NR RACH occasion by absolute timing).
Proposal 7a: The total number of time-domain access occasions within one access round is indicated by the reader.
Proposal 7b:	A-IoT device randomly selects one access occasion among the time-domain access occasions in one access round.
Proposal 8a:	Both TDMA and FDMA can apply to A-IoT Msg1.
Proposal 8b:	If RAN2 agrees to apply the FDMA for A-IoT Msg1, it is assumed that the frequency related information is indicated by the reader (details are up to RAN1).
Proposal 8c:	If RAN2 agrees to apply the FDMA for A-IoT Msg1, it is assumed that A-IoT device randomly selects one frequency among the indicated frequency related information.
· Msg1/MsgA content
Proposal 9:	At least the 2-step random access with Msg1 is supported. A-IoT Msg1 includes the 16-bit temporary random number ID. 
Proposal 10a: A-IoT Msg2 includes at least one acknowledgement to the A-IoT Msg1. 
Proposal 10b: FFS whether the A-IoT Msg2 can/need to include multiple acknowledgements to the A-IoT Msg1 of multiple devices (pending on the FDMA details in RAN1).

Contention-free random access procedure
Proposal 11:	The contention-free random access procedure is only for the case that single device is triggered for access.
Proposal 12:	In contention-free random access procedure, A-IoT device directly sends the upper layer data (e.g. device ID) in the very first D2R message after being triggered (i.e. skip contention resolution steps).

TP for basic A-IoT random access procedure
Proposal 13:	RAN2 attempts to endorse the basic TP for stage-2 level A-IoT random access procedure, as a starting point, with the agreed principles.
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5	Annex: TP for the A-IoT random access procedure
6.2.4	A-IoT random access procedure
Editor’s Note:	This sub-clause is to capture the procedure to address the Ambient IoT device(s) to access the network for data transmission.
The following terms are defined in the solutions discussion:
-	A-IoT Msg1: The first D2R message after device is triggered to perform random access. It does NOT include either the upper layer device ID or upper layer data.
-	A-IoT MsgA: The first D2R message after device is triggered to perform random access. It also includes the upper layer device ID or upper layer data.
-	A-IoT Msg2/MsgB: The possible R2D message after Msg1/MsgA, respectively.
-	A-IoT Msg3: The possible D2R message after Msg2, if needed.
-	A-IoT Msg4: The possible R2D message after Msg3, if needed.
-	2-step contention resolution: use Msg2/MsgB to complete the contention resolution.
-	4-step contention resolution: use Msg4 to complete the contention resolution. This term assumes there could be the contention in Msg3.
The A-IoT random access is triggered by the reader. It is supported to trigger the access for a single device, group of devices, or all devices under the reader.
The slotted-ALOHA is the baseline for A-IoT random access procedure.


Figure 6.2.4-1:	Candidate A-IoT random access procedure(s)
When the A-IoT device is selected to respond, in accordance to the clause 6.2.3, the A-IoT device performs the following random access procedure:
-	Step 1: Access occasion/resource determination:
1a.		The reader sends the Access Round Indication message to indicate the start of one access round. It includes the random access related configuration, e.g. at least the total number of access occasions (value N) in this access round.
	The A-IoT device randomly selects one access occasion among all the N access occasions in this access round, e.g. ith access occasion among [1, N].
1b.	The reader sends the Access Occasion Indication message to indicate the start of next access occasion, based on which the A-IoT device counts the index of the current access occasion.
-	Step 2a: Contention-free random access:
-	If the random access is contention-free random access, it skips this step and performs the step 3 for data transmission.
-	Step 2b: Contention resolution of contention-based random access:
-	If the random access is contention-based random access, there are 3 candidate solutions for the contention resolution, as below:
Solution 1: 2-step contention resolution using Msg1
-	Msg1: When the A-IoT device identifies the start of its own access occasion (i.e. the ith access occasion), it generates and sends one random number ID to the reader.
-	Msg2: The reader responds with the successfully received random number ID.
	If the A-IoT device receives the Msg2 including a random number ID, which is the same as the previously transmitted one in Msg1, it considers the contention resolution as successful. Otherwise, the A-IoT device fails in this access round and performs the random access procedure again in the next access round, according to the Access Round Indication message.
Solution 2: 2-step contention resolution using MsgA
Solution 3: 4-step contention resolution using Msg1
-	Step 3: Data transmission:
3.	After the A-IoT device considers the contention resolution as successful or if the contention-free random access is indicated, it may perform the data transmission with the reader. After the data transmission for this A-IoT device, the reader can send the Access Occasion Indication message to indicate the start of next access occasion.

2-step RA with MsgA (s)	200	180	160	140	120	100	80	60	40	20	15	10	96.89	87.12	76.52	67.040000000000006	58.47	48.86	38.590000000000003	28.51	18.600000000000001	9.48	7.39	4.76	2-step RA with Msg1 (s)	200	180	160	140	120	100	80	60	40	20	15	10	69.73	62.72	55.51	48.58	41.92	34.99	27.83	20.75	13.7	6.91	5.25	3.46	The number of devices


Total latency/s





2-step RA with MsgA	200	180	160	140	120	100	80	60	40	20	15	10	83.18	74.8	66.44	58.13	49.58	41.59	33.049999999999997	24.66	16.59	8.25	6.29	4.1100000000000003	2-step RA with Msg1	200	180	160	140	120	100	80	60	40	20	15	10	72.790000000000006	65.5	58.23	50.93	43.56	36.409999999999997	29.03	21.71	14.54	7.26	5.48	3.61	The number of devices


Total latency/s
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