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1. [bookmark: _Ref521334010]Introduction
In last meeting, we had given an initial discussion on the RACH procedure of ambient IoT [1]. In this paper, we further discuss the open issues related to the RACH procedure. In details, the following aspects are covered by this paper,
· Procedure and content for 2-step and 4-step RACH
· Other aspects on the RACH procedure
The Section 2 gives our discussion, and followed by Section 3 that summarizes the conclusion.
2. Discussion
2.1 Procedure for 2-step and 4-step RACH
On the general procedure for ambient IoT, it was agreed in last meeting that,
	Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS


From above procedure, it is observed that the RACH procedure is not always performed by the device upon receiving the initial trigger message that matches the device information. With this general baseline, RAN2 open to design “2-step”-like and “4-step”-like solutions for the RACH procedure,
	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions.


Understanding of “2-step” RACH
From companies’ contributions in last meeting, there might be two basic understandings on the “2-step” RACH.
The first understanding is that for the “4-step”-like procedure, the device needs to firstly perform random access for contention resolution, and then followed by the potential data transmission; while for the “2-step”-like procedure, the device can directly perform data transmission without contention resolution, due to the fact that only single device is triggered by the initial trigger message, and thus no contention occurs for this device.
The second understanding is that the concept of “2-step” RACH is similar as legacy NR 2-step RACH, i.e., MsgA+MsgB, where the contention information (such as random number) and data transmission (such as device ID) are jointly transmitted in MsgA.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]Observation 1: The difference between the “2-step” and “4-step” RACH in AIoT has the following understanding,
· Whether to allow the device to perform data transmission without contention, i.e., a single device is triggered by the initial trigger message with “contention-free”.
· The message containing the device information (such as random number) for contention resolution also conveys the data information (such as device ID).
For the second understanding, the main intention is to reduce the delay for contention resolution, as the reader also acquires the device ID once it can decode the contention information successfully. But the concern is that if the contention resolution fails, the resource used for UL data transmission is also wasted. Besides, there is no significant requirement on the RACH delay for ambient IoT. Therefore it is suggested only considering the first understanding on the “2-step”-like CFRA for ambient IoT.
Proposal 1a: The “2-step”-like CFRA for ambient IoT applies to the scenario where a single device is triggered by the initial trigger message.
Proposal 1b: RAN2 to not support “2-step”-like CBRA for ambient IoT.
Then for the detailed procedure, it can be summarized by the following procedure,
Step 0: The devices receive the initial trigger message, and only a single device (e.g., device 0) matches the indication within the initial trigger message;
Step 1: The device 0 sends the device ID to the reader.
Since only one device responses the initial trigger message, there is no need on the ACK operation from reader for step 1.
Proposal 2: RAN2 to adopt the following procedure for the “2-step”-like CFRA for ambient IoT,
Step 0: The devices receive the initial trigger message (i.e. Step A in baseline procedure), and only a single device (e.g., device 0) matches the indication within the initial trigger message;
Step 1: The device 0 sends the device ID to the reader (i.e. Step C in baseline procedure).
As mentioned in Step 0, only a single device matches the indication within the initial trigger message, therefore the device can determine to perform “2-step”-like CFRA if the initial trigger message only includes a single device ID.
Proposal 3: The device determines to perform “2-step”-like CFRA if the initial trigger message only includes a single device ID.
Understanding of “4-step” RACH
On the procedure of “4-step” RACH, from companies’ contributions in last meeting, it is common understanding that “4-step” RACH is contention based access with the following procedure,
Step 0: The devices receive the initial trigger message, and multiple devices decide to trigger CBRA in the same slot;
Step 1: The devices send the random number;
Step 2: The reader responses ACK for the successfully decoded devices of Step 1;
Step 3: The devices that has been confirmed by ACK further sends the device ID to reader;
Step 4: FFS whether to have ACK for Step 3.
The main controversy is whether to have ACK for above mentioned step 3. Some companies argue that the reader needs to send ACK for Step 3, because the devices may generate the same random number in Step 1. With this assumption, the devices that perform Step 3 may also suffer collision.
Observation 2: The main concern to introduce ACK is to avoid collision for Step 3, as the devices may generate the same random number in Step 1.
Firstly, from our view the above mentioned scenario may be a corner case, as we can define a larger-enough range for the random number generation. Note that in RFID, the RN16 is used in above mentioned Step 1, which is large enough for devices to generate the random number between [0 2^16-1]. Secondly, even if the collision occurs, this can be left to implementation. For example, the device 0 and device 1 collides in Step 3, and the reader only decodes device 0, then the reader only forwards the device 0 to CN/AF. By this way the device 1 is not inventoried by AF, and thus the AF can trigger another inventory operation for further check. Since there is no sensitive delay requirement for the inventory operation, it is possible that the AF triggers multiple inventory operations for final check the desired devices.
Besides, in the Step 1, it is assumed to use random number for contention resolution, but until now we do not exclude other candidate solutions as follows,
	For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).


From our perspective, we do not see the motivation to use the permanent device ID in the Step 1, as it may not satisfy the potential security requirements from SA3. If we go with CP-based solution, then Step 3 can send the device ID to the reader by NAS-like procedure, so it can be encrypted/integrity protected by NAS-like protocol.
In summary, it is suggested that,
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]Proposal 4a: RAN2 to adopt the following procedure for the “4-step”-like CBRA for ambient IoT,
Step 0: The devices receive the initial trigger message (i.e. Step A in baseline procedure), and multiple devices decide to trigger CBRA in the same slot;
Step 1: The devices send the random number;
Step 2: The reader responses ACK for the successfully decoded devices of Step 1;
Step 3: The devices that has been confirmed by ACK further send the device ID to reader (Step C in baseline procedure);
[bookmark: OLE_LINK6]Proposal 4b: It’s up to implementation to handle the scenario where the devices generate the same random number for contention resolution, i.e., no ACK for Step 3.
2.2 Other aspects on the RACH procedure
On the details of RACH procedure, we had the following agreements for further guideline of the RACH design,
	RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
Random Access is triggered by the reader 
Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details


Regarding above mentioned issues, we can take the RFID for reference. In RFID, the general procedure for slot-ALOHA is shown in Figure 1, where tree-search is further introduced to facilitate the contention resolution.


Figure 1: The contention-based random access for RFID
On the detailed handling of tree search upon receiving the command such as access success command, access failure command, and re-access command, it is further summarized in Table 1.
	Command in RFID
	Use case
	Handling on tree search

	Access success command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader decodes all/part of devices and send the access success command to the successfully decoded device with including the corresponding random number.
	Devices that match the random number consider to complete contention resolution;
Devices that do not match the random number:
1. if local variable 0, join next “interactive slot”
2. local variable decrease by 1, if local variable equal to or larger than 1. If 0 after the operation, join next “interactive slot”

	Access failure command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader detects the signal but does not decode any device, and send the access failure command.
	1. If the local variable does not equal to 0, local variable increases by 1;
2. If the local variable equal to 0, further randomly generate binary [0 1]. If 0 after the operation, join next “interactive slot”

	Re-access command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader cannot detect the signal, and send the re-access command.
	1. If the local variable does not equal to 1, maintain the current value;
2. If the local variable equal to 1, further randomly generate binary [0 1]. If 0 after the operation, join next “interactive slot”


Table 1 Summary of commands in RFID
Parameters provided to device for slot-ALOHA based access
Regarding what parameters need to be provided to device for slot-ALOHA based access, the RFID mechanism can be taken as baseline. In RFID, the frame start command conveys the parameters Q and N, where Q enables the reader to control the number of devices that join this frame. The device generates random number between [0 2^Q-1], and if with 0, join this frame for contention; N is used to divide the frame into N slots. The device generates random number between [0 N-1], and if matched with the slot number indicated by the slot start command, join this slot for contention. From above perspective, the reader should provide these (Q N) like information to the device so that the device can determine whether to join a certain frame/slot.
Besides the time-domain resource, RAN1 may also introduce frequency-shifting for the RACH procedure to facilitate the contention resolution. In this situation, the reader should also provide the parameters for the device to determine the corresponding frequency resource. Regarding the detailed parameters, it can wait for RAN1 further discussion.
Proposal 5a: The reader should provide the time-domain information, e.g., (Q N)-like parameters as used in RFID, to the device for the determination of whether to join a certain frame/slot.
Proposal 5b: RAN2 to wait for RAN1 on other information, e.g., frequency-shifting related information, that needs to be provided to the device for slot-ALOHA based access.
Failure detection 
As suggested by the Step 2 of our Proposal 4a, the reader responses ACK for the successfully decoded devices (similar as the access success command in RFID), thus the device can determine whether to have failure on Step 1 transmission based on the ACK from the reader. Regarding the content, it can be the random number sent by the device in Step 1 that is successfully decoded by the reader.
Regarding other scenarios such as failing to decode any device due to collision, similar as RFID, the reader may send the access failure command which does not contain any device ID. In this situation, the device will not receive any explicit ACK from the reader. Similar observation may also exist in the re-access command situation. Thus, in summary, we can just define that if the feedback from the reader does not include the random number sent by device, the device considers the previous access as failure.
[bookmark: OLE_LINK1][bookmark: OLE_LINK11]Proposal 6: The device considers the access failure if the feedback from the reader does not include the random number sent by device. FFS details of the feedback, e.g., access success command, access failure command or re-access command.
Initial consideration on re-access
For the re-access, the first topic to clarify is when the device needs to trigger re-access behavior. Generally speaking, it may depend on the detailed procedure for slot-ALOHA based access, for example, whether to define access failure command or re-access command to handle different scenarios mentioned in Table 1.
It is straightforward to trigger the access again for device if it receives the access failure command or re-access command. Besides, for the device that does not receive the matched random number in the success access command, it should trigger the access again in the subsequent (interactive) slots. Regarding the details of the determination of (interactive) slots or frequency resource for re-access, it can be further studied based on the design of RACH procedure.
Proposal 7: The device should trigger the re-access behavior upon reception of access failure like command and re-access like command or upon reception of access success command without matching the random number.
3. Conclusion
In this paper, we further discuss the RACH-related issues for ambient IoT. The conclusion of this paper is summarized as follows,
Observation 1: The difference between the “2-step” and “4-step” RACH in AIoT has the following understanding,
· Whether to allow the device to perform data transmission without contention, i.e., a single device is triggered by the initial trigger message with “contention-free”.
· The message containing the device information (such as random number) for contention resolution also conveys the data information (such as device ID).
Observation 2: The main concern to introduce ACK is to avoid collision for Step 3, as the devices may generate the same random number in Step 1.
 “2-step” RACH
Proposal 1a: The “2-step”-like CFRA for ambient IoT applies to the scenario where a single device is triggered by the initial trigger message.
Proposal 1b: RAN2 to not support “2-step”-like CBRA for ambient IoT.
Proposal 2: RAN2 to adopt the following procedure for the “2-step”-like CFRA for ambient IoT,
Step 0: The devices receive the initial trigger message (i.e. Step A in baseline procedure), and only a single device (e.g., device 0) matches the indication within the initial trigger message;
Step 1: The device 0 sends the device ID to the reader (i.e. Step C in baseline procedure).
Proposal 3: The device determines to perform “2-step”-like CFRA if the initial trigger message only includes a single device ID.
“4-step” RACH
Proposal 4a: RAN2 to adopt the following procedure for the “4-step”-like CBRA for ambient IoT,
Step 0: The devices receive the initial trigger message (i.e. Step A in baseline procedure), and multiple devices decide to trigger CBRA in the same slot;
Step 1: The devices send the random number;
Step 2: The reader responses ACK for the successfully decoded devices of Step 1;
[bookmark: _GoBack]Step 3: The devices that has been confirmed by ACK further send the device ID to reader (Step C in baseline procedure);
Proposal 4b: It’s up to implementation to handle the scenario where the devices generate the same random number for contention resolution, i.e., no ACK for Step 3.
Slot-ALOHA based access 
Proposal 5a: The reader should provide the time-domain information, e.g., (Q N)-like parameters as used in RFID, to the device for the determination of whether to join a certain frame/slot.
Proposal 5b: RAN2 to wait for RAN1 on other information, e.g., frequency-shifting related information, that needs to be provided to the device for slot-ALOHA based access.
Failure detection
Proposal 6: The device considers the access failure if the feedback from the reader does not include the random number sent by device. FFS details of the feedback, e.g., access success command, access failure command or re-access command.
Re-access
Proposal 7: The device should trigger the re-access behavior upon reception of access failure like command and re-access like command or upon reception of access success command without matching the random number.
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