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1. Background
In this contribution, we share our views on frame structure and timing aspects of A-IoT.

2. Impact of device unavailability due to energy harvesting
2.1	Issue
At RAN#103 meeting, following proposal was agreed:
	Proposal 2
· Confirm that study of design of energy harvesting signal/waveform is out of SI scope in Rel-19
· The potential impact of energy harvesting on device availability for transmission and reception procedures can be considered for the study [RAN2, RAN1]
· Duration of one device’s unavailability due to charging by energy harvesting can be assumed up to several tens of seconds
· Note: this value can be revisited in future RAN plenary meetings, if necessary
· TR 38.848 clause 5.6 statement on latency remains the case with respect to a single device, i.e.: “NOTE: The time for charging the Ambient IoT device storage (if present) is not included in the latency defined above. Time for energy harvesting, charging, etc. is regarded as an implementation issue only.”
· No SID revision is necessary



UHF RFID was designed to work without energy storage. An RFID device is activated (or awakened) when it receives an RF energy with the power higher than the sensitivity (or higher than the activation threshold), and the device keeps ON to process reception or transmission using energy harvesting from the RF. It is well known that the RF sensitivity of UHF RFID is typically not lower than -20dBm [1]. 

3GPP agreed that A-IoT devices are supposed to have energy storage. One of the purposes of the energy storage is to lower the sensitivity, such as -30dBm. A device that receives much lower RF power can be activated and therefore, better coverage/communication distance is achievable.　However, with such lower activation threshold of RF power, the device cannot be kept turned ON with the RF energy harversting. For example, with RF power of -30dBm and RF energy harvesting efficiency of 10%, the amount of energy that the device can harvest is 0.1uW per second. With this amount of harvested energy, even a device that consumes 1uW per second cannot be sustained. In the regions where an A-IoT device receives such low RF power, it is necessary to use the energy in the energy storage for A-IoT communications.
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Fig. 1	A-IoT device with lower RF power needs to rely on energy storage for A-IoT communications

Observation 1:
· There are at least two roles for energy storage of A-IoT devices:
· Lowering RF sensitivity or activation threshold to achieve larger communication range
· Supporting A-IoT communications (command/inventory) for A-IoT devices that do not receive sufficiently high RF power for sustainable A-IoT communications

Suppose A-IoT device activation (or wake-up) is same as UHF RFID, i.e., it is based on RF power > activation threshold. An A-IoT device is not able to distinguish whether the incoming RF is an RF transmission from the reader indented to the A-IoT device, or something else. Therefore, a device can be activated based on an irrelevant incident RF, such as NR DL transmissions to regular NR UEs, NR UL transmissions from regular NR UEs, R2D transmissions to the other A-IoT devices, CW emissions from reader/external nodes, neighbor cell interference, etc. As such, A-IoT device suffers from false alarm (or false activation, false wake-up). Especially at a region where an A-IoT device receives lower RF power (e.g., -30dBm), device power consumption in active/ON state is more than the energy harvested from RF energy harvesting and therefore, every time it is activated by an incident RF, the energy in the energy storage is drained. Eventually, the storage will be depleted by false-alarm. Once the storage is depleted, the A-IoT device is not able to communicate with the reader until it is fully charged again. The charging takes time of up to tens of seconds, as per RAN#103 agreement.

Observation 2:
· A-IoT device is not able to distinguish whether the received RF power is for an R2D transmission from the reader to the A-IoT device, or something else
· Lower RF sensitivity by using energy in the energy storage increases false alarm (or false wake-up) by incident RF and hence causes energy storage depletion
· Once the storage is depleted, the device is unavailable for communication until the storage is fully charged

One may claim that the depletion of energy storage can be avoided by transmitting RF signal for energy harvesting long enough for energy harvesting before the start of R2D transmission. This expects an A-IoT device to charge before reader starts communication by an R2D transmission. However, if A-IoT device activation (or wake-up) is based on RF power > activation threshold same as UHF RFID, obviously this does not work. The RF transmission for energy harvesting activates an A-IoT device and the A-IoT device starts consuming power even before the R2D transmission starts. This way does not enable effective charging and may cause more energy consumption.
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Fig. 2	Diagram of R2D reception with lower RF power

Observation 3:
· With lower RF sensitivity enabled by energy storage, A-IoT device activation (or wake-up) simply based on RF power > activation threshold does not work
· Reader cannot identify/control device’s unavailability due to charging by energy harvesting of up to several tens of seconds

RAN#103 agreed that RAN1 can study potential impact of energy harvesting on device availability for transmission and reception procedures. Duration of one device’s unavailability due to charging by energy harvesting can be assumed up to several tens of seconds. The charging time and the timing that a device storage is fully charged are device/environment dependent. It is a critical problem if each A-IoT device is randomly unavailable for up to several tens of seconds and reader cannot predict/control it. 

Observation 4:
· It is a critical problem if each A-IoT device is randomly unavailable for up to several tens of seconds and reader cannot predict/control it

Therefore, for A-IoT, it is very important to minimize the impact of device unavailability. More specifically, when a reader wants to communicate with A-IoT device (either for inventory or for command), it is very important to make sure that the A-IoT device is available and has sufficient energy to complete the communication with high probability.

Proposal 1:
· Study solutions to minimize the impact of device unavailability due to charging 
· A-IoT device should be able to be available and have sufficient energy to complete the communication when a reader triggers A-IoT communication (either inventory or command)

2.2	Duty-cycle monitoring
As presented in Section 2.1, it is clear that A-IoT device activation (or wake up) based on RF power > activation threshold does not work for A-IoT enabling larger communication range based on the energy storage. We believe duty-cycle monitoring solves the issue. The high-level procedure of duty-cycle monitoring is following:
· A-IoT device operates ON (or active) for a while and sleep for another duration, in duty-cycle manner
· During the sleep, the device harvest RF energy regardless of how strong RF power the device receives

With this, device can harvest energy from RF without causing false-alarm (or false wake-up) during sleep. 

Observation 5:
· Duty-cycle monitoring avoids false alarm (or false wake up) during sleep and hence improves the impact of device availability/unavailability due to charging for energy harvesting

Below, two options of duty-cycle monitoring are presented.

2.2.1	Light-sleep based duty-cycle monitoring
An essential enabler of this option is a running clock during sleep. As presented in [R1-2403195, Ambient IoT Device Architecture, Qualcomm], A-IoT device should have multiple (two) clocks, where one of the clocks is low power and low speed and hence feasible to work during light-sleep. During light-sleep, the device harvests energy from RF without possible false alarm (or false wake-up) and counts the time until the next ON occasion with the working clock and retained memory. 
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Fig. 3	Light-sleep based duty-cycle monitoring (DCM)

The periodicity and ON/sleep durations can be controlled by device in the light-sleep based duty-cycle monitoring. In general, the periodicity of the light-sleep based duty-cycle monitoring must be much shorter (e.g., several tens of milliseconds) than the several tens of seconds which is the time duration that a device is unavailable due to charging for energy harvesting. The duration that an A-IoT device can sustain light-sleep based duty-cycle monitoring is much longer than the duration that an A-IoT device can sustain continuous ON. With these, light-sleep based duty-cycle monitoring can reduce the impact of device unavailability due to charging for energy harvesting. 

Below shows a first order quantitative analysis. Suppose the amount of available energy in the storage of an A-IoT device is 0.25uJ (assuming 1uF capacitor) and the A-IoT device consumes 1uW power during ON. Suppose the device receives RF from the reader with RF power -28dBm and RF EH efficiency is 10%. 
· If the device activation (or wake-up) is based on RF power > activation threshold as in Fig. 1:
· The A-IoT device can sustain ON over 250ms
· After the consumption of 0.25uJ, energy harvesting for 0.25uJ based on RF takes 0.25uJ / {1.6uW (-28dBm) x 10%} = 1563ms
· Therefore, the device available time ratio is 0.25 / (1.6 + 0.25) = 13.5%
· Unavailable time ratio is 100 – 13.5 = 86.5%
· The amount of energy in the storage when the device is available is within the range of [0 - 100]%
· If the device operates duty-cycle monitoring as in Fig. 3 where the duty-cycle is 1ms ON + 49ms sleep (with power consumption of sleep state being 0.1uW):
· The A-IoT device harvest energy more than it consumes in each duty-cycle and hence can sustain duty-cycle over the time 
· Therefore, the device available time ratio is 100%
· Unavailable time ratio is 100 – 100 = 0%
· The amount of energy in the storage when the device is available is within the range of [99.6 - 100]%

Table 1. Comparison between activation (or wake-up) based on RF power and light-sleep based DCM
	
	Activation based on RF power
	Light-sleep based DCM

	Available energy in storage
	0.25uJ

	Received RF power
	-28dBm

	RF energy harvesting efficiency
	10%

	Device power consumption
	ON state
	1uW (device 1)

	
	Sleep state
	N/A
	0.1uW

	Duty-cycle monitoring
	ON duration
	N/A
	1ms

	
	Sleep duration
	N/A
	49ms

	Available time
	250ms
	Forever

	Unavailable time for charging
	1563ms
	None

	Percentage of device unavailability
	83.5%
	0%

	Available energy in storage when the device is available
	 [0 – 100] %
	 [99.6 – 100] %



From the above, it is quite clear that light-sleep based duty-cycle monitoring has significant advantage over the simple device activation based on RF power for A-IoT.

However, light-sleep based duty-cycle monitoring cannot avoid device unavailability if the rate of RF energy harvesting is not more than power consumption. For example, if the Rx power is -32dBm in the above, RF energy harvesting over 49ms light-sleep is 0.063uW (-32dBm) x 10% x 49ms = 3.1nJ, while device energy consumption over 1ms ON + 49ms light-sleep is 1uW x 1ms + 0.1uW x 49ms = 5.9nJ. With 0.25uJ available energy, the device can sustain duty-cycle over 2119ms, the device becomes unavailable over 0.25uJ / {0.063uW (-32dBm) x 10%} = 3968ms. Then the percentage of device unavailability is 3968ms / (2119ms + 3968ms) = 65%. Note that even for this case, light-sleep based duty-cycle monitoring still offers better device availability than the activation based on RF power, in which the percentage of device unavailability is 3968ms / (3968ms + 250ms) = 94%. 
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Fig. 4	Light-sleep based DCM when the duty-cycle cannot be sustained

Observation 6:
· Light-sleep based duty-cycle monitoring enables sustained and longer duty-cycle monitoring and RF energy harvesting without false-alarm during light-sleep
· During light sleep, the device retains memory and keeps clock working so that duty-cycle periodicity is controlled

2.2.2	Deep-sleep based duty-cycle monitoring
For this option, the device is ON for a certain short duration after fully charged, and then goes to deep sleep until fully charged again. In the deep-sleep, A-IoT device does not retain the memory nor run the light-sleep clock. Therefore, the periodicity of duty-cycle is not controlled by device and is dependent on Rx power, RF energy harvesting efficiency, etc. Instead, the device power consumption during deep-sleep is extremely low (almost negligible). The deep-sleep based duty-cycle monitoring can be described as follows:
· Fully charged A-IoT device is ON for a certain short duration which is much shorter than the duration that the energy storage would deplete
· If the A-IoT device does not receive expected R2D transmission during an ON duration, the device goes to deep-sleep (or OFF) state, and then harvest energy from RF until it is fully charged
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Fig. 4	Deep-sleep based duty-cycle monitoring (DCM)

Same as for light-sleep based duty-cycle monitoring, an example analysis is presented below. Suppose the amount of available energy in the storage of an A-IoT device is 0.25uJ and the A-IoT device consumes 1uW power for ON. Suppose the device receives RF from the reader with RF power -28dBm and RF EH efficiency is 10%. 
· If the device operates duty-cycle monitoring as in Fig. 4 where the duty-cycle is 50ms ON and is in deep-sleep until fully charged:
· After a 50ms ON that consumes 50nJ, energy harvesting for 50nJ based on RF takes 50nJ / {1.6uW (-28dBm) x 10%} = 315ms
· Therefore, the device available time ratio is 50 / (315 + 50) = 13.5%
· Unavailable time ratio is 100 – 13.5 = 86.5%
· The amount of energy in the storage when the device is available is within the range of [70 - 100]%

Similar to Table 1, Table 2 summarizes the comparison between activation based on RF power > threshold, and deep-sleep based duty-cycle monitoring. 

Table 2. Comparison between activation (or wake-up) based on RF power and deep-sleep based DCM
	
	Activation based on RF power
	Deep-sleep based DCM

	Available energy in storage
	0.25uJ

	Received RF power
	-28dBm

	RF energy harvesting efficiency
	10%

	Device power consumption
	ON state
	1uW (device 1)

	
	Sleep state
	N/A
	Negligible

	Duty-cycle monitoring
	ON duration
	N/A
	50ms

	
	Sleep duration
	N/A
	Until fully charged (>= 315ms)

	Available time
	250ms
	50ms

	Unavailable time for charging
	1563ms
	315ms

	Percentage of device unavailability
	83.5%

	Available energy in storage when the device is available
	 [0 – 100] %
	 [70 – 100] %



The advantage of deep-sleep based duty-cycle monitoring is that a device keeps large amount of energy in the storage all the time, regardless of its Rx power, RF energy harvesting efficiency, etc. Whenever the device is available, the energy in the storage is enough to complete inventory procedure. For example, unlike light-sleep based duty-cycle monitoring, the energy in the storage in the above example is at least 70% always, even if Rx power is further down to -32dBm.
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Fig. 5	Deep-sleep based DCM with longer RF energy harvesting time

Observation 7:
· Deep-sleep based duty-cycle monitoring ensures enough amount of energy in the storage all the time and RF energy harvesting without false-alarm during deep-sleep
· Whenever the device is ON, there can be sufficient amount of energy in the storage to support A-IoT communications with reader
· Duty-cycle periodicity depends on Rx power, RF energy harvesting efficiency, etc, and is not controlled by the device

Following Table 3 briefly summarizes the comparison between light-sleep based duty-cycle monitoring and deep-sleep based duty-cycle monitoring. The actual device availability/unavailability highly depends on various parameters and assumptions. We propose to study these options of duty-cycle monitoring for A-IoT.

Table 3. Comparison between light-sleep based DCM and deep-sleep based DCM
	
	Light-sleep based DCM
	Deep-sleep based DCM

	Device power consumption
	ON state
	Same

	
	Sleep state
	Low power (e.g., 0.1uW)
	Negligible

	Duty-cycle monitoring
	ON duration
	Clock based
	Clock based

	
	Sleep duration
	Clock based
	Uncontrollable (until fully charged)

	Advantage
	When RF EH during light-sleep sustains duty-cycle, the device is always available with a controlled duty-cycle
	Amount of energy in the storage is guaranteed irrespective of Rx power



Note that it is clear from the above analysis that both options of duty-cycle monitoring offer significant benefits compared to simple RF power-based device activation, in terms of device availability. 

Proposal 2:
· Study duty-cycle monitoring operations for all A-IoT device types

2.3	Overall procedure with duty-cycle monitoring
2.3.1	Procedure for light-sleep based duty-cycle monitoring
For light-sleep based duty-cycle monitoring, it is possible to make the duty-cycle of different A-IoT devices being synchronous. To do this, reader should provide a synchronization reference for duty-cycle monitoring. For example, a certain synchronization signal can be transmitted in periodic manner when the reader wants devices to be synchronous. A-IoT devices that receive/detect the synchronization signal can adjust the duty-cycle operation. With the knowledge/control of the synchronous duty-cycle monitoring, the reader can transmit R2D signal/command such that it falls in the ON time of the duty-cycle monitoring of the synchronous A-IoT devices. For example, reader can trigger inventory procedure for a number of A-IoT devices that are synchronous each other using a common R2D transmission carrying the inventory trigger. Until A-IoT device receives an R2D transmission triggering inventory, the device can keep the duty-cycle monitoring using the sync reference provided by the reader. 

Once the device receives an R2D transmission that triggers A-IoT communication (e.g., Query for inventory), the device carries out the communication processes. However, even after the A-IoT communication starts, the device can make use of light-sleep to improve the device availability. For example, the device can make use of light-sleep for RF energy harvesting during the time between two inventory processes/rounds. Further, the device can also make use of light-sleep for RF energy harvesting even during a time gap between Tx and Rx within an inventory process/round.

Figure 6 illustrates the device behavior of light-sleep based duty-cycle monitoring. Reader starts A-IoT communication (e.g., inventory) at time t = T.
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Fig. 6	Synchronized light-sleep based duty-cycle monitoring 

Observation 8:
· Synchronization reference from reader enables A-IoT devices with light-sleep based duty-cycle monitoring being synchronous each other
· Based on the synchronization reference, reader can identify/control when the A-IoT devices are ON 
· Synchronized light-sleep based duty-cycle monitoring enables reader to transmit a common R2D for a number of A-IoT devices synchronous each other
· This allows reader to make use of spectrum more efficiently
· Even after A-IoT communication (e.g., inventory) starts, light-sleep can be used to improve device availability 
· E.g., A-IoT device can go to light-sleep after the end of an inventory round until the next Query occasion for the next inventory round
· E.g., A-IoT device can go to light-sleep between Tx and Rx within an inventory round

2.3.2	Procedure for deep-sleep based duty-cycle monitoring
Deep-sleep based duty-cycle monitoring is asynchronous by nature – synchronization reference from reader cannot control the duty-cycle of A-IoT devices. Different A-IoT devices may be ON at different times with different periodicities. The main purpose of deep-sleep based duty-cycle monitoring is to ensure sufficient energy in the storage whenever the device joins an A-IoT communication (e.g., inventory) with the reader. As illustrated in Fig. 7, different A-IoT devices may join the A-IoT communication (e.g., inventory) from different timing after the reader starts transmitting R2D that triggers the A-IoT communication (e.g., inventory). Therefore, the reader is expected to transmit the R2D (e.g., Query for inventory) multiple times in time. The transmission could be periodic, same as what is envisioned for light-sleep based duty-cycle monitoring (see Fig. 6).

After an A-IoT device detects an R2D transmission (e.g., Query for inventory), the device should proactively monitor the R2D transmissions from the reader that could occur in periodic manner. The A-IoT device does not need to be always ON – it can make use of light-sleep, in the same way as what is explained in Section 2.3.1 for light-sleep based duty-cycle monitoring.
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Fig. 7	Deep-sleep based duty-cycle monitoring until A-IoT device joins an A-IoT communication (e.g., inventory)

Observation 9:
· Deep-sleep based duty-cycle monitoring is asynchronous among devices
· However, due to the frequent wake-up of devices, each device can join the A-IoT communication (e.g., inventory) at an early stage after reader starts A-IoT communication (e.g., inventory) 
· Once a device detects an R2D transmission (e.g., Query) and joins the A-IoT communication (e.g., inventory), it is highly likely able to sustain the communication until the completion with enough energy in the storage
· After the first R2D transmission that the A-IoT device receives, light-sleep can be used to improve device availability
· E.g., A-IoT device can go to light-sleep after the end of an inventory round until the next Query occasion for the next inventory round
· E.g., A-IoT device can go to light-sleep between Tx and Rx within an inventory round

2.4	Performance analysis of duty-cycle monitoring
In the following, we demonstrate the performance benefits of duty-cycle monitoring using example scenarios.

Here, we consider a simple model of an inventory procedure. A reader starts R2D transmission of Query for inventory from time t = T. After time t = T, reader transmits Query with a certain periodicity. The periodicity of Query is assumed to be 20ms for inventory of device 1, and 50ms for inventory of device 2. 

When a device detects a Query, the procedure for the Query is a 4-step contention-based access procedure as follows:
· Msg-1: A-IoT device that has received the Query selects a resource randomly and transmit msg-1
· Multiple A-IoT devices may select a same resource, in which case collision occurs
· Msg-2: Reader transmits a msg-2 as a response to each msg-1
· In case of msg-1 collision, msg-2 reception fails; then the devices wait for the next Query
· Msg-3: A-IoT device who has received the msg-2 transmits a msg-3 as a response to the msg-2
· Msg-4: Reader transmits a msg-4 as a response to the devices that were successfully identified

For each Tx/Rx of msg-0 ~ msg-4, the device consumes corresponding power. For msg-0, device is assumed to monitor it based on low-power wake-up receiver (WUR). Between Tx and Rx, and between the procedures triggered by Queries, device with duty-cycle monitoring can enjoy power saving by light-sleep. The diagram is illustrated in Fig. 8. 
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Fig. 8	Inventory procedure and power consumption modelled in the evaluation

Before a device detects the first Query from the Queries periodically transmitted by the reader, the device is assumed to do either of the following:
· DCM w/ LS before first Query (see Fig. 6)
· DCM w/ DS before first Query (see Fig. 7) 

We compare these duty-cycle monitoring schemes with no duty-cycle monitoring. For no duty-cycle monitoring, device is assumed to wake up with RF power > activation threshold all the times without take advantage of any sleep state.

Other assumptions/parameters are listed in the table below.
Table 4.		Parameters/assumptions
	Parameters
	Device 1
	Device 2

	Number of A-IoT devices
	20

	Rx power
	-28dBm, -32dBm (constant over time)

	RF energy harvesting 
	0.2uW/s @ Rx power -28dBm, 0.05uW/s @ Rx power -32dBm

	Available energy in storage
	0.25uJ
	2.5uJ

	Power consumption
	WUR
	1uW

	
	Rx
	1uW
	50uW

	
	Tx
	1uW
	100uW

	
	Light-sleep
	0.1uW

	
	Deep-sleep
	Negligible

	Inventory msg duration
	Msg-0
	1ms

	
	Msg-1
	0.5ms

	
	Msg-2
	0.5ms

	
	Msg-3
	3ms

	
	Msg-4
	0.5ms

	Number of random access resources for msg-1
	8 resources in T/F per Query
	16 resources in T/F per Query

	Device duty-cycle periodicity
	No duty-cycle
	N/A

	
	Light-sleep
	20ms
	50ms

	
	Deep-sleep
	Until fully charged

	Reader Query periodicity 
	20ms
	50ms

	ON duration of WUR
	No duty-cycle
	Whenever RF power > threshold

	
	Light-sleep
	2ms
	1ms

	
	Deep-sleep
	30ms
	75ms
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(a) Device 1, Rx power = -28dBm
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(b) Device 1, Rx power = -32dBm
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(c) Device 2, Rx power = -28dBm
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(d) Device 2, Rx power = -32dBm
Fig. 9	Performance evaluation of inventory with and without duty-cycle monitoring

Devices may not have enough energy or even fully discharged when reader initiates the inventory. However, the above results clearly indicate that duty-cycle monitoring offers better device availability and sustainability, enabling faster inventory for a number of devices. 

For device 1, duty-cycle monitoring improves the efficiency significantly. In the above simulations, periodicity of Query transmissions and ON duration of deep-sleep duty-cycle monitoring are set relatively short. Therefore, device 1 with deep-sleep duty-cycle monitoring before the first Query frequently wakes up and can find one of the Queries at an early stage. With this, deep-sleep duty-cycle monitoring before the first Query can achieve almost ideal performance. Light-sleep duty-cycle monitoring before the first Query is assumed to have a bit longer ON duration (2ms) considering the potential timing error at A-IoT device. Therefore, the light-sleep does not achieve fully sustainable duty-cycle monitoring before the first Query. This results in certain percentage of fully discharged devices at the beginning of inventory even with the light-sleep based duty-cycle monitoring before the first Query. The sustainability of light-sleep highly depends on Rx power, EH efficiency, duty-cycle periodicity, ON duration of duty-cycle, power consumption of WUR/light-sleep, etc. 

For device 2, duty-cycle monitoring is clearly essential. With Rx power of -28dBm, light-sleep duty-cycle monitoring and deep-sleep duty-cycle monitoring before the first Query can complete the inventory within 0.25sec and 0.4sec, respectively. Between the two sleep options, light-sleep duty-cycle monitoring before the first Query achieves almost ideal performance due to sustainable duty-cycle operation in this parameter settings. Deep-sleep based duty-cycle monitoring before the first Query, on the other hand, needs a longer time to complete the inventory. For the case without duty-cycle monitoring, even with Rx power of -28dBm, large amount of devices (40%) have not yet been inventorized even after 10sec. With Rx power of -32dBm, only 15% of devices have been inventorized after 10sec. 

Observation 10:
· Simulations results indicate that duty-cycle monitoring is essential for A-IoT
· Duty-cycle monitoring improves the efficiency of inventory significantly for device 1
· Duty-cycle monitoring is critical feature for inventory for device 2; otherwise reader has to keep trying inventory for several tens of seconds in blind manner

3. Synchronization procedure
3.1	Synchronization reference for duty-cycle monitoring
As presented in Section 2.3.1, synchronization reference from reader enables synchronous light-sleep based duty-cycle monitoring. The synchronization reference can be transmitted in periodic manner from reader when the reader wants to initiate A-IoT communication (e.g., inventory). It does not need to be always-on. 

Before the reader transmits R2D message (e.g., Query) for A-IoT communication, a certain synchronization reference enables light-sleep based duty-cycle monitoring. The synchronization reference before the R2D message transmission starts could be a short R2D transmission that enables timing acquisition and identification of duty-cycle periodicity. It would not need to be regular R2D transmission having a certain payload.

If a synchronization reference is enabled before the reader transmits R2D message (e.g., Query) to initiate A-IoT communication, it could be used even after the reader initiates A-IoT communication. Or alternatively, after the reader initiates A-IoT communication, the R2D message (e.g., Query) for A-IoT communication itself can be the synchronization reference. A-IoT device should be able to identify the periodicity or next possible occasion of the relevant R2D message (e.g., Query), so that the device can be in light-sleep until the next occasion whenever possible.

Proposal 3:
· Study synchronization reference for light-sleep based duty-cycle monitoring
· Before initiating A-IoT communication (e.g., Query), further study a short R2D transmission that enables timing acquisition and identification of duty-cycle periodicity 
· After initiating A-IoT communication (e.g., Query), 
· Opt.1: Re-use the synchronization reference used before initiating A-IoT communication as a reference
· Opt.2: Enable R2D (e.g., Query) that is transmitted, potentially periodically, after initiating A-IoT communication (e.g., inventory), to provide periodicity or next possible occasion(s) of the relevant R2D message transmission (e.g., Query)

3.2	Synchronization for R2D reception
Following was agreed at RAN1#116bis meeting:
	Agreement
For the R2D timing acquisition signal immediately preceding the transmission of a physical channel, study a preamble with at least two parts which includes a start-indicator part and a clock-acquisition part, where the start-indicator part immediately precedes the clock-acquisition part:
· Start-indicator part provides the start of the R2D transmission
· FFS: Details of start-indicator part
· Clock-acquisition part provides at least the chip synchronization of the subsequent physical channel transmission
· FFS: Details of clock-acquisition part, e.g. structure, encoding, length, etc. 
· FFS: Methods to determine chip duration of the subsequent physical channel transmission 
· FFS: Other functionalities
· Note: the preamble is considered not to be part of a physical channel
· FFS: other part(s) of the preamble, if any 
· FFS: whether the above clock acquisition is sufficient for all devices
· FFS: how to make the preamble compact



Assuming that the detailed signal design of R2D timing acquisition signal is to be discussed under AI 9.4.2.3, here we mainly discuss timing synchronization procedure aspects.

For clock acquisition, a known OOK sequence can be transmitted for A-IoT device to acquire the clock. The device detects rising/falling edges of the OOK sequence and identifies the number of clock samples per one or multiple OOK chip(s). Considering that an A-IoT device, at least before clock acquisition is enabled, does not acquire CP samples/location of an OFDM symbol, the sequence of clock acquisition part must be designed such that it does not create rising/falling edges due to CP insertion as illustrated in Fig. 11. 
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Fig. 11	An OOK sequence/pattern without rising/falling edges created by CP insertion

The frequency of rising/falling edges in a clock acquisition part can be variable. For example, a clock acquisition part can contain OOK sequence with 2 rising/falling edges and 4 rising/falling edges per OFDM symbol, as illustrated in Figs. 11 and 12, respectively. 
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Fig. 12	Another OOK sequence/pattern with shorter OOK duration

A-IoT device detects rising/falling edges of the OOK sequence in the clock acquisition part and then identifies the OOK chip length with respect to the clock sampling frequency. 

A-IoT device may have clock sampling frequency error of [1-10%] before any sort of clock acquisition. Further, A-IoT device may not be able to change the clock frequency. Therefore, the number of clock samples for a given duration with one or multiple OOK chip(s) could be unclear. Therefore, an A-IoT device should be able to calibrate its clock. For example, suppose an OOK chip duration of the clock acquisition part corresponds to 20 clock samples with ideal clock. An A-IoT device that has +10% clock sampling error counts 22 clock samples for the same OOK chip duration. Then the device acquires that the OOK chip duration corresponds to 22 clock samples. Ideally, after the clock acquisition, the clock sampling error is at most 1/22 x (+/- 0.5) = +/- 2.3%. If A-IoT device uses the duration of two consecutive OOK chips to calibrate the clock, the clock sampling error could be at most 1/(22+22) x (+/- 0.5) = +/- 1.1%. If the OOK chip length is uniform in the clock acquisition part, A-IoT device can use the duration of any of the consecutive multiple OOK chips to calibrate the clock.

Proposal 4:
· Clock acquisition part should be designed to enable:
· OOK chip boundary/length/rate identification
· Device clock sampling frequency calibration
· Study following clock acquisition part design:
· Having known OOK pattern/sequence with uniform OOK chip duration after CP insertion

3.3	Timing synchronization for D2R transmission/backscattering
3.3.1	Timing/clock synchronization for D2R
At the RAN1#116bis meeting, following agreement was made:
	Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period

Agreement
For D2R transmission, study the necessity of midamble at least for the purpose of performing timing/frequency tracking or channel estimation or interference estimation, considering at least the following: 
· Modulation and Coding schemes, e.g., data modulation, line/channel coding 
· Receiving methods, e.g., coherent or non-coherent
· D2R transmission length/packet size
· Midamble overhead
· Timing/frequency accuracy
· Phase accuracy



Before reception of an D2R transmission, reader does not know clock error of the A-IoT device that transmits the D2R. In the latest UHF RFID (EPC Gen2) standard, tolerance for the error of D2R frequency is specified to be +/- 7%. For A-IoT, initial sampling frequency error is expected to be [1-10%]. Although the error can be smaller by the device to calibrate the clock based on R2D reception (e.g., via clock acquisition part), there could still be relatively large error.

Therefore, A-IoT D2R timing acquisition signal should be able to indicate (1) start of the D2R transmission and (2) transmission/backscattering frequency (e.g., chip length or square wave frequency) generated by the device using its local clock. Reader should be able to achieve both (1) and (2) either by cross-correlation between the received D2R timing acquisition signal and the template of the D2R timing acquisition signal, or by edge detections during D2R timing acquisition signal.

After the timing acquisition using the D2R timing acquisition signal, there may be additional timing error due to device clock jitter/drift during the D2R reception. For example, UHF RFID (EPC Gen 2) specifies frequency variation during backscatter to be up to +/- 2.5%. With clock frequency error 2.5%, the device generates 41 square waves within a time duration that the device is supposed to generate 40 square waves with ideal clock. The reader should be able to identify and track the frequency variation. 

Observation 11:
· D2R timing acquisition signal should be designed for reader to be able to acquire A-IoT device transmission/backscattering frequency (e.g., chip length or square wave frequency generated by the device local clock) as well as timing acquisition and start indication
· If frequency variation of device local clock jitter/drift would cause negative performance impact, reader may need to track the frequency variation of device local clock during D2R reception after the initial timing/clock acquisition from the D2R timing acquisition signal

Edge detection based on D2R transmission e.g., based on D2R line coding or D2R square wave could address the frequency variation of device local clock during D2R reception. Whichever D2R line coding or square wave-based data modulation is adopted for D2R physical channel, the reader should be able to observe edges with certain frequencies and track the frequency variation of the device local clock. On the other hand, edge detection in general offers poor performance and may not fit with the A-IoT scenario where operating SNR is much lower than UHF RFID. If the reader receives D2R transmission using sophisticated receiver methods, such as cross-correlation based non-coherent receiver or channel estimation-based coherent receiver, the operating SNR could be much lower. Study of more reliable method is desirable.

Midamble inserted in a known location and has a known pattern could help for reader to track the frequency variation. The reader can check the frequency of the device local clock using the known midamble and track it. The necessary midamble insertion rate/frequency in a D2R transmission depends on clock frequency variation due to clock jitter/drift, D2R transmission length, modulation/demodulation methods, whether to adopt channel coding, required SNR or target BER/BLER, etc. Study on the need for midamble should take these aspects into consideration.

Proposal 5:
· Study impact of frequency variation of device local clock jitter/drift on demodulation performance at reader receiver
· Investigate device local clock jitter/drift models
· Potential solutions include:
· Edge detection using D2R physical channel 
· Midamble with a certain insertion rate/frequency

Midamble can be used for other purposes such as channel estimation, CW interference estimation, and/or FDMed multi-device interference estimation. Depending on the purposes, the midamble design need to take into account different aspects. For example, for channel estimation, it is necessary for the midamble to carry at least phase information of the propagation channel when the A-IoT device transmits/backscatters D2R. For CW interference estimation, midamble may need to include the time duration that the A-IoT device does not transmit/backscatter so that reader can estimate phase and DC offset of the CW interference/leakage. For FDM multi-device interference estimation, midamble may need to include a part that is orthogonal among FDMed devices. However, we would like to note that these do not necessarily rely on midamble. It maybe possible to use preamble, D2R physical channel (data or control), etc. The study should not be limited to midamble.

Proposal 6:
· Study feasibility, benefit, and enebler(s) of channel estimation, CW interference estimation, FDMed multi-device interference estimation

3.3.2	Timing determination for D2R
For UHF RFID, device D2R timing is instructed by reader all the time. For example, in inventory procedure, if there are two devices that has received Query from the reader, the timing for each device to transmit response (RN16, here is called as msg-1) as the response to the Query is instructed by reader for each device. For example, as illustrated in Fig. 13, device #1 that selects the second msg-1 transmission opportunity (called “slot #1” here) transmits msg-1 only when it receives Query_Rep that indicates slot #1. In other words, for inventory using “N time slots”, UHF RFID requires N R2D transmissions just to indicate each of the N time slots. 

However, this requires each A-IoT device that has received the Query to monitor Query_Rep continuously until the R2D that gives the device an msg-1 transmission opportunity. Moreover, reader has to transmit a number of R2D that gives all the devices msg-1 transmission opportunities.
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Fig. 13	UHF RFID timing determination for response to Query (msg-1)

For A-IoT, it is beneficial to enable time-domain multiplexing or slotted ALOHA without such “N R2D transmissions for N time slots”. A-IoT device that has received Query should be able to select its time (e.g., time-slot) for the msg-1, and make the corresponding action at the selected time without the additional instruction at least for some degree. Figure 14 illustrates that the device #2 that has received Query decided “time slot #1” and transmit msg-1 over D2R at the time without additional instruction from reader. With this, reader does not need to transmit R2D that carries time slot instruction for each timing. A-IoT device that selects msg-1 timing (or a time slot) can be in light-sleep to save energy or harvest energy until the action time. There are a number of benefits to improve spectrum/energy efficiency.

[image: ]
Fig. 14	A-IoT timing determination for msg-1

This solution requires to give timing candidates for A-IoT devices that each device can select to take an action (e.g., msg-1 transmission). This can be indicated/provided by the Query in the R2D transmission. The device should be able to select the timing and wait for that with a certain gap. We think this device behavior is durable with the ability of light-sleep based duty-cycle monitoring.

Note that the timing determination for D2R by device, if feasible, is applicable to D2R other than msg-1 of contention-based access procedure. For example, for R2D unicast command for a target A-IoT device, the device maybe required to respond to the R2D using D2R. For this, the device should be able to determine the timing (or time-slot) to transmit D2R. Unlike msg-1 of contention-based access procedure, it is more feasible to determine the timing (or time slot) based on an indication in the R2D command. In UHF RFID, device may respond to the reader anytime within a very large time window, which could be up to 20ms in some cases, which requires reader to monitor the D2R response over the time. With the timing determination by device, the reader can limit the D2R monitoring only within the designated time window. Same as for msg-1, device can be in light-sleep until the designated time window for the D2R response. An example is illustrated in Fig. 15.

[image: ]
Fig. 15	A-IoT timing determination for D2R response

Observation 12:
· In UHF RFID, time-domain multiplexing or slotted-ALOHA operation is enabled based on per-timing/per-time-slot instruction by reader
· This requires R2D transmission for each of TDMed devices
· This requires device to monitor R2D continuously until it receives R2D instruction that the device shall transmit the msg-1
· If an A-IoT device determines timing (or time slot) that it takes action (e.g., D2R transmission) without per-timing/per-time-slot instruction by reader,
· Reader does not need to transmit R2D per timing/time slot
· A-IoT device can take advantage of light-sleep until the action time, improving device availability

Proposal 7:
· Study A-IoT device to determine timing (or time slot) for D2R transmission/backscattering without per-timing/per-time-slot instruction by reader

3.4	Frequency synchronization for carrier frequency generation and large frequency shift
For device 2b, carrier frequency synchronization is required. Clock calibration using R2D timing acquisition signal, if it is designed for clock calibration for low frequency clock for small frequency shift, may not be satisfactory for carrier frequency synchronization. The target carrier frequency of A-IoT operation could be around 900MHz or higher, which is 100 – 1000 times higher than the frequency of square wave used for D2R frequency shift and modulation generated in the baseband. For 900MHz carrier frequency synchronization, less than [100-200ppm (0.01-0.02%)] level accuracy would be required. The requirement is quite different from that for small frequency shift for device 1 (and possibly device 2a). This may require a dedicated signal for carrier frequency synchronization for device 2b.

For device 2a, large frequency shift maybe enabled. The R2D timing acquisition signal may not be sufficient for device 2a as well.

Carrier frequency synchronization is necessary only when there are devices that receive/transmit using the carrier frequency or large frequency shift. The design and the procedure should take into account that it may not always be necessary. 

Proposal 8:
· Study frequency synchronization for carrier frequency generation or large frequency shift, including:
· Necessity of additional/dedicated signal that enables the frequency synchronization for carrier frequency generation or large frequency shift
· If considered as necessary, study further physical layer design of the additional/dedicated signal 
· Device synchronization procedure

4. Physical layer aspects of random access procedure
RAN2 achieved following agreements:
	Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).  



RAN1’s task would be to study physical resources and physical channel(s)/signal(s) for contention-based and contention-free random access procedures that are agreed to be studied by RAN2. We discuss these aspects in the following.

4.1	Contention-based access procedure
In UHF RFID, the first message that a device transmits as a response to the reader’s trigger of contention-based random access procedure, called msg-1 in this contribution, is a 16-bit random number. The bit sequence of the first message can take any of the 216 = 65536 candidate bit patterns. It reuses nominal D2R waveform associated with frame-sync signal. If the msg-1 is triggered by legacy Query, no CRC is attached; if it is triggered by QueryX, the QueryX can indicate to devices whether or not to compute/attach 5-bit CRC to the msg-1.

UHF RFID msg-1 design enables quite low probability that multiple devices select the same 16-bit random number for a given Query. On the other hand, it is not designed to be robust against miss-detection/false-alarm due to noise/interference. 5-bit CRC reduces false alarm probability down to 2-5 = 3.1%. However, miss-detection still occurs even when 1 bit out from 16 bits random number is erroneously detected.

In NR, there are 64 PRACH preambles in each time-frequency PRACH occasion, although PRACH preamble has either 839 or 139 sequence length. PRACH preambles are specifically selected/designed sequences that have good auto/cross-correlation properties. Therefore, NR PRACH preamble can be robust against miss-detection/false-alarm due to noise/interference and even collision. However, since the number of preambles is not much, contention, where multiple UEs select the same PRACH preamble in the same time-frequency PRACH occasion, could occur with non-negligible probability. Therefore, contention resolution over Msg-3 and Msg-4 is very important for NR.

For A-IoT contention-based access procedure, RAN1 should discuss msg-1 design taking into account that the existing standards took the above two different design approaches. Given that overall A-IoT contention-based access procedure is to be discussed in RAN2, RAN1’s study can focus on the msg-1 design options and pros/cons of them. 

Another outstanding aspect of A-IoT is that there could possibly be FDM among msg-1 from different A-IoT devices. Unlike OFDM-based multiplexing in LTE/NR, FDM for A-IoT D2R would be realized by different square wave frequencies with asynchronous (or large timing difference) transmissions, resulting in loss of orthogonality among A-IoT D2R signals at reader. The study should include the methodology and feasbility of msg-1 from different A-IoT devices being FDMed. 

Proposal 9:
· RAN1 to study physical channel/signal design of the first D2R in response to R2D transmission triggering contention-based access procedure
· The study should consider following aspects:
· Miss-detection/false-alarm probability in the presence of noise/interference
· D2R FDM feasibility
· Impact on contention resolution in the contention-based access procedure

4.2	Contention-free access procedure
In NR, contention-free random access procedure largely reuse the design of contention-based random access procedure. For A-IoT, it would be straightforward to take the same approach. Given that A-IoT contention-based/contention-free access procedures are not yet defined by RAN2, it is premature to discuss aspects related to contention-free access procedure. We suggest to wait for more RAN2’s progress.

Proposal 10:
· RAN1 to wait for more progress in RAN2 to understand if there is any RAN1’s working area regarding A-IoT contention-free access procedure

5. Scheduling and timing relationships
5.1	End of channel identification
Following agreement have been achieved at RAN1#116 meeting:
	Agreement
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects 

Agreement
To determine or derive the end of PRDCH transmission, study at least following options:  
· Option 1: R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH.       
· Option 2: Based on R2D control information.

Agreement
For the reader to acquire the end of PDRCH transmission, study at least following options:  
· Option 1: D2R postamble immediately follows the PDRCH
· Option 2: Based on control information



Necessary time interval for Tx/Rx processing highly depends on physical layer designs, device architecture, data/chip rates, message contents to be transmitted/received, etc. Since nothing is yet clear at this moment, it is premature to discuss detailed values/ranges of the time intervals in the agreements.

Regarding how to derive the end of PRDCH transmission and how to acquire the end of PDRCH transmission, further discussions and clarifications of the options are necessary. For example:
· For deriving the end of PRDCH transmission at device,
· For option 1 “R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH”, it is unclear what device does if it detects the postamble (going to sleep?), and what it does if it misses the postamble (continue to receive?)
· For option 2 “Based on R2D control information”, our understanding of this option is that the PRDCH carries an information that informs the device of the end of PRDCH. For example, option 2 allows device to derive the end based on transport block size information. 
· For the reader to acquire the end of PDRCH transmission,
· For option 1 “D2R postamble immediately follows the PDRCH”, postamble based detection helps reader to process D2R if the device has a freedom to select the PDRCH transmission length. However, postamble for this purpose would not be necessary if the reader knows the length of PDRCH. Therefore, the need depends on how a device determines the D2R transmission length. Moreover, if the detection is postamble based, miss-detection/false-alarm of postamble could be a performance limiting factor for D2R. The postamble would need to be robust enough.
· For option 2 “Based on control information”, our understanding of this option is that PRDCH triggering the PDRCH carries an information that informs the device of the length of PDRCH.

Proposal 11:
· Elaborate further the options of deriving/acquiring the end of PRDCH/PDRCH transmission
· For deriving the end of PRDCH transmission at device,
· For option 1 “R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH”, clarify the device behavior when it (miss-)detects the postamble
· For option 2 “Based on R2D control information”, clarify that the PRDCH carries an information that informs the device of the end of PRDCH
· For the reader to acquire the end of PDRCH transmission,
· For option 1 “D2R postamble immediately follows the PDRCH”, it is necessary to identify whether there is a case where the reader does not know the end/length of the PDRCH
· If yes, study the impact of miss-detection/false-alarm of the postamble on the D2R performance
· For option 2 “Based on control information”, clarify that the PRDCH carries an information that informs the device of the end of PRDCH

6. Conclusion
In this contribution, we share our vies on frame structure and timing aspects for A-IoT. 

In Section 2.1, we pointed out the issue of device unavailability due to energy harvesting. As observed below, the issue is critical for A-IoT. With this, we have the proposal 1.
Observation 1:
· There are at least two roles for energy storage of A-IoT devices:
· Lowering RF sensitivity or activation threshold to achieve larger communication range
· Supporting A-IoT communications (command/inventory) for A-IoT devices that do not receive sufficiently high RF power for sustainable A-IoT communications

Observation 2:
· A-IoT device is not able to distinguish whether the received RF power is for an R2D transmission from the reader to the A-IoT device, or something else
· Lower RF sensitivity by using energy in the energy storage increases false alarm (or false wake-up) by incident RF and hence causes energy storage depletion
· Once the storage is depleted, the device is unavailable for communication until the storage is fully charged

Observation 3:
· With lower RF sensitivity enabled by energy storage, A-IoT device activation (or wake-up) simply based on RF power > activation threshold does not work
· Reader cannot identify/control device’s unavailability due to charging by energy harvesting of up to several tens of seconds

Observation 4:
· It is a critical problem if each A-IoT device is randomly unavailable for up to several tens of seconds and reader cannot predict/control it

Proposal 1:
· Study solutions to minimize the impact of device unavailability due to charging 
· A-IoT device should be able to be available and have sufficient energy to complete the communication when a reader triggers A-IoT communication (either inventory or command)

As a solution of device unavailability due to energy harvesting, we propose to study duty-cycle monitoring. In Section 2.2, two different duty-cycle monitoring approaches are presented.
Observation 5:
· Duty-cycle monitoring avoids false alarm (or false wake up) during sleep and hence improves the impact of device availability/unavailability due to charging for energy harvesting

Observation 6:
· Light-sleep based duty-cycle monitoring enables sustained and longer duty-cycle monitoring and RF energy harvesting without false-alarm during light-sleep
· During light sleep, the device retains memory and keeps clock working so that duty-cycle periodicity is controlled

Observation 7:
· Deep-sleep based duty-cycle monitoring ensures enough amount of energy in the storage all the time and RF energy harvesting without false-alarm during deep-sleep
· Whenever the device is ON, there can be sufficient amount of energy in the storage to support A-IoT communications with reader
· Duty-cycle periodicity depends on Rx power, RF energy harvesting efficiency, etc, and is not controlled by the device

Proposal 2:
· Study duty-cycle monitoring operations for all A-IoT device types

In Section 2.3, overall procedure when duty-cycle monitoring is used is presented. 
Observation 8:
· Synchronization reference from reader enables A-IoT devices with light-sleep based duty-cycle monitoring being synchronous each other
· Based on the synchronization reference, reader can identify/control when the A-IoT devices are ON 
· Synchronized light-sleep based duty-cycle monitoring enables reader to transmit a common R2D for a number of A-IoT devices synchronous each other
· This allows reader to make use of spectrum more efficiently
· Even after A-IoT communication (e.g., inventory) starts, light-sleep can be used to improve device availability 
· E.g., A-IoT device can go to light-sleep after the end of an inventory round until the next Query occasion for the next inventory round
· E.g., A-IoT device can go to light-sleep between Tx and Rx within an inventory round

Observation 9:
· Deep-sleep based duty-cycle monitoring is asynchronous among devices
· However, due to the frequent wake-up of devices, each device can join the A-IoT communication (e.g., inventory) at an early stage after reader starts A-IoT communication (e.g., inventory) 
· Once a device detects an R2D transmission (e.g., Query) and joins the A-IoT communication (e.g., inventory), it is highly likely able to sustain the communication until the completion with enough energy in the storage
· After the first R2D transmission that the A-IoT device receives, light-sleep can be used to improve device availability
· E.g., A-IoT device can go to light-sleep after the end of an inventory round until the next Query occasion for the next inventory round
· E.g., A-IoT device can go to light-sleep between Tx and Rx within an inventory round

Based on the discussion in Section 2.2 and 2.3, we have done simulation to show how duty-cycle monitoring is important and beneficial. 
Observation 10:
· Simulations results indicate that duty-cycle monitoring is essential for A-IoT
· Duty-cycle monitoring improves the efficiency of inventory significantly for device 1
· Duty-cycle monitoring is critical feature for inventory for device 2; otherwise reader has to keep trying inventory for several tens of seconds in blind manner

Based on the study of duty-cycle monitoring, we propose to consider synchronization reference for duty-cycle monitoring in Section 3.1.
Proposal 3:
· Study synchronization reference for light-sleep based duty-cycle monitoring
· Before initiating A-IoT communication (e.g., Query), further study a short R2D transmission that enables timing acquisition and identification of duty-cycle periodicity 
· After initiating A-IoT communication (e.g., Query), 
· Opt.1: Re-use the synchronization reference used before initiating A-IoT communication as a reference
· Opt.2: Enable R2D (e.g., Query) that is transmitted, potentially periodically, after initiating A-IoT communication (e.g., inventory), to provide periodicity or next possible occasion(s) of the relevant R2D message transmission (e.g., Query)

In Section 3.2, synchronization procedure for R2D signal reception is presented.
Proposal 4:
· Clock acquisition part should be designed to enable:
· OOK chip boundary/length/rate identification
· Device clock sampling frequency calibration
· Study following clock acquisition part design:
· Having known OOK pattern/sequence with uniform OOK chip duration after CP insertion

Section 3.3 discussed timing synchronization D2R transmission/backscattering. The section touched upon necessity and usage of midamble as well. Device acquisition of transmission/backscatter timing has also been discussed.
Observation 11:
· D2R timing acquisition signal should be designed for reader to be able to acquire A-IoT device transmission/backscattering frequency (e.g., chip length or square wave frequency generated by the device local clock) as well as timing acquisition and start indication
· If frequency variation of device local clock jitter/drift would cause negative performance impact, reader may need to track the frequency variation of device local clock during D2R reception after the initial timing/clock acquisition from the D2R timing acquisition signal

Proposal 5:
· Study impact of frequency variation of device local clock jitter/drift on demodulation performance at reader receiver
· Investigate device local clock jitter/drift models
· Potential solutions include:
· Edge detection using D2R physical channel 
· Midamble with a certain insertion rate/frequency

Proposal 6:
· Study feasibility, benefit, and enebler(s) of channel estimation, CW interference estimation, FDMed multi-device interference estimation

Observation 12:
· In UHF RFID, time-domain multiplexing or slotted-ALOHA operation is enabled based on per-timing/per-time-slot instruction by reader
· This requires R2D transmission for each of TDMed devices
· This requires device to monitor R2D continuously until it receives R2D instruction that the device shall transmit the msg-1
· If an A-IoT device determines timing (or time slot) that it takes action (e.g., D2R transmission) without per-timing/per-time-slot instruction by reader,
· Reader does not need to transmit R2D per timing/time slot
· A-IoT device can take advantage of light-sleep until the action time, improving device availability

Proposal 7:
· Study A-IoT device to determine timing (or time slot) for D2R transmission/backscattering without per-timing/per-time-slot instruction by reader

Section 3.4 discussed synchronization for carrier frequency generation or large frequency shift. It is pointed out that specific discussion, including potential need of dedicated signal, is necessary.
Proposal 8:
· Study frequency synchronization for carrier frequency generation or large frequency shift, including:
· Necessity of additional/dedicated signal that enables the frequency synchronization for carrier frequency generation or large frequency shift
· If considered as necessary, study further physical layer design of the additional/dedicated signal 
· Device synchronization procedure

Regarding random access procedure, RAN1 aspect, e.g., msg-1 details, was discussed in Section 4.
Proposal 9:
· RAN1 to study physical channel/signal design of the first D2R in response to R2D transmission triggering contention-based access procedure
· The study should consider following aspects:
· Miss-detection/false-alarm probability in the presence of noise/interference
· D2R FDM feasibility
· Impact on contention resolution in the contention-based access procedure

Proposal 10:
· RAN1 to wait for more progress in RAN2 to understand if there is any RAN1’s working area regarding A-IoT contention-free access procedure

Finally in Section 5.1, discussion on deriving/acquiring the end of PRDCH/PDRCH was presented.
Proposal 11:
· Elaborate further the options of deriving/acquiring the end of PRDCH/PDRCH transmission
· For deriving the end of PRDCH transmission at device,
· For option 1 “R2D postamble immediately follows the PRDCH to indicate the end of the PRDCH”, clarify the device behavior when it (miss-)detects the postamble
· For option 2 “Based on R2D control information”, clarify that the PRDCH carries an information that informs the device of the end of PRDCH
· For the reader to acquire the end of PDRCH transmission,
· For option 1 “D2R postamble immediately follows the PDRCH”, it is necessary to identify whether there is a case where the reader does not know the end/length of the PDRCH
· If yes, study the impact of miss-detection/false-alarm of the postamble on the D2R performance
· For option 2 “Based on control information”, clarify that the PRDCH carries an information that informs the device of the end of PRDCH
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