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1. Introduction
In RAN#102 meeting, a new SID “Study on solutions for Ambient IoT (Internet of Things) in NR” was approved and revised SID in RAN#103 meeting is [1]. The objectives are as follows.
	The following objectives are set, within the General Scope:
1. Evaluation assumptions
…

1. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.


In this contribution, we discuss general aspects of physical layer design including waveform, modulation scheme, line coding scheme, channel coding scheme, numerology, bandwidth, multiple access scheme and some other potential issues which need to be studied for A-IoT device. It should be noted that these aspects may need to be discussed for each channel/signal which can be specified for A-IoT device, and which channel/signal is necessary for A-IoT device would be discussed in AI 9.4.2.3, which our companion contribution is [2]. At least PRDCH and PDRCH which were agreed at the RAN1#116 meeting should be considered, and we discuss targeting such physical channels in general. In addition to PRDCH and PDRCH, other physical channels/signals such as preamble for R2D (e.g., synchronization signal, etc.) can be studied once progress made in AI 9.4.2.3. Furthermore, if multiple candidates on waveform, modulation scheme, channel coding scheme, numerology, bandwidth, multiple access scheme are studied, it should be noted that it can be further studied whether the same/different waveform, modulation scheme, channel coding scheme, numerology, bandwidth, multiple access scheme can be applied among channels/signals and if various physical channels/signals are supported for an A-IoT device.
For carrier wave waveform for backscattering transmission by A-IoT device, it would be discussed in 9.4.2.4 separately in our companion contribution[3].

2. Discussion
2.1. R2D
2.1.1. Waveform and data modulation scheme
[bookmark: _Hlk158814803]In this section, we provide the discussion on the possible R2D waveforms/modulation schemes for A-IoT device.
At the RAN1#116 meeting it was agreed to study OFDM-based waveform and OOK for R2D from transmitter perspective.
	Agreement
A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to-device) perspective. 
· Depending on what modulation(s) are decided to be studied:
· Study whether/how to handle CP at transmitter/device/design 
· Study other characteristics of the OFDM waveform, e.g.:
· CP-OFDM
· DFT-s-OFDM
· Etc.
· The type of OFDM waveform is transparent to A-IoT device.
Other waveforms from DL transmitter’s perspective can be proposed, and further discussion will consider whether or not they are included in the study.
Agreement
A-IoT DL study includes OOK from DL transmitter’s perspective.
· For an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
· FFS value(s) of M.
· FFS: Any changes needed from the definitions in TR 38.869.
· FFS: Exact definition of chip
· If other DL waveforms are included, further elaboration of the transmitter’s OOK generation would be needed.



OOK-1/4 waveform generation
To discuss the possible waveforms/modulation schemes for A-IoT UE, at least co-existence with legacy NR, coverage and A-IoT UE complexity/power consumption should be considered.
As captured in SID, co-existence with legacy NR, e.g., in-band operation in NR, should be considered. From such coexistence perspective, OFDM compatible waveform is preferable from transmitter point of view. Especially by CP-OFDM waveform, it can largely reuse the existing NR transmitter design, while new waveform other than OFDM would require additional implementation cost for existing gNB/intermediate UE receiver/transmitter. Considering such compatibility of OFDM-based waveform for legacy NR, we don’t see the strong need to study other waveform for R2D. 
[bookmark: _Hlk166168526]For the modulation scheme, given that the receiver architecture and complexity are largely affected by the supported modulation scheme, OOK which can be detected with RF envelope detector is considered as we agreed. For the agreed waveform and modulation scheme, meanwhile OFDM-based OOK waveform generation was studied for LP-WUS which is captured in TR 38.869, the details on the OFDM-based waveform generation and OOK modulation processing should be further studied. One possibility is DFT-s-OFDM based waveform generation for A-IoT. More specifically, the OOK signal in time domain is mapped to A-IoT device bandwidth by DFT-spreading, then OFDM-modulated signal is transmitted after IFFT. With this waveform generation, A-IoT device receive the A-IoT device bandwidth with BPF and the bandwidth can be FDMed with other A-IoT device/legacy NR. In our view, it should be clarified to discuss the feasibility on FDM/CDM or co-existence with the same transmitter architecture.
Proposal 1: For R2D, discuss and clarify the OFDM-based OOK waveform generation at transmitter, e.g., the OOK signal in time domain is mapped to A-IoT device bandwidth by DFT-spreading, then OFDM-modulated signal is transmitted after IFFT.

[bookmark: _Hlk163045677]Candidate values on M
[bookmark: _Hlk166171014]While M is the number of chip in one OFDM symbol based on the above agreement, the exact definition of“chip” should be clarified first before discussing the candidate values on M for OOK. In our understanding, “chip” is the ON or OFF duration of one OOK symbol, and one information bit can be composed of multiple chips when line coding is applied.
For the candidate value on M for OOK modulation, it should be studied at least from A-IoT device complexity including CP handling and target instant data rate for R2D perspective. While target peak rate is captured as 0.1 to 5kbps in TR 38.848, it is user experienced data rate and instant peak rate should be much larger such as tens or one hundred kbps. Meanwhile the exact peak rate would depends on information bit to line code codeword mapping and some other aspects, M with 8 or 16 is required to achieve tens or one hundred bps with either Manchester encoding or PIE. On the other hand, large M value may degrade the demodulation performance of OOK considering large SFO. In addition, considering that the CP length can be 4.6us or 5.2us with 15 kHz SCS, it is preferable that chip length is much longer than CP length especially for Method Type 1 for CP handling. This means that M value can be limited to [8] or smaller for Method Type 1.
Proposal 2: For R2D, the definition of chip is the duration of the ON or OFF for one OOK symbol.
Proposal 3: 
For R2D, the candidate values on M for OOK modulation should be studied
· At least 1, 2, 4, 8 and 16 should be considered
Study at least from following aspects;
· A-IoT device complexity including CP handling
· Target instant peak rate for R2D

CP handling
At the RAN1#116-bis meeting, following agreement was made for CP handling.
	Agreement
For R2D CP handling for OFDM based OOK waveform:
· For potential down-selection, study among the following candidate methods
· Method Type 1: Removal of CP at device without specified transmit-side 
· FFS: How device determines the CP location
· FFS: Impact on feasibility of device SFO
· FFS: relation to M, if any
· Method Type 2: Ensure the CP insertion of OFDM-based waveform will not introduce false rising/falling edge between the last OOK chip in OFDM symbol (n-1) and the first OOK chip in OFDM symbol n.
· FFS: Whether/how to arrange that OOK chips have equal length after CP insertion
· FFS: relation to M, if any
· FFS: Detail of relationship to line code codewords
· FFS: Impact on feasibility of device SFO
· [Other method types are not precluded]
· Study of the methods should include e.g.:
· CP impact on R2D timing acquisition, and decoding & performance of PRDCH
· Reader and device implementation complexities
· Interference between R2D and NR DL/UL if in the same NR band
· Spectrum efficiency



Method Type 1
For Method Type 1, CP is inserted by the transmitter just the same way as legacy NR and removed at A-IoT device. It means that the end of OFDM symbol (i.e., the part of the last chip in the OFDM symbol) is copied and inserted as CP. Therefore, depending on the state of last chip in OFDM symbol n and first chip in OFDM symbol n+1, false chip may be introduced and it may cause the misdetection of OOK symbol at A-IoT device especially when M value is large and also timing error is large. For example, assuming 15 kHz SCS and CP length is 4.6 or 5.2 us as legacy NR, the chip length would be 16.67 us, 8.33 us and 4.17 us when M equals to 4, 8 and 16 respectively. When M is large as 16, A-IoT device may misunderstand CP as a chip or vice versa with large SFO circumstance. In addition, false chip may or may not be introduced depending on the state of last chip in OFDM symbol n and first chip in OFDM symbol n+1, and hence the chip length would not be unified length for each chip in a OFDM symbol. This may affect to the performance of clock acquisition which is not preferable for timing acquisition/synchronization signal.
[image: ]
Fig.1: CP insertion for Method Type 1.

Observation 1: For R2D CP handling Method Type 1, 
· Props: Transmitter procedure for CP insertion can be reused.
· Cons: Timing acquisition/decoding performance and/or maximum value on M would be affected.

Method Type 2
While chip length may not be constant in OFDM symbol for Method Type 1, it should be clarified whether the chip length can be uniform length after the CP insertion for Method Type 2. In our view, R2D chip can be used for clock acquisition, it is preferable to have a unified chip length for an OFDM symbol. For Method Type 2, there is no false edge at the beginning of OFDM symbol and it is not necessary to remove CP for OOK detection at A-IoT device. In that sense, the chip length should be constant including CP, i.e., one chip length is one OFDM symbol duration including CP/M (e.g., 71.35us/M when SCS is 15 kHz).
Proposal 4: For R2D CP handling, chip length after CP insertion should be constant for each chip in one OFDM symbol for Method Type 2.
· Chip length should be constant including CP

For Method Type 2, it should be discussed how to avoid introducing false edge by CP insertion. Based on the discussion at the previous RAN1 meeting, one possible solution is that CP is copied from the first chip in the OFDM symbol. This does not require additional overhead chip while existing NR transmitter chain for CP insertion may not be reused. Alternatively, fake chip(s), which has the same state as the first chip and is not used for decoding, is inserted in the end of OFDM symbol, then CP is copied from the last chip. Meanwhile this fake ship would increase the overhead and would degrade the spectrum efficiency, existing NR transmitter chain for CP insertion can be reused.
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Fig.2-1: CP insertion for Method Type 2 (Alt.1)		Fig.2-2: CP insertion for Method Type 2 (Alt.2)

Proposal 5: Study how to avoid false edge introduction by CP insertion at the beginning of OFDM symbol.
· Alt.1: CP is copied from the first chip in the OFDM symbol
· Alt.2: Fake chip(s) is inserted as last chip(s) in the end of the OFDM symbol and CP is copied from the last chip in the OFDM symbol

Observation 2: For R2D CP handling Method Type 2,
· Alt.1: CP is copied from the first chip in the OFDM symbol
· Pros: Mitigate the impacts on timing acquisition/decoding performance and/or maximum value on M without additional overhead.
· Cons: The existing transmitter procedure for CP insertion may not be reused.
· Alt.2: Fake chip(s) is inserted as last chip(s) in the end of the OFDM symbol and CP is copied from the last chip in the OFDM symbol
· Pros: Mitigate the impacts on timing acquisition/decoding performance and/or maximum value on M with reusing the existing NR transmitter procedure for CP insertion.
· Cons: Spectrum efficiency is degraded.

2.1.2. Line coding
In this section, we discuss line coding for A-IoT device based on the agreement at RAN1#116 meeting.
	Agreement
For R2D, line codes studied are: Manchester encoding and pulse-interval encoding (PIE).
· FFS: Mapping(s) from bit(s) to line-code codewords
· FFS: Time domain definition of e.g., chips and relation to OFDM symbols, resource allocation unit, etc.



For the study of the characteristics of line coding scheme of Manchester encoding and PIE, we assume the following mapping from information bit to line code codewords. 
· Manchester: bit 0 -> {01}, bit 1 -> {10}
· PIE: bit 0 -> {10}, bit 1 -> {110} or {1110} (number of ‘1’s for bit 1 can be FFS)
Based on the assumption, we discuss the comparison of Manchester encoding and PIE.
While line code codeword of both bit 0 or bit 1 is expressed by 2 chips for Manchester encoding, the number of chips is different for bit 0 and bit 1 for PIE, e.g., bit 0 is expressed by 2 bits while bit 1 is expressed by 3 or more chips. This means that the number of chips of line coded message is determined based on the message size regardless of the number of included bit 0 or bit 1 in the message for Manchester encoding, on the other hand, the number of chips of line coded message is determined based on the number of bit 0 and bit 1 included in each message for PIE. Therefore, the number of bit 0 and bit 1 included in each message needs to be considered for each R2D resource allocation with PIE and this complicates the scheduler/resource allocation of transmitter.
Observation 3: For R2D line coding scheme, the number of chips of line coded message is determined based on the number of bit 0 and bit 1 included in each message for PIE while the number of chips of line coded message is determined based on the message size regardless of the number of included bit 0 or bit 1 in the message for Manchester encoding.

In addition to the transmitter complexity aspects, decoding performance can be further evaluated.
2.1.3. CRC
In this section, we discuss the details on CRC for A-IoT device.
At the previous RAN1 meetings, following agreements were made.
	Agreement
R2D study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
Study
· baseline: using 6 bits and 16 bits CRC with polynomials from TS 38.212, or no CRC, for PRDCH
· baseline: using 6 bits and 16 bits CRC with polynomials from TS 38.212, or no CRC, for PDRCH
· FFS: details when different CRC lengths or no CRC may be used
· FFS: other 6 bits and 16 bits CRC with different polynomials than from TS 38.212



Before discussing the details on CRC, the assumption on message size which CRC is attached should be clarified first. In the existing NR, CRC is attached to one TB, however, it is unclear for A-IoT that CRC is attached for which unit of message. According to the TR 38.848[4], message size of A-IoT can be at most 1000bits while one message can be transmitted across multiple TBs as we discuss in our companion paper [2, 5]. To discuss the details on CRC, message size which CRC is attached should be agreed first, then the details on CRC such as CRC length can be further studied considering overhead to assumed message size and false-alarm rate, etc. 
Proposal 6: For R2D CRC, study the TBS of R2D which CRC is attached.

In addition, it was agreed to study the case where no CRC is attached. If CRC is not attached, A-IoT device would proceed without error detection in physical layer. Therefore, no CRC can be applied especially for the message which does not significantly affect to the subsequent procedure, otherwise, CRC is essential.
If one message is segmented for multiple TBs in physical layer and CRC is attached for each TB, the overhead by CRC would be increased. To avoid such overhead, no CRC can be applied for physical layer while there may be MAC CRC for the message without segmentation.
Proposal 7: For R2D CRC, clarify the message type which can be proceed without error detection, i.e., no CRC.

2.1.4. Bandwidth
In this section, we discuss the bandwidth for A-IoT device from coexistence with existing NR, coverage, power efficiency, A-IoT UE complexity/power consumption and multiplexing capacity perspective.
As we discussed OFDM-based waveform and corresponding numerology in the above sections, the corresponding bandwidth from transmitter perspective can be further discussed based on the agreement at the previous RAN1 meetings.
	Agreement
At least the following bandwidths for R2D are defined for the purpose of the study:
· Transmission bandwidth, Btx,R2D from a Reader perspective: The frequency resources used for transmitting R2D
· Occupied bandwidth, Bocc,R2D from a Reader perspective: The frequency resources used for transmitting R2D, and potential guard band
· Bocc,R2D ≥ Btx,R2D
· FFS: Further constraint(s) e.g. Bocc,R2D = Btx,R2D.
· Possible values of each bandwidth are FFS
Agreement
For R2D study OFDM-based waveform with subcarrier spacing of 15 kHz, Btx,R2D is ≤ [12] PRBs and is down-selected among:
· Alt 1: Including 180 kHz, 360 kHz, and FFS other values
· Alt 2: Integer multiple(s) of 180 kHz (FFS: what integer(s))
· Alt 3: Integer multiple(s) of the subcarrier spacing (FFS: what integer(s))



Considering the coexisting with existing NR system and impacts on the existing gNB/intermediate UE, RB-level or integer multiple of subcarrier spacing allocation is preferable which can provide good spectral efficiency to multiplex with other existing NR channels/signals. For NB-IoT, the channel bandwidth is 180kHz which corresponds to one RB with 15 kHz SCS. Given that A-IoT device is lower tier device and supports much lower peak rate than NB-IoT, it is impractical to assume that bandwidth is much larger than that for NB-IoT, then the maximum bandwidth for Btx,R2D can be a few RBs at most. In that sense, one RB or a few RBs can be the candidate value of channel bandwidth for A-IoT device. Note that similar to the single-tone transmission of NB-IoT, the allocated bandwidth for each transmission/reception can be smaller than one RB, e.g., one sub-carrier.
In general, with the same amount of time domain resource and the same PSD for transmission power, larger bandwidth can improve the coverage with increased power on the bandwidth. Hence, to assess the candidate values of channel bandwidth, coverage degradation with such smaller bandwidth should be evaluated. According to the SID[1], the target coverage between gNB and A-IoT device for Topology 1 or between intermediate UE and A-IoT device for Topology 2 is 10-50m for indoor scenario. To ensure the target coverage, having a larger bandwidth may help to compensate the coverage loss, e.g., due to the sensitivity of A-IoT device. Note that the similar coverage compensation can be obtained by other means such as repetition in time domain or longer duration in time domain without increasing the bandwidth. In addition, smaller bandwidth is preferable from PSD perspective. For example, single-tone transmission is supported for NB-IoT to boost transmission power with the narrow bandwidth.
Furthermore, as we discuss in the following section, the channel bandwidth may affect to the FDMA capacity to accommodate massive number of devices while it depends on the supported multiplexing scheme among A-IoT devices. The device density of A-IoT devices is much increased from legacy NR and how to ensure the multiplexing capacity can be essential issue.
Finally, related to channel bandwidth for A-IoT device, guard band between channel/signals of existing NR and A-IoT especially for in-band operation to NR and/or among A-IoT devices may need to be studied, which depends on the CFO assumption of A-IoT device, which may require RAN4 involvement.
Meanwhile we think bandwidth as one RB with 15 kHz SCS can be the starting point, the above aspects should be further investigated to discuss Btx,R2D.

Proposal 8: 
· For R2D transmission bandwidth Btx,R2D, study considering the following aspects.
· coexistence with legacy NR including impacts on existing gNB/intermediate UE
· coverage
· transmission power
· multiplexing capacity and potential guard band
· FFS: Whether channel bandwidth of A-IoT can be configurable or fixed single value.
· For R2D occupied bandwidth Bocc,R2D, 
· The potential guard band should be for intra A-IoT system
· Whether/how to study in RAN1 or studied in RAN4 should be clarified 

2.1.5. Multiplexing
[bookmark: _Hlk158815002]In this section, we discuss multiplexing scheme for A-IoT device.
Regarding multiplexing among A-IoT devices for R2D, TDM(A) is the most straightforward and it should be studied at least. For the details on TDM(A) among A-IoT devices, at least granularity of TDRA, timing accuracy and guard period among A-IoT devices needs to be further studied considering the SFO of A-IoT device. In our view, the granularity of TDRA can be chip(s) corresponds to one or multiple information bit(s) and should be discussed based on the assumption on the minimum granularity of information size/number of chips for R2D.
In addition to TDM(A), A-IoT aims much larger number of connections and higher device density than existing 3GPP LPWA technologies, and hence enhanced multiplexing capacity, e.g., by means of FDM(A) and/or combination of TDM(A) and FDM(A), may need to be studied. Regarding FDM(A), while it is unclear whether/how A-IoT device with RF envelope detection device can identify allocated frequency resource, it can be supported at least for IF device and ZIF device which has IF filter and BB LPF respectively. 
Proposal 9: For R2D multiplexing scheme among A-IoT devices, 
· at least TDM(A) should be considered for all the device types.
· The minimum resource allocation unit can be chip(s) corresponds to one or multiple information bit(s).
· The minimum message size/number of chip for resource allocation should be discussed.
· FFS: Granularity of TDRA, timing accuracy and guard period among A-IoT devices
· FDM(A) should be considered at least for device architecture with IF and ZIF.

2.1.6. Time unit
In this section, we discuss the possible R2D time unit for A-IoT device.
As we discussed in the above sections, minimum time unit of A-IoT should be discussed for OFDM signal generation, chip definition of OOK, details on line-coding, resource allocation unit of TDM, etc.
Considering the co-existence with legacy NR and compatibility with legacy NR, it is preferable to reuse the existing legacy NR design. Given that OFDM-based waveform is assumed for R2D from transmitter perspective, Tc definition in NR should be reused for the time unit from transmitter perspective.
Proposal 10: For R2D, from transmitter perspective, Tc definition in NR should be reused for the time unit.

2.2. D2R
2.2.1. Waveform and data modulation scheme
In this section, we discuss the D2R waveforms/modulation schemes for A-IoT device.
	Agreement
Study for all devices the following for D2R baseband modulation, for potential down-selection:
· OOK
· Binary PSK
· Binary FSK
· Strive to identify one variant of Binary FSK to study further



Chip definition
Similar to R2D, chip definition for each modulation scheme may need to be clarified for study. Based on the agreement, OOK, BPSK and BFSK are studied, and in our view, the chip duration can be different for each modulation scheme and corresponding bit (bit 0 or bit 1). For example, the chip duration can be ON or OFF duration for OOK and it would be the same for bit 0 and bit 1. However, the chip duration would be different for bit 0 and bit 1 for BFSK, e.g., the bit 0 corresponds to {+1-1} while bit 1 corresponds to {+1-1+1-1} within a same duration, and hence the duration of chip +1 and -1 for bit 0 would be twice of that for bit 1. Therefore, the number of chip in one modulated symbol can be different for OOK, BPSK, and BFSK.
For each modulation scheme, the assumed chip length/modulated symbol duration can be further studied. Given that the receiver is BS or intermediate UE for D2R, relatively short chip length can be handled by reader compared to R2D which the receiver is A-IoT device. However, in our view, the target instant peak rate for D2R should be discussed as well and it may be different from that for R2D.
Proposal 11: For D2R, the chip duration should be discussed for each modulation scheme and corresponding bit (bit 0 or bit 1) separately, if defined.
Proposal 12: For D2R, study the chip length/modulated symbol duration at least considering the target peak rate for D2R, device/reader complexity and decoding performance.

SSB and DSB 
For the evaluation of D2R, whether both or either single side band (SSB) and/or double side band (DSB) is considered should be discussed. To support large frequency shift, single side band transmission should be considered for D2R transmission. SSB transmission is beneficial from spectrum efficiency perspective, however, to perform SSB transmission from A-IoT device, it would increase the device complexity. In addition, impact on the noise power calculation should be considered which affects to the evaluation assumption and the performance of D2R.. In our view, the feasibility to support SSB for each device type should be discussed in 9.4.1.2 and also the performance of decoding at reader for both SSB and DSB should be studied based on the evaluation assumption on 9.4.1.1.
Proposal 13: For D2R waveform, study both SSB and DSB considering at least feasibility on filtering at device, decoding performance at reader and spectrum efficiency.

2.2.2. CRC
In this section, we discuss details on D2R CRC for A-IoT.
At the previous RAN1 meetings, following agreements were made.
	Agreement
D2R study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
Study
· baseline: using 6 bits and 16 bits CRC with polynomials from TS 38.212, or no CRC, for PRDCH
· baseline: using 6 bits and 16 bits CRC with polynomials from TS 38.212, or no CRC, for PDRCH
· FFS: details when different CRC lengths or no CRC may be used
· FFS: other 6 bits and 16 bits CRC with different polynomials than from TS 38.212



Before discussing the details on CRC, as we discussed for R2D, the assumption on message which CRC is attached should be clarified first. In the existing NR, CRC is attached to one TB, however, it is unclear for A-IoT that CRC is attached for which unit of message. According to the TR 38.848[4], message size of A-IoT can be at most 1000bits while one message can be transmitted across multiple slots as we discuss in our companion paper [5]. To discuss the details on CRC, message size which CRC is attached should be agreed first, then the details on CRC such as CRC length can be further studied considering overhead to assumed message size and false-alarm rate, etc. 
We would like to note that the size of CRC for D2R can be discussed separately from that for R2D even if the assumption on the message size is the same. Considering that multiple A-IoT device may respond to one R2D transmission from BS/intermediate UE as we agreed to study contention-based access, overhead of CRC may be concerned which may affect to the latency of contention-based access. Meanwhile, error probability of D2R transmission will be higher than that of R2D transmission due to collisions between A-IoT devices. At the same time, it is expected that D2R coverage would be degraded due to the backscattering loss. Therefore, it should be carefully investigated for D2R considering the overhead of CRC, error probability, and coverage compensation.
Proposal 14: For D2R CRC, study the TBS of D2R which CRC is attached.

In addition, it was agreed to study the case where no CRC is attached. If CRC is not attached, A-IoT device would proceed without error detection in physical layer. Therefore, no CRC can be applied especially for the message which does not significantly affect to the subsequent procedure, otherwise, CRC is essential.
If one message is segmented for multiple TBs in physical layer and CRC is attached for each TB, the overhead by CRC would be increased. To avoid such overhead, no CRC can be applied for physical layer while there may be MAC CRC for the message without segmentation.
Proposal 15: For D2R CRC, clarify the message type which can be proceed without error detection, i.e., no CRC.

2.2.3. FEC and physical layer repetition
In this section, we discuss D2R channel coding schemes especially on FEC and physical layer repetition for A-IoT.

Convolutional code
At the RAN1#116-bis meeting, it was agreed to study FEC for D2R and at least convolutional code would be considered.
	Agreement
A-IoT D2R study of FEC includes at least convolutional codes.
· Comparisons are encouraged to compare to the case of no FEC
· FFS details of convolutional codes, such as polynomial(s), shift-register termination, etc.
· FFS if other FEC candidates/methods will be studied.



For the details on the convolutional code, the assumption on shift-register should be further discussed. In our understanding, the size of shift-register depends on the device complexity and target power consumption. And hence, applicable shift register can be studied considering the power consumption and complexity for each device type.
Proposal 16: For D2R FEC, study applicable shift-register for each device type.

Physical layer repetition
In this section, we discuss physical layer repetition for A-IoT device.
At the RAN1#116-bis meeting, it was agreed to study physical layer repetition which can be a simple error correction technique for D2R.
	Agreement
Study D2R transmission in the physical layer using repetition
· Note: Discussions regarding higher-layer repetitions are up to RAN2.



According to the agreement, the details on the physical layer repetition should be clarified. For example, payload bit-level repetition and/or chip-level repetition as repetition encoding can be considered. For such repetition encoding, repetition factor and the unit of repetition can be further discussed. In addition, PDRCH-level repetition can be also considered as a part of physical layer repetition. For the PDRCH repetition, similar to the repetition encoding, at least the repetition factor should be discussed further. The performance of physical layer repetition can be evaluated by the comparison to the case without FEC/repetition, the case where only FEC is applied and/or the case with combination with FEC.
Proposal 17: For D2R physical layer repetition, 
· At least PDRCH-level repetition, chip-level repetition and/or bit-level repetition can be considered.
· Repetition factor and repetition unit can be further discussed.
· The performance of physical layer repetition can be evaluated by the comparison to the case without FEC/repetition, the case where only FEC is applied and/or the case with combination with FEC.

2.2.4. Multiple access
In this section, we discuss multiple access schemes for A-IoT device.
At the RAN1#116-bis meeting, it was agreed to study TDMA and FDMA while it is FFS whether to study CDMA.
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.
Agreement
Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.



For TDMA, at least granularity of TDRA, timing accuracy and guard period among A-IoT devices should be further studied. For the minimum resource allocation unit, similar to R2D TDM(A), it can be chip(s) corresponds to one or multiple information bit(s) and the minimum message size/number of chip for resource allocation should be discussed first. The guard period among A-IoT devices would depend on the assumption of post-synchronization SFO which we discuss in our companion contributions [5, 6].
Proposal 18: For D2R TDMA, at least granularity of TDRA, timing accuracy and guard period among A-IoT devices should be studied.
· The minimum resource allocation unit can be chip(s) corresponds to one or multiple information bit(s).
· The minimum message size/number of chip for resource allocation should be discussed.
· The guard period among A-IoT devices would depend on the assumption of post-sync SFO.

For FDMA, especially for device 1 and 2a, the feasibility depends on whether frequency shift can be supported with the target peak power consumption.
Proposal 19: For D2R FDMA, at least how to achieve frequency shift, granularity of FDRA, guard band among A-IoT devices should be studied.
· The granularity of FDRA is corresponds to Btx,D2R 
· The guard band among A-IoT devices corresponds to the relation b/w and Btx, D2R and BOCC, D2R 

A-IoT aims much larger number of connections and higher device density than existing 3GPP LPWA technologies, and hence enhanced multiplexing capacity, e.g., by means of TDMA, FDMA, CDMA and/or combinations of them, may need to be studied for D2R.
According to the existing NR, TD-OCC or FD-OCC is supported as CDMA for UL. However, considering the potential impact by large FSO, CDMA such as TD-OCC or FD-OCC which required complete orthogonality may not be preferable. On the other hand, CDMA scheme such as spectrum spreading with pseudo-orthogonality which does not require complete orthogonality would work well even in the large SFO assumption. CDMA with pseudo-orthogonality suits for the system without precise timing alignment. In addition, CDMA would help the multiplexing among readers and it can alleviate the cross-link interference. Therefore, CDMA can be a good candidate to increase the multiplexing capacity and also may be beneficial to support the multiplexing among readers.
Proposal 20: For D2R multiple access scheme, CDMA with pseudo-orthogonality, e.g., spectrum spreading, should be studied.

2.2.5. Bandwidth
In this section, we discuss the bandwidth for A-IoT device.
At the RAN1#116-bis meeting, the definition on D2R bandwidth was agreed as follows.
	Agreement
The following bandwidths for D2R are defined for the purpose of the study:
· Transmission bandwidth, Btx,D2R: The frequency resources scheduled by a reader for a D2R transmission from one device.
· FFS in agenda 9.4.2.3: how frequency resources scheduled by a reader are determined
· Occupied bandwidth, Bocc,D2R: The transmission bandwidth plus the potential associated intra A-IoT guard-bands totalling Bguard,D2R
· Note: this guard band is not for coexistence with NR/LTE
· If/how to define guard band for coexistence between A-IoT D2R and NR/LTE is up to RAN4.
· Bocc,D2R >= Btx,D2R
· Possible values of each bandwidth are FFS



Similar to R2D bandwidth, at least target data rate and modulation/coding scheme, PSD (or power boost), performance (coverage), FDMA capacity if supported should be considered for the detailed value on the transmission bandwidth. In addition, especially for passive device, i.e., device 1 /2a, the transmission bandwidth would be related to the discussed based on the carrier wave waveform. While it should be discussed further based on the discussion progress on physical layer design or carrier wave waveform, the candidate value on the transmission bandwidth can be one or multiple of 15 kHz or 180kHz as the starting point.
Proposal 21: 
· For D2R transmission bandwidth Btx,D2R, study considering the following aspects.
· data rate and modulation/coding scheme
· coverage
· transmission power
· multiple access capacity and potential guard band
· carrier wave waveform for device 1/2a
· FFS: Whether channel bandwidth of A-IoT can be configurable or fixed single value.
· For D2R transmission bandwidth Btx,D2R, one or multiple of 15 kHz or 180kHz can be consider as a starting point.
· For D2R occupied bandwidth Bocc,R2D, 
· The potential guard band should be for intra A-IoT system
· Whether/how to study in RAN1 or studied in RAN4 should be clarified

3. Conclusion
In this contribution, we discussed general aspects on physical layer design for A-IoT device. Based on the discussion, we made following observations and proposals.
R2D
Observation 1: For R2D CP handling Method Type 1, 
· Props: Transmitter procedure for CP insertion can be reused.
· Cons: Timing acquisition/decoding performance and/or maximum value on M would be affected.
Observation 2: For R2D CP handling Method Type 2,
· Alt.1: CP is copied from the first chip in the OFDM symbol
· Pros: Mitigate the impacts on timing acquisition/decoding performance and/or maximum value on M without additional overhead.
· Cons: The existing transmitter procedure for CP insertion may not be reused.
· Alt.2: Fake chip(s) is inserted as last chip(s) in the end of the OFDM symbol and CP is copied from the last chip in the OFDM symbol
· Pros: Mitigate the impacts on timing acquisition/decoding performance and/or maximum value on M with reusing the existing NR transmitter procedure for CP insertion.
· Cons: Spectrum efficiency is degraded.
Observation 3: For R2D line coding scheme, the number of chips of line coded message is determined based on the number of bit 0 and bit 1 included in each message for PIE while the number of chips of line coded message is determined based on the message size regardless of the number of included bit 0 or bit 1 in the message for Manchester encoding.

Proposal 1: For R2D, discuss and clarify the OFDM-based OOK waveform generation at transmitter, e.g., the OOK signal in time domain is mapped to A-IoT device bandwidth by DFT-spreading, then OFDM-modulated signal is transmitted after IFFT.
Proposal 2: For R2D, the definition of chip is the duration of the ON or OFF for one OOK symbol.
Proposal 3: 
For R2D, the candidate values on M for OOK modulation should be studied
· At least 1, 2, 4, 8 and 16 should be considered
Study at least from following aspects;
· A-IoT device complexity including CP handling
· Target instant peak rate for R2D
Proposal 4: For R2D CP handling, chip length after CP insertion should be constant for each chip in one OFDM symbol for Method Type 2.
· Chip length should be constant including CP
Proposal 5: Study how to avoid false edge introduction by CP insertion at the beginning of OFDM symbol.
· Alt.1: CP is copied from the first chip in the OFDM symbol
· Alt.2: Fake chip(s) is inserted as last chip(s) in the end of the OFDM symbol and CP is copied from the last chip in the OFDM symbol
Proposal 6: For R2D CRC, study the TBS of R2D which CRC is attached.
Proposal 7: For R2D CRC, clarify the message type which can be proceed without error detection, i.e., no CRC.
Proposal 8: 
· For R2D transmission bandwidth Btx,R2D, study considering the following aspects.
· coexistence with legacy NR including impacts on existing gNB/intermediate UE
· coverage
· transmission power
· multiplexing capacity and potential guard band
· FFS: Whether channel bandwidth of A-IoT can be configurable or fixed single value.
· For R2D occupied bandwidth Bocc,R2D, 
· The potential guard band should be for intra A-IoT system
· Whether/how to study in RAN1 or studied in RAN4 should be clarified 
Proposal 9: For R2D multiplexing scheme among A-IoT devices, 
· at least TDM(A) should be considered for all the device types.
· The minimum resource allocation unit can be chip(s) corresponds to one or multiple information bit(s).
· The minimum message size/number of chip for resource allocation should be discussed.
· FFS: Granularity of TDRA, timing accuracy and guard period among A-IoT devices
· FDM(A) should be considered at least for device architecture with IF and ZIF.
Proposal 10: For R2D, from transmitter perspective, Tc definition in NR should be reused for the time unit.

D2R
Proposal 11: For D2R, the chip duration should be discussed for each modulation scheme and corresponding bit (bit 0 or bit 1) separately, if defined.
Proposal 12: For D2R, study the chip length/modulated symbol duration at least considering the target peak rate for D2R, device/reader complexity and decoding performance.
Proposal 13: For D2R waveform, study both SSB and DSB considering at least feasibility on filtering at device, decoding performance at reader and spectrum efficiency.
Proposal 14: For D2R CRC, study the TBS of D2R which CRC is attached.
Proposal 15: For D2R CRC, clarify the message type which can be proceed without error detection, i.e., no CRC.
Proposal 16: For D2R FEC, study applicable shift-register for each device type.
Proposal 17: For D2R physical layer repetition, 
· At least PDRCH-level repetition, chip-level repetition and/or bit-level repetition can be considered.
· Repetition factor and repetition unit can be further discussed.
· The performance of physical layer repetition can be evaluated by the comparison to the case without FEC/repetition, the case where only FEC is applied and/or the case with combination with FEC.
Proposal 18: For D2R TDMA, at least granularity of TDRA, timing accuracy and guard period among A-IoT devices should be studied.
· The minimum resource allocation unit can be chip(s) corresponds to one or multiple information bit(s).
· The minimum message size/number of chip for resource allocation should be discussed.
· The guard period among A-IoT devices would depend on the assumption of post-sync SFO.
Proposal 19: For D2R FDMA, at least how to achieve frequency shift, granularity of FDRA, guard band among A-IoT devices should be studied.
· The granularity of FDRA is corresponds to Btx,D2R 
· The guard band among A-IoT devices corresponds to the relation b/w and Btx, D2R and BOCC, D2R 
Proposal 20: For D2R multiple access scheme, CDMA with pseudo-orthogonality, e.g., spectrum spreading, should be studied.
Proposal 21: 
· For D2R transmission bandwidth Btx,D2R, study considering the following aspects.
· data rate and modulation/coding scheme
· coverage
· transmission power
· multiple access capacity and potential guard band
· carrier wave waveform for device 1/2a
· FFS: Whether channel bandwidth of A-IoT can be configurable or fixed single value.
· For D2R transmission bandwidth Btx,D2R, one or multiple of 15 kHz or 180kHz can be consider as a starting point.
· For D2R occupied bandwidth Bocc,R2D, 
· The potential guard band should be for intra A-IoT system
· Whether/how to study in RAN1 or studied in RAN4 should be clarified
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