[bookmark: OLE_LINK3][bookmark: _Ref133120545]3GPP TSG RAN WG1 #117		R1-2405006
Fukuoka City, Fukuoka, Japan, May 20th – 24th, 2024
Agenda Item:	9.4.2.4
Source:	Fujitsu
Title:	Analyses on interference between AIoT and NR
Document for:	Discussion
Introduction
[bookmark: _Ref166174399]In this contribution, based on the deployment scenarios being considered in RAN4 [1], some interference analyses are given.
Deployment scenarios considered in RAN4
In last RAN4 meeting, deployment scenarios were discussed, and some agreements/conclusions were reached [1], as below:
	Topic 2-1: Deployment scenario
Issue 2-1-1: deployment scenarios for D1T1
Option 1-1: Legacy NR gNB are outdoor macro gNB while AIoT reader/CW/devices are all indoors. Legacy NR UE is only allowed outdoors.
Option 1-2: Legacy NR gNB are outdoor macro gNB while AIoT reader/CW/devices are all indoors. Legacy NR UE is indoor accessing to outdoor NR marco gNB
Option 2-1: Legacy NR gNB are co-located with AIoT reader and CW. All of NR and AIoT BS/UE/Reader/Device/CW are indoors. AIoT reader /CW and Legacy gNB share same hardware
Option 2-2: Legacy NR gNB are co-located with AIoT reader and CW. All of NR and AIoT BS/UE/Reader/Device/CW are indoors. AIoT reader /CW and Legacy NR gNB do not share same hardware. (less limitation on the power boosting)
Agreement:
· RAN4 to first evaluate co-existence for deployment scenario of option 1-1 and 1-2, and further study option 2-1 and 2-2.
Issue 2-1-2: deployment scenarios for D2T2
Option 1-1:  Legacy NR gNB are outdoor macro gNB, AIoT intermediate UE/CW/devices are all indoors. Legacy NR UE is only allowed outdoor.
Option 1-2:  Legacy NR gNB are outdoor macro gNB, AIoT intermediate UE/CW/devices are all indoors. Legacy NR UE is indoor.
Agreement:
· For D2T2 co-existence evaluation, Legacy NR gNB are outdoor macro gNB, AIoT intermediate UE/CW/devices are all indoors.
· Consider option 1-1 and option 1-2 as the starting point.



In our understanding, the deployment scenarios are very important to RAN1 interference analyses and even for PHY layer design, they are not touched deeply in RAN1 yet though. For instance, as Observation 6 given in the summary part, CP can provide orthogonality only in some scenarios where small guard band is enough to protect AIoT signal from being interfered by NR signal. In some other scenarios where small guard between AIoT and NR is not enough, CP would not a key factor to orthogonality anymore. In those cases, the orthogonality would be guaranteed by a guard large enough to isolate AIoT and NR.
In this contribution, based on the deployment scenarios shown in above, some general interference analyses are given, where some assumptions common in all cases are listed below:
· In-band deployment.
· Only one operator.
· R2D link and D2R link are either both in FDD DL band or both in FDD UL band.

For deployment scenario D1T1 option 1-1


[bookmark: _Ref166160563]Figure 1 Deployment scenario D1T1 option 1-1.
(Legacy NR gNB are outdoor macro gNB while AIoT reader/CW/devices are all indoors. 
Legacy NR UE is only allowed outdoors.)



[bookmark: _Ref166153463]Figure 2 Power gap between AIoT signal and NR signal, observed at R2D/D2R receivers.
(R2D/D2R signal on either FDD DL or FDD UL in D1T1 option 1-1)
In scenario D1T1 option 1-1, NR gNB and legacy UEs are outdoors, and AIoT readers and devices are indoors. Legacy NR UEs do not occur in the warehouse where AIoT is deployed as shown in Figure 1. The transmitters of both NR UL and DL may be far from the receiver of AIoT R2D and D2R. The distance between NR transmitters and AIoT receivers could be long.
The large-scale fading due to the long distance between NR transmitters and AIoT receivers, as well as the penetration loss due to the walls of the warehouse, can provide a natural power gap to isolate NR signal and AIoT signal at AIoT receivers, as shown in Figure 2.
The natural power gap could be tens dB and can, correspondingly, guarantee that the interference from NR would not obviously impact the performance of the RF-ED-based reception of R2D signal. In another word, in this scenario, the RF-DE-based R2D signal reception can work well at device side with only a small guard between NR and AIoT, as shown in Figure 2. Perhaps, the guard band is less than 1RB.
Regarding to the reception of D2R signal at reader side, the power gap shown in Figure 2 is also enough to guarantee that there would be no obvious impact of the NR interference on it. The reader’s signal processing capability is much more powerful than that of devices. Coherent detection can be adopted by readers.
Observation 1: In scenario D1T1 option 1-1, a small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR signal.
· The physical separation between indoor AIoT readers/devices and outdoor NR gNBs/legacy UEs can provide a natural power gap to protect the AIoT signal from potential interference of NR signal at the AIoT receivers.

The small guard between AIoT and NR may be not enough for the reception of NR signal. That is, if only small guard is adopted, the reception of NR signal may be impacted by the interference of AIoT signal. This is because the sensitivity level of the reception of NR signal (about -90dBm) is much lower than that of AIoT signal (e.g., about -25dBm).
In this case, to protect NR signal, as being discussed in 9.4.2.1, OFDM-based R2D signal with CP insertion can be adopted. Moreover, to make the CP+OFDM-based protection works well, the indoor readers may need to align timing with the outdoor gNB. 
Regarding to the potential interference from D2R signal to NR signal, if the CW is non-modulated waveform, the potential impact of D2R signal on NR signal reception could be limited and easy to be handled, even if the guard between AIoT signal and NR signal is small. This is because that the spectrum bandwidth of D2R signal could be narrow and the roll-off factor of its side lobes could be large, e.g., obviously larger than that of OFDM-based waveform.
If the CW is single-tone OFDM-based waveform, generally speaking, the potential impact of D2R signal on NR signal could be more obvious than that of non-modulated CW-based D2R. How obvious the potential impact would be may require a simulation-based quantitative analysis.
Observation 2: In scenario D1T1 option 1-1, in case that a small guard between AIoT signal and NR signal is set,
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR signal.

Deployment scenario D1T1 option 1-2


[bookmark: _Ref165991093]Figure 3 Deployment scenario D1T1 option 1-2.
(Legacy NR gNB are outdoor macro gNB while AIoT reader/CW/devices are all indoors. 
Legacy NR UE is indoor accessing to outdoor NR macro gNB.)
In scenario D1T1 option 1-1, all transmitters of NR signal (the gNB and legacy UEs) are outdoors which provides a natural physical separation between NR and AIoT. 
In scenario D1T1 option 1-2, legacy NR UEs could be indoors, i.e., the transmitters of NR uplink signal could be very close to the AIoT readers and devices. Hence, the situations of R2D/D2R on FDD DL and R2D/D2R on FDD UL may be difference in scenario D1T1 option 1-2.
R2D and D2R on FDD DL
In scenario D1T1 option 1-2, if AIoT is deployed on NR FDD DL, the situation is similar to what we discussed and concluded on scenario D1T1 option 1-1. 
That is, a natural power gap would occur between the NR DL signal and the AIoT signal at AIoT receivers. Even if the guard band is small, the AIoT signal can be successfully demodulated with a high probability. To suppress the potential interference of R2D signal to NR signal, R2D signal adopts OFDM-based waveform with CP insertion.
Observation 3: In scenario D1T1 option 1-2 with R2D/D2R on FDD DL, the situation is similar to that in deployment scenario D1T1 option 1-1, i.e.,
· A small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR DL signal.
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR DL signal.
R2D and D2R on FDD UL


[bookmark: _Ref166171848]Figure 4 A large guard is necessary, observed at R2D/D2R receivers.

If AIoT is deployed on FDD UL in scenario D1T1 option 1-2, a large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz. This is because that AIoT devices 1/2a cannot handle an interference by themselves in case that the power of the interference is comparable to the power for the received target signal. Only RF-ED is adopted by the AIoT devices (1/2a). And with AIoT deployed on FDD UL, geographically, the uplink transmitters of the indoor NR legacy UEs could be close to the AIoT readers and devices.
If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL signal. The reception of R2D signal is the most vulnerable among the receptions of AIoT R2D/D2R and NR UL/DL signal.
Hence, no CP insertion is needed for interference handling if the guard between NR and AIoT is large enough for the RF-ED-based reception of R2D signal and the reception of all other signals.
Observation 4: In scenario D1T1 option 1-2 with R2D/D2R on FDD UL,
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL signal.

Deployment scenario D1T1 option 2 (option 2-1 & 2-2)


[bookmark: _Ref165991098]Figure 5 Deployment scenario D1T1 option 2.
(Legacy NR gNB are co-located with AIoT reader and CW. All of NR and AIoT BS/UE/Reader/Device/CW are indoors.)

In scenario D1T1 option 2 (option 2-1 and option 2-2), indoor readers can serve both NR legacy UEs and AIoT devices. This means, geographically, both NR DL and UL transmitters could be close to AIoT devices. No matter AIoT is deployed on FDD DL or UL, the problem of the interference between AIoT and NR would be obvious which cannot be resolved by a small guard in frequency domain.
If the interference is handled in a FDM manner, the situation would be similar to that in scenario D1T1 option 1-2 with R2D/D2R on FDD UL, as shown in Figure 4. That is, in scenario D1T1 option two with R2D/D2R on FDD UL (DL),
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL (DL) signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL(DL) signal.
If the interference is handled in a TDM manner, the reader should have capability to control the time resource where a certain D2R transmission is, even if the realistic D2R transmission is with an obvious timing error due to the unavoidable SFO of devices. In scenario D1T1 option two, it is easier for the readers to handle NR DL/UL and AIoT R2D/D2R in a TDM manner due to the factor that the readers can serve both NR legacy UEs and AIoT devices.
Regarding to the potential interference between the indoor AIoT signal and the NR signal from/to the outdoor gNB, we think it could be ignored. It is because, 
· If there is any outdoor legacy UEs which are close to the warehouse (the AIoT devices) and may obviously interfere the indoor AIoT devices, the outdoor legacy UEs would be associated to an indoor reader rather an outdoor gNB. In this way, the interference between outdoor legacy UEs and AIoT devices can be handled by the reader.
· On the other hand, if there is a legacy UE which is associated to the outdoor gNB, the legacy UE must be far enough from the reader as well as the warehouse (the AIoT devices).

Observation 5: In scenario D1T1 option 2 with R2D/D2R on FDD UL (DL),
· If the interference between NR and AIoT is handled in a FDM manner, 
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL (DL) signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL(DL) signal.
· If the interference between NR and AIoT is handled in a TDM manner by the reader, 
· The reader should have the capability to control the time resource where a certain D2R transmission is, even if the realistic D2R transmission is with an obvious timing error due to the unavoidable SFO of devices.
Summary
Based on the above discussions, we have following observation:
[bookmark: _Ref166230221]Observation 6:
· For deployment scenario D1T1 option 1-1 with R2D/D2R on FDD UL (or DL) and deployment scenario D1T1 option 1-2 with R2D/D2R on FDD DL,
· A small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR signal.
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR signal.
· For deployment scenario D1T1 option 1-2 with R2D/D2R on FDD UL and deployment scenario D1T1 option two with R2D/D2R on FDD UL (DL), if the potential interference between NR and AIoT is handled in a FDM manner,
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL (DL) signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL(DL) signal.

Conclusion
In this contribution, we analyze the interference between AIoT and NR following the deployment scenarios defined in RAN4. We have following observations:
Observation 1: In scenario D1T1 option 1-1, a small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR signal.
· The physical separation between indoor AIoT readers/devices and outdoor NR gNBs/legacy UEs can provide a natural power gap to protect the AIoT signal from potential interference of NR signal at the AIoT receivers.

Observation 2: In scenario D1T1 option 1-1, in case that a small guard between AIoT signal and NR signal is set,
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR signal.

Observation 3: In scenario D1T1 option 1-2 with R2D/D2R on FDD DL, the situation is similar to that in deployment scenario D1T1 option 1-1, i.e.,
· A small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR DL signal.
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR DL signal.

Observation 4: In scenario D1T1 option 1-2 with R2D/D2R on FDD UL,
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL signal.

Observation 5: In scenario D1T1 option 2 with R2D/D2R on FDD UL (DL),
· If the interference between NR and AIoT is handled in a FDM manner, 
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL (DL) signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL(DL) signal.
· If the interference between NR and AIoT is handled in a TDM manner by the reader, 
· The reader should have the capability to control the time resource where a certain D2R transmission is, even if the realistic D2R transmission is with an obvious timing error due to the unavoidable SFO of devices.

Observation 6:
· For deployment scenario D1T1 option 1-1 with R2D/D2R on FDD UL (or DL) and deployment scenario D1T1 option 1-2 with R2D/D2R on FDD DL,
· A small guard between NR and AIoT in frequency domain could be enough to protect AIoT signal from the potential interference of NR signal.
· To protect NR signal from the potential interference of R2D signal, the R2D signal could be based on OFDM waveform with CP insertion and the readers need to align timing with the gNB.
· Non-modulated CW may be better than OFDM-based CW due to the factor that non-modulated CW has a sharper spectrum in frequency domain, in terms of alleviating potential interference of D2R signal to NR signal.
· For deployment scenario D1T1 option 1-2 with R2D/D2R on FDD UL and deployment scenario D1T1 option 2 with R2D/D2R on FDD UL (DL), if the potential interference between NR and AIoT is handled in a FDM manner,
· A large guard between AIoT and NR in frequency domain is necessary, which should be large enough to isolate NR UL (DL) signal and AIoT signal to avoid the potential mutual interference. Perhaps, the guard could be several MHz.
· If the guard between AIoT and NR is large enough to protect the RF-ED-based reception of R2D signal, it must also be enough for the reception of all other signals, i.e., D2R signal, NR UL(DL) signal.
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